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1 Instruction

Revision History

Date Version Description

2018-08-15 V1.0 New Version GPON OLT First Edition Configuration Guide

Proper Noun

Acronym Full name Instructions
Gigabit-Capable Passive L . .
GPON . Gigabit Capable Passive Optical Network
Optical Network
OLT Optical Line Terminal Optical Line Terminal
ONT Optical Network Terminal Optical Network Terminal
oMCl ONT Management and GPON OLT&ONT Management and Control
Control Interface Interface(protocol)
OAM Operation Administration and | EPON OLT&ONU Operation Administration and
Maintenance Maintenance Protocol
Dynamic Bandwidth . . .
DBA . Dynamic Bandwidth Allocation
Allocation
VLAN | Virtual Local Area Network Virtual Local Area Network
VolP Voice over IP Voice over IP
WLAN | Wireless Local Area Networks | Wireless Local Area Networks
FTTH | Fiber To The Home Fiber To The Home
FTTB | Fiber To The Building Fiber To The Building

2 EMS Software Introduction

2.1  Software Information

EMS (Element Management System) software is a C/S architecture integrated device management
platform, which is designed based on SNMP protocol. Now, it is mainly used for managing EPON
and GPON series products.

EMS need following operational environment:

OS: Windows2000, Windows XP, Windows NT

Hardware: CPU 2.4GHz, 512M memory

2.2  Functional Features

EMS software has following main features:




A\

Based on standard SNMP protocol

Support multi-user access, C/S structure

Support centralization management of our company all EPON and GPON serial
products

Support discovering topology automatically, TreeView, modifying topology manually
Support all functional configuration operations of EPON and GPON

Support division of management rights

Support real-time alarm and historic alarm log query

Support perfect log management

Support database backup and import functions

Support ram-time performance collection and port traffic statistics.

Y VY

YV V V V V VY

3 EMS Software Installation

After the release of EMS_V3.0.7_180615, EMS support new GPON OLT, EMS software has been
able to integrate the database software into a single file by default, so as long as the EMS is installed,
the corresponding database software is also installed simultaneously. if your computer have installed
the database software, you doesn’t need to uninstall, it doesn’t matter to the EMS software
installation.

It’s easy to install EMS, Click ‘Next Step’,and you will finish it.

Finish the installation of EMS, you will find two Shortcuts in the installation directory or desktop
for server and client, typical Shortcuts as follows:

[ =]
[ 1]
7 EMS Server Shortcut
TP-Link POM

EMS Server

e
TP-Link POM EMS Client Shortcut
EMS Client

Note: Finish the installation of EMS, you can start it directly, don’t need reboot PC.

4  EMS Start-Up

The architecture of EMS is C/S (Server and Client), Server and Client. You should start Server
program before start Client program.

4.1 EMS Server Start-Up

Run the EMS Server program, we will find icon after the Server runs successfully, icon as follows:



Note: EMS Server start-up time is no longer than 30 seconds. If the program runs more than 30

seconds means the program doesn’t start properly.

4.2 EMS Client Start-Up

Run the EMS Client program after the EMS Server program starts. We can run EMS Client and
EMS Server on the same computer, also can run on two independent computers, as long as two

computer’s network intercommunication.

Note: To ensure operational performance of software, it is recommended that the Server and

Client be installed on the computer in the same LAN or the same computer.

After the Client starts successfully, the login page as follows:

Lzer name:

Py

a FPassword:

Language

O E A

Assure Password

i® English

| Advance==

H OK H Cancel ‘

4.3  Register User For EMS

After installing EMS, we need to create a new user for the first login, enter your own customized
username after ""User Name"', and enter a custom password after ""Password" and “Assure

Password"".
|Please create a U a first time! 'u
A User name: |admin |
“" Password: | |
Assure Password || |
Language
O E i ® English
Advance== ‘ ‘ OK | | Cancel ‘

Then click "OK", display: "Create user: xxx successful”, complete the creation of EMS users
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® Create User: admin,Success!

Ok

Advance== Cancel

4.4  Login EMS

If the Server and Client are installed on the same computer, enter the user name and password and
login directly. If the Server and Client are installed on different computers, we must click the
‘Advance’ and configure, page as follows:

User name: |admin |
o
'-/> Password:  [eees |

Language
) B {E R i English
Advance== Ok Cancel

Connection deploy
Poll Server:  |127.0.0.1 | Port 2888

Timeout(Sec): |5

Configuration as follows:change Poll server’s ip same to the server’s ip which start EMS server,
port and Timeout Keep the default.

Note: The login user and password is same to the user and password which set in #4.3.

After login the Client successfully,you will see the main page. The typical page follows:


http://dict.youdao.com/w/configuration/#keyfrom=E2Ctranslation

At this point, both the EMS software server and the client program have started normally.

5 EMS Software Framework Introduction

5.1  Main Window Introduction

After login successfully, system will enter main window management page. The typical page

follows:
- J Topology tool bar 1

'-\.u/\ J

aaaaaaa

/J Topology window ]

AN

[ Device list window

Real-time alarm

Operation log window

As shown above, the EMS client main window is divided into the following sections:



Main menu:

Main menu contain System, Config, Performance, Alarm, Log, and Help parts. Their main features
are as follow:

»  System Menu

Including System Config, backup And Recovery, User Manage, Role Management, Report,

Device Upgrade etc.

»  Config Menu

Including Add, Delete and Property modify function

»  Performance Memu

Including Monitor Config and Performance Monitor function

»  Alarm Menu

Alarm Threshold, Config Trap Rule and Alarm Query are within this menu.

» Log Menu

Including System Log and Operation Log

»  Help menu

Includes features such as changing the software language, viewing the software version,

checking for version updates, and downloading the latest version.

Device list window

The device list window shows all the devices under management currently. The device list can
directly observe whether the device is online, whether there is an alarm, and double click device can
enter into the management window of the device.

The EPON/GPON OLT device has 5 level management object in the device list window, the
machine box, exchange control module, PON module, PON port and ONU level.

Topology window

Windows of topology is the main display area of the EMS software, according to the management
device, user can move device to right position on regional background map for visual management.
Double click the device object on the topology diagram, you can enter the device management
window to perform various operations on the device.

The administrator can add or modify the passive network part of the topology diagram manually,
such as the optical shunt in EPON/GPON network, to make the topology same to the actual network
layout.

Real-time alarm and Operational log

The real-time alarm window shows the abnormal alarm information of the current management
device, such as alarm object, alarm time, alarm content, etc.

The operation log window records all the operations of the EMS, so it’s convenient to trace who has
operated it.



5.2  Device Management Window

For device management, EMS is mainly through the corresponding device management window to
operate. Through the Configuration menu or double click the device icons located on Top-tree or
topology map, manager can open the device management windows. Following are several typical
examples:

S oo H £

PON Cards Management

BO16E3481C03

Switch and Control Card Window ONU management window

6 Add and Delete Management Object

6.1 Add and Delete Location

For convenience of managing numerous devices, divide them in different regions according to their
deployed locations is normally needed. According to following steps to divide management regions:
1) Add a Location node on the Top-tree list. Showing as follows:

Element Management System

System | Config | Performance  Alarm  Log Hple
| Add Location menu ]

4wt Add b| ) Add Locati
¥ Property | 3, Add Devici Add Location |

@ % Delete  |qqi0n
3 11
111
<., Syitch Contral Card
- === Pon Module
@ Fort-1
@ Foit-2
@ Fort-3 111
@ Port-4

Add Location

shortcut




As above figure, through ‘Add Location’ menu or its shortcut, open add location operate window,

as following:
Add Location ‘ u
[_
Parent Node: |TopTree |v|
Location | |
Map: | |v|
Ok Cancel

Operation steps:

i. Select the parent node for new added node;

ii. Input the name of new node;

iii. Select map for the new location node (The map should be upload first), when select this
node on top-tree, the topology area will apply this map;

2) Location node delete

TP-Link POM Element Management System

System Config Performance Alarm Log Help

@) [a] (] (@[]

" o
(@ Unallocated Region & Gl Y e m
E- (@) 11-test ‘

B 111fant
=, Syit] @ Property
£ s Pon | 3 Delete

i For w Ping
& Por —_—
& o Chassis Management 111-test
i Foit-4
i Poit-5
i Poit-6
i Foit-7
i Foit-8

As above figure, right click the selected location node and delete it.

6.2 Add and Delete Device

Note: Before using EMS to manage an EPON device, you need to login OLT system to enable

SNMP functions and to configure the read-write community, read the community is public, and
write community is private.

Configuration and view commands are as follows (see user Manual- CLI Operation User
Manual for more relevant configuration view commands):



oLT(config)# snmp-agent enable
oLT(config)# snmp-agent community read public
OLT(config)# snmp-agent community write private

OLT(config)# show snmp-agent status
Snmp agent status: Enable

oLT(config)# show snmp-agent community

community-Name VACM-Name Vview-Name
public default all
private default all

oLT(config)# I

Next, you need to add the device on the EMS manually, and the operation of adding a new GPON
device is as follows.
1) AddOLT

47 TP-Link PON Element Management System

System Config Performance Alarm Log Help

MERENE

T .
I ﬂu.ddl]ewce|
Add Device shortcut L P ||
_Jnallocated Region ama| | @& o
i) [11-test
—
111-test

%7 TP-Link PON Element Management System
System Qonﬁg| Performance Alarm Log Help

3 e Add [ -,gi Add Location

g, # oo [[EDRE——— s
d ¥ Delete  |agign Add Add Device menu

i) 11est

[E]
[eal

—
111-test




As above figure, through ‘Add Device’ sub-menu or its shortcut to open the device add window
and add device. As shown in the figure below:

Device Property !
Parent Node: |11-test |1r|
Device Type: FO1608GS
Device Name: |111—test
IP: 192.168.1.100

Installation Location: |

|
|
Device Mumber: | |
|
|

Cther Information: |

Advance== Ok Cancel

Read community:

Write community:

Snmp set Timeout(Sec): |5

|
|
Pall Interval(Sec.) E |
|
|

snmp get Timeout(Sec): |5

As above figure, the new added device need configure following parameters:

» Device Name
In order to recognize the managed device easily, a suitable alias is normally needed instead
of IP Address or MAC Address. This device alias will be displayed on top-tree list.

> 1P
Input the management IP Address of the new added element device, which can be in-band
or out-band IP Address.

» Read and Write Community
EMS software is designed based on SNMP protocol to communicate with managed
devices. Read and write community is used by SNMP protocol as access password.
Community value input here should be the same with which configured in managed
device, such EMS can communicate with the managed device successfully.

»  Poll Interval, SNMP set Timeout and Snmp get Timeout
EMS software will poll the managed device periodically with a configured time interval.
Normally, the poll interval can use the default value. SNMP read and write timeout values
are the longest wait time for EMS to wait response from managed device. Usually, the
default value is suitable. Manager can also revise these values according to the real
network performance situation.
When the above parameters are configured, click OK button to finish the device add

10



operation. When success, the new added device’s icon will appear on top-tree list and
topology area. Showing as following figure:

ereT———,s

System Config Performance Alarm  Log Help

@ & 8 &[0

= (B8 Top Tree
= (@ Unallocated Region

Ao @] [a]a]mlze

[ gy 192 168.5.68 Newly added device icon
<., Switch Control Card on the topology diagram
- < Pon Module
@ Fort-1
= @ Pon-2

RSN (FO2E40]ONL
RSN 55 1CD3IONI
@ Port-2
@ Fort-4
@ Port-5
@ Fort-6

Note: For GPON OLT device, only the OLT node need to be added manually, other part such as

equipped card and accessed ONU device don’t need to be added. These devices will be detected
automatically.
2) Delete OLT
Obsolete or unwanted device on top-tree list can be deleted from EMS. Right click on the
selected device icon and select Delete option to delete a device.
Note:
i. Deleted device can’t be restored and need to be added when need.
ii. All the information of the deleted device will also be removed from EMS.
iii. The device icon deleted from the topology map is not deleted from the EMS software. After
the deletion, the icon is no longer displayed on the topology map, not deleted from the device list.

7/ GPON OLT Management

OLT device mainly consists of OLT chassis, Switch and Control module, PON Card module and
ONU Device management module. The following sections describe the management of EMS
software for these parts.

11



7.1  OLT Chassis Management

Double click the OLT chassis icon to open the chassis management window. Typically as
following figure:

~ . g
«+ Device Information

CONSOLE
GE1 GE2 GE3 GE4 3 SPUR

PUF2

#5YS
aLer RST

System Basic Information

System Description description System OID .1.3.6.1.4.1.17409
Running Times 0 hours, 19 minutes, 43 seconds. ContactWay contact
System Name name Location location

Refresh

OLT chassis management includes following several parts.

Front Panel

The equipment panel parts display the power supply of the machine box in real time and the status
of each port indicator light. The meaning of the indicator is subject to the panel label.

When EMS can’t connect with the OLT the windows will change to gray color.

System Basic Information

This section shows the system description, system OID, running time, ContactWay, system name,
location information. Click ‘Refresh’ button can refresh the above information.

7.2 Switch and Control Management

Double click 'Switch Control Card' icon on top-tree list to open the "*Control Card Management'
window. Typical as following figure::

12



Control Card Management X

! GEl GE2 GE3 GE4

System Info

OLT Device [111-test [~]
OLT DeviceType GPON OLT BoardCard Name GPONOLT
System Status SerialNumber 3184077000030 vendorName GPON QLT
Management Config systemTime 20001/100:22:48 RunningTimes 0 hours, 22 minutes, 22 seconds.
Device Upgrade Management
SwitchCard Aftribute HardwareVersion V4.0 SoflwareVersion ¥1.0.1_180823
Link-aggregation Group Confi
SwitchCard Mirror TR
MacAddress Management PonPort Num 8 SniPort Num 6
SniBroadcastStormSuppressi
Fan Slot Numbers 4 Fan OperationStatus Fan1{up) Fan2(up) ,Fan3(up)

(0}

Port VLAN Manegement
Vian List Power Slot Numbers 2
Port VLAN Config

IGMP Management

STP Management
Stp Global Set
Stp Port Set

ACL Management Group
ACL Rule
Current ACL RULE
Apply to Port ACL

Qos Global Config

(0}

o

Refresh ‘ | Set | |SaveCrmﬁg| ‘ Reboot

Following management features are contained on this window:
v" View or set device basic information;
View or set the IP address, the trap address, SNMP management parameters and etc;
Upgrade OLT and ONU device;
View and set the upper connection port, such as the admin status of port, and the port rate;
Link aggregation group config;
MAC address table management;
Upper port storm suppression management;
OLT port VLAN configuration management;
OLT igmp configuration;
OLT STP configuration;
ACL management configuration;
QoS configuration;
Following sections in this part introduce the management features contained on the switch and
control card management window.

COL RS ]S

\

7.2.1  View OLT System Status

Double click the *Switch Control Card' icon on the left side of the main page to open the *Control
Card Management' window and enter the 'System Status’ to view the page.

13



Control Card Management

! GEl GE2 GE3 GE4

System Info

OLT Device [111-test I~]
OLT DeviceType GPON OLT BoardCard Name GPONOLT
gyslem Status SerialNumber 3184077000030 vendorName GPON QLT
Management Config systemTime 200011 00:23:42 RunningTimes 0 hours, 23 minutes, 16 seconds.
Device Upgrade Management
SwitchCard Aftribute HardwareVersion V4.0 SoflwareVersion ¥1.0.1_180823
Link-aggregation Group Confi
Frame Info

SwitchCard Mirror
MacAddress Management PonPort Num 8 SniPort Num 6
SniBroadcastStormSuppressi
Port VLAN Manegement
Vian List Power Slot Numbers 2
Port VLAN Config
IGMP Management
STP Management
Stp Global Set
Stp Port Set
ACL Management Group
ACL Rule
Current ACL RULE
Apply to Port ACL
Qos Global Config

Fan Slot Numbers 4 Fan OperationStatus Fan1{up) Fan2(up) ,Fan3(up)

(0}

(0}

o

Refresh ‘ | Set | |SaveCrmﬁg| ‘ Reboot

[ i [T»

System info

Display OLT Device Type, BoardCard, Serial Number, Vendor Name, System Time, Software and
Hardware version number, Running time and other information.

Frame info

Display pon port number, ge port number, fan slot numbers, and fan operation status.
Save config

The button of ‘Save Config’ is mainly for saving all configuration of OLT.

Reboot

Click ‘Reboot’ button, and OLT will reboot.

Set

The button of “Set’ is used for setting system time.

7.2.2  OLT Manage Method ConfigurationDouble

Click the 'Switch Control Card' icon on the left side of the main page to open the ‘Control Card
Management' window and enter the 'Management Config' page:
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Control Card Management X

! GEl GE2 GE3 GE4

System Info

OLT Device [111-test I~]
inbandlpAddress 0000 outbandlpAddress 192.168.1.100
System Status inbandlpSubnetiask 0.0.0.0 outbandlpSubnetiask 255.255.255.0
znagement Config cAddress  00-00-00-00-00-00 outbandilacAddress (C4-71-54-4D-CO-7C:
Device Upgrade Management
SwitchCard Altribute inbandlpGateway 0000 inbandVlanld E
Link-aggregation Group Confi
SwitchCard Mirror Trap Address
MacAddress Management Selected |HostName Trap Address Community ‘Operauon ‘

SniBroadcastStormSuppressi
Port VLAN Manegement
Vlan List
Port VLAN Config
IGMP Management
STP Management
Stp Global Set
Stp Port Set
= ACL Management Group
ACL Rule
Current ACL RULE
Apply to Port ACL
Qos Global Config

(0}

(0}

System info

View inband ip address, outband ip address, subnet mask, getway , inband VLAN.

Instructions:

1)Inband management comes from ge port and needs to add management VLAN for upper port.
2)Outband management comes from MGMT port and needs to add ip for MGMT port.
3)Normally, modify the IP of management and device parameters, EMS will lose connection with
device, user need to modify management ip of device in EMS, only in this way, can we connect
device again.

Trap address

Alarm receiving address is the destination IP address which alarm information sent to, when the
alarm occur, New GPON OLT will sent data packet of ‘SNMP TRAP’ to the management PC,
usually, trap address is same to the PC’s ip which start EMS, Users can set four trap addresses mostly.

[ Example of trap address configuration}

Example: Configure trap information as follows: host name is test, Alarm reception address is
192.168.5.196, The alarm port is 162, community is public.
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GEL GEZ GE3 GE4

OLT Device | 111-test I~]

System Status
Management Config
Device Upgrade Management
SwitchCard Attribute
Link-aggregation Group Confi
SwitchCard Mirror
MacAddress Management
SniBroadcastStormSuppressi
[ Port VLAN Manegement
Vlan List
Port VLAN Config
IGMP Management
[ STP Management
Stp Global Set
Stp Port Set
= ACL Management Group
ACL Rule
Current ACL RULE
Apply to Port ACL
Qos Global Config

7.2.3

System Info
inbandlpAddress 0000
inbandlpSubnetMask 0.0.0.0

inbandMacAddress  00-00-00-00-00-00

inbandlpGateway 0000
Trap Address
Selected |HostName

outbandlpAddress 192.168.1.100
outbandlpSubnetMask 255.255.255.0

outbandMacAddress  C4-71-54-4D-C8-7C

| HostName

Trap Address % Manld E

Test |
1921681111

Trap Port 162]

public

Community ‘Operalmn ‘

Trap Address

Community

OLT Upgrade Management

Double click the *Switch Control Card' icon on the left side of the main page to open the *Control
Card Management’ window and enter the 'Device Upgrade Management' page.
The configuration management interface can upgrade the software of OLT .

Note: before upgrading, you need to ensure that there is an upgrade file. The FTP server can

connect with OLT.

[ Example of device upgrade configuration ]
Example: Upgrade firmware via FTP server, which ip is 192.168.5.196
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Control Card Management

GE1 GEZ GE3 GE4

OLT Device | 111-test [~

System Status

Management Config

Device Upgrade Management
SwitchCard Altribute
Link-aggregation Group Confi
SwitchCard Mirror
MacAddress Management

[=1- Port VLAN Manegement
Vlan List
Port VLAN Config
IGMP Management
- STP Management
Stp Global Set
Stp Port Set
=+ ACL Management Group
ACL Rule
Current ACL RULE
Apply to Port ACL
Qos Global Config

SniBroadcastStormSuppressil

Main menu
Upgrade Configure
~

2 )
FTP Configure
P [192.168.5.19§]

| File Name [img.v1.0.2_x000.img

| Password [admin Ve

L

User Name ‘admm

Configure FTP

information

First, choose Second, Finally,
« .
Download choose click

to Device “Upgrade “Reboot”
Progress
Transfer Status
[ "4 y

| Refresh | ‘Downlnadm Device| ‘ Upgrade | | Reboot ‘ | Clear

7124

OLT Uplink Port Attribute Configuration

Double click the 'Switch Control Card' icon on the left side of the main page to open the ‘Control
Card Management' window and enter the 'SwitchCard Attribute’ page.

Contral Card Management X
GEl GE2 GE3 GEd
Port Properties
Chrrs @ PoitID Admin Status |Operation StatuMedia Type AutoMegotiatio |AutoNegotiatio | PerfStatsOf15 | PerfStatsOf24h|LastStatusCha|MacAddr Learn |Part Isolation E
s n Status n Mode minuteEnable |ourEnable ngeTime MaxNum nable
System Status GE1 up down ather auto-negotiate |auto-negotiate [false false 0hours, 29 .. [0 false
Management Config GE2 up down other auto-negotiate [auto-negotiate |false false Ohours, 29 . [0 false
Device Upgrade Management ‘GE3 up down other auto-negotiate (auto-negotiate [false false 0 hours, 29 0 false
(GE4 up down other auto-negotiate (auto-negotiate |false false 0hours, 29 .. |0 false
Link- Group Confi
SwitchCard Mirror XGE1 up down other [ful-10000 full-10000 false false 0hours, 29 ... [0 false
MacAddress Management XGE2 up down other full-10000 full-10000 false false 0hours, 29 .. [0 false
SniBroadcastStormSuppressi
[} Port VLAN Manegement
Vian List
Port VLAN Config
IGMP Management
= STP Management
Stp Global Set
Stp Port Set
[ ACL Management Group
ACL Rule
Current ACL RULE
Apply to Port ACL
Qos Global Config
q] [T} D

The ‘SwitchCard Attribute’ management page is mainly used to configure and view the attribute
parameters of OLT 's uplink port (GE photoelectric port and 10GE uplink port). The parameters are
described as follows:

»  Admin Status

Set up the uplink port state to enable or disable. When the port is set to 'Up’, the port is opened

and when the port is set to 'Down’, the port is closed, 'testing’ status is not available currently.
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»  Operation Status

Displays the current link state of the uplink port, when the uplink port connect with the end
devices, the operation state is displayed as 'Up '; when the uplink port disconnect with the end
devices, the operation state is displayed as 'Down ', and the running state only shows but can’t
be configured.

» Media Type

Show the media type of the uplink port, the default interface of gel-ge4 is the optical interface,
and the media type is shown as 'other'. The default interface of gel-ge4 is the COMBO port,
XGEL1 and XGE2 are 10GE uplink port.

»  Auto Negotiation Status

Display the uplink port rate of duplex mode, 1000M full duplex, 100M full duplex, 10M full
duplex and auto negotiation status.

»  Auto Negotiation Mode

Configure the uplink port rate of duplex mode, 1000M full duplex, 100M full duplex, 10M full
duplex and auto negotiation status.

»  PerfStats Of 15 minute Enable

Configure PerfStats Of 15 minute Enable of uplink port,”False’ means stop properties statistics
of every fifteen minutes on uplink port.’ True’ means start properties statistics of Every fifteen
minutes on uplink port.

»  PerfStats Of 24 hours Enable

Configure PerfStats Of 24 hours Enable of uplink port, ‘False’ means stop properties statistics
of every 24 hours on uplink port. ‘True’ means start properties statistics of every 24 hours on
uplink port.

»  Last Status Change time

Show the change time of properties statistics time, and the time of properties statistics change
every 300ms.

» Mac Addr Learn Max Num

Limit the number of MAC addresses (0-8092) that are permitted to pass by the uplink port, set
to '0' means no limit, set to '1-8092' to limit the number of MAC addresses which permitted to
pass by the uplink port.

»  SNI Port Isolation Enable

Set up data isolation or not between one uplink port and others. ‘False’ means uplink port can
access to each other. “True’ means uplink port can access to each other.

7.25  OLT trunk(LACP) Configuration

The device supports the link aggregation protocol, lacp for short, which conforms to the IEEE802.3
ad standard. The lacp protocol is used to bundle multiple uplink ports together to form a single
logical connection to increase the bandwidth of the link and realize backup functions of uplink port,
which means when a port is broken, other ports can still communicate.

Double click the 'Switch Control Card' icon on the left side of the main interface to open the
‘Control Card Management’ window and enter the 'SwitchCardTrunkGroupConfig' page.
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Control Card Management

GEL GEZ GE3 GE4

Trunk Group Config
CLr e | iR i Link- ink- 1 Group Member Link-Aggregation Na|Link-Aggregation Pol Operation Status Actual Speed Admin Status
niD me icy
System Status 1 lagl srchac down 0 up
Management Config 2 lagz srcMac down 0 up
Device Upgrade Management 3 lag3 roliac down i I
SwitchCard Attribute
4 lagd srchMac down 0 up
SwitchCard Mirror g 1ag5 srchlac LT e up
MacAddress Management 5 1age srchlac down 0 up
SniBroadcastStormSuppression 7 lag? srchlac down 0 up
[ Port VLAN Manegement 8 lags srcMac down 0 up
Vlan List 9 lagL9 srcMac down 0 up
POt VLAN Config 10 lagL10 srchac down 0 up
IGMP Management 11 laglL11 srchac down 0 up
El STPS:‘IES‘W:T;": 12 lagL12 srcMac down 0 up
Sts PUOHSE‘ © 13 lagL13 srcMac down 0 up
= ACL Management Group 14 laglL14 srcMac down 0 up
ACL Rule 15 laglL15 srchac down 0 up
Current ACL RULE 16 lagL16 srcMac down 0 up
Apply to Port ACL
Qos Global Config
Refresh ‘ | Set | | Config (configure link-aggregation group member port)

The features of new GPON OLT lacp are as follows:

>
>
>
>

>

Link aggregation function is mainly applied to all uplink port;

The default aggregation group is 16;

All port can be added to a aggregation group ;

Support several equalization algorithms based on the source and destination MAC address,
source and destination IP address;

Each port can be assigned to only one aggregation group and cannot be assigned to
multiple aggregation groups at the same time.

Lacp Function parameter on EMS are as follows:
Trunk Group ID
Show number of link aggregation groups available by default on OLT, default number is 1-16,link

aggregation groups can’t be added, only can modified and configured on the default link aggregation

group.

Trunk Group Member

Show which uplink port members are already in the link aggregation group.

Trunk Group Name

Name and set the link aggregation group.

Trunk Group Policy

Select a strategy of link aggregation negotiation, which can be negotiated in several ways, such as
the source and destination MAC address, source, and destination IP address.

Operation Status

Show the configuration state of the link aggregation group , the 'Up" indicates that the configured
link aggregation group is successful and has take effect, ‘Down" indicates that the configured link
aggregation group is unsuccessful and hasn’t take effect.
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Actual Speed

Shows the current negotiation rate of the link aggregation group.

Admin Status

Configure the management status of the link aggregation group and configure ‘Up’ to run the link
aggregation group; Configure 'Down’ to not run the link aggregation group.

[ Example of link aggregation configuration}
Example: Add gel and ge3 to link aggregation group 1, named 1234, with source MAC and
destination MAC negotiation.

e b
GEL GE2 GES GE4
Trunk Group Config
111-test
OLT Device es i Link- ink- 1 Group Member Link-Aggregation Na|Link-Aggregation Pol Operation Status Actual Speed Admin Status
niD me icy
System Status
v 1 Config link-aggregation group Member X down 0 up
Management Config 2 i down 0 up
Device Upgrade Management
3 > c down 0 uj
SwitchCard Attribute ROK S0 R=Ion ) e e
N 4 c down 0 up
Link-aggregation Group Config Member Port
SwitchCard Mirror g C LT e up
6 c down 0 up
MacAddress Management
GE1 GE2 GE3 GE4 XGE1
SniBroadcastStormSuppression 7 “ “ u “ u © down 0 up
= Port VLAN Manegement 8 c down 0 up |
Vlan List 9 ] XGE2 c down 0 up |
PortVLAN Config 10 3 e 0 up
IGMP Management 11 c down 0 up
B STPS?ESTQ:T;": 12 i down 0 up
p Global Se
13 I down 0 uj
Stp Port Set oK | [ canca | p
= ACL Management Group I © e £ ur
ACL Rule 15 ‘Iag\_ﬁ ‘sr:Mac down 0 up
Current ACL RULE 16 ‘Iaguﬁ ‘smmac down 0 up
Apply to Port ACL
Qos Global Config
Refresh ‘ | Set | ‘ Config (configure link-aggregation group member port)

7.2.6  OLT Port Mirror Configuration

Port mirror function is that copy the message of Source port to other port (destination port), the user
can monitor the message which copy to the destination port to monitor network and debug. All
uplink port and PON port can be set to source or destination ports.

Double click the *Switch Control Card' icon on the left side of the main page to open the ‘Control
Card Management' window and enter the 'SwitchCardMirror' page.
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Control Card Management X

CORSOLE

GEL GEZ GE3 GE4

MGHT

OLT Device | 111-test = Source Port

Ingress Direct

System Stalus [CJoe1 [Dge2 [Joe3 [Jge4  [Jxget [Jxgez
Management Config
Device Upgrade Management [dpont [Jpon2 []pon3 []pon4
SwitchCard Attribute
5 i} 7 8
Link-aggregation Group Config fm] pan> [/ pon ] pon. [ pon
BwitchCard Mirror Egress Direct
MacAddress Management
SniBroadcastStormSuppression [Jeet [Joe2 [Joed [Jged []xgel []xge2
[ Port VLAN Manegement Clpont [lpon2 [pon3 [Jpon4
Vlan List
POItVLAN Config [lpon5 [Jpons [Jpon7 []pong
IGMP Management
[ STP Management
Stp Global Set Destination Port
Stp Port Set
i 2 2
= ACL Management Group Eloet [oe Elge
ACL Rule [loe4 [Jxgel []xge2

Current ACL RULE
Apply to Port ACL
Qos Global Config

Reiresh | ‘ Set | ‘ Clear

Source port

Specify the source port that needs to be captured and analyzed. User should know the concepts of
'Ingress Direct' and "Egress Direct' first :

'Egress Direct’ means the direction of the message leaving the port; ‘Ingress Direct’ means the
direction which the message enters the port.

When only one direction is checked, OLT will copy message of one direction to the destination port.
When both directions are selected, all message are mirrored to the destination port.

Destination port

The port that receives message from the source port.

The configuration of the port image is as follows:

1) Select the source port. Portl-Port16, gel-ge4, xgel-xge2 can be selected as the source port, each
port has 'Ingress Direct’ and 'Egress Direct'. The former refers to the port which receive message,
the latter refers to the port which sent message.

2) Specify the destination port. You can specify one of the gel-ged,xgel-xge2 ports as the
destination port, and all source port data will be forwarded to the specified destination port.

[ Example of port mirror configuration]

Example: check ge2 in the 'Ingress Direct' and 'Egress Direct' and select ge4 in 'Destination port'
then click 'Set' button. All traffic of ge2 are mirrored to ge4 port.
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Control Card Management

GE1 GEZ

GE3 GE4

OLT Device | 111-test [~]

System Status
Management Config
Device Upgrade Management
SwitchCard Attribute
Link-aggregation Group Config
SwitchCard Mirror
MacAddress Management
SniBroadcastStormSuppression
Port VLAN Manegement

Vlan List

Port VLAN Config
IGMP Management
STP Management

Stp Global Set

Stp Port Set
ACL Management Group

ACL Rule

Current ACL RULE

Apply to Port ACL
Qos Global Config

o

o

o

Source Port
Ingress Direct
[Joe1 [ge2 [Jged [Jged [Jxgel []xge2
[Jponi [Jponz []pon3 []pond
[Jpon5 [Jpon6é [ ]pon7 []pond
Egress Direct
[Joel [r]ge2 [Jae3 [Jged [Ixgel []xqe2
[Jponi [Jponz []pon3 []pond
[lpons [Jponé [Jpon? []pon8
Destination Port
[Joet [Joe2 [Jge3
[vlloed [xgel []xge2
Reesh | [ set | [ ciear

1.2.7

OLT Mac Address Management

Double click the *Switch Control Card' icon on the left side of the main page to open the ‘Control
Card Management' window and enter the ‘MacAddress Management' page.

Contral Card Management

1 GE2 GE3 GE4

OLT Device |111-test :

System Status
Management Config
Device Upgrade Management
SwitchCard Atfribute
Link-aggregation Group Config
SwitchCard Mirror
2niBroadcastStormSuppression
= Port VLAN Manegement
Vlan List
Port VLAN Config
IGMP Management
= STP Management
Stp Global Set
Stp Port Set
= ACL Management Group
ACL Rule
Current ACL RULE
Apply to Port ACL
Qos Global Config

MacAddress Management

MacAddress AgingTime(s) BUU. Set MacAddress Clear Set

MacAddress List

MacAddress [vLan1D MacAddr Type |Patip \
Reftesh | | add | [ Delete

MAC Address Management

MAC management interface can configure OLT’s mac address aging time and clear MAC address,

view the MAC address information which OLT has learned, including MAC address, VLAN ID,

MAC address type, port ID, parameters are as follows:

»  Mac address aging time
Set OLT's MAC address aging time. The MAC address that OLT learned will be cleaned
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automatically after this time.

Mac address clear

Choose a type of mac address in ‘Mac Address Clear’ then click the the ‘Set’ button, the
MAC address of the specified type will be clear.

Mac Address List

The MAC address list mainly displays the MAC address that have learned by OLT, including
the VLAN of the MAC address, the type and the port where the MAC address is learned.
Click the ‘Add’ button to bring up a window of ‘Add MAC’. We can add static MAC address,
the parameters we can view or configure in the MAC address listare as follows:

Port ID

Config the MAC address learned port.

Vlan ID

Config the mac address vlan ID, the range is 1-4094 .

MacAddr Type

There are two options, static, blackhole.

Static represents a static MAC address. As long as the source MAC address of the message
matches this static MAC address, the traffic can pass this port.

Blackhole represents the black hole of the MAC address. If the source MAC address of the
message is matched with this MAC address, the traffic will be discarded and not allowed to be
circulated.

Mac Address

Specified mac address, format as : XX-XX-XX-XX-XX-XX OF XX:XX:XX:XX:XX:XX o

Add Mac >
Port GEA -
VLAN D | 100
Mac Type static -
MacAddress |e0-67-b3-00-00-01 |
oK Cancel
Prompt >

=
'd) Add successfully! static e0-67-b3-00-00-01-=GE1

OK
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After finishing configuration, click ‘OK’ button, at the same time, mac-address-table will show
added a new mac-address entry.

‘Delete’ button: Choose specified a mac-address entry in mac-address-table, clicking ‘Delete’
button can delete the entry.

GE1 GEZ GE3 GE4

OLT Device 111-test
T || macaddress AgingTime(s) 300, set —EEGEEE Clear el

System Status MacAddress List

Management Config MacAddress [vLAN D |MacAdar Type |Partin \

Device Upgrade Management E0-67-B3-00-00-01 ‘100 ‘SIEIIC ‘GE1 ‘
SwitchCard Attribute

Link-aggregation Group Config
SwitchCard Mirror
MacAddress Management
SniBroadcastStormSuppression
Port VLAN Manegement
Vlan List Prompt X |
Port VLAN Config |
IGMP Management @ Clear successfully! |[E0-87-B3-00-00-01
STP Management
Stp Global Set
Stp Port Set
[ ACL Management Group
ACL Rule
Current ACL RULE
Apply to Port ACL
Qos Global Config

o

o

Reftesh | | add | [ Delete

Click ‘Refresh’ button to update mac-address-table.

7.2.8  Uplink Port Broadcast Storm Suppression Configuration

Exchange storm suppression is mainly to enable the uplink port to suppress unicast storms, multicast
storms and broadcast storms to prevent these storms from adversely affecting the current network
environment.
Double click the 'Switch Control Card® icon on the left side of the main page, open the *Control
Card Management' window, enter the 'SNIBroadcastStormSuppression’ management page
configuration.
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Control Card Management X

GE1 GEZ GE3 GE4

SNI BroadCast Storm Suppression

ChrEE PortID Unicast Storm Enable  |UnicastStorm InPacket RlMulticastStormEnable | MulticastStorm InPacket |Broadcast Storm Enable|BroadcastStorm InPacke]
ate(pps) Rate(pps) tRate(pps)

System Status GE1 rue 150 false 0 e 150
Management Gonfig GE2 true 150 [False 0 rue 150
Device Upgrade Management GE3 rue 150 false 0 frue 150
SwitehCaro Afribute GE4 rue 150 raise o true 150
Link-aggregation Group Config

SwitchCard Mirror XGE1 true 150 false 0 true 150
Machddress Management XGEZ rue 150 false 0 rue 150

Port VLAN Manegement
Vlan List
Port VLAN Config
IGMP Management
STP Management
Stp Global Set
Stp Port Set
ACL Management Group
ACL Rule
Current ACL RULE
Apply to Port ACL
Qos Global Config

o

o

o

Exchange broadcast storm suppression support 'Unicast Storm Enable', 'Multicast Storm
Enable' and 'Broadcast Storm Enable' three functions. There are several checkbox above.
v/ Unicast / multicast / broadcast storm suppression enabled
When ‘True’ is selected, the unicast / multicast / broadcast storm suppression function of the
port is enabled.
When ‘False’ is selected, the unicast / multicast / broadcast storm suppression function of the
port is disabled.
v" Unicast / multicast / broadcast inpacket rate
This option can be configured with traffic limit values, which can be between 1-1488100 pps.

[ Example of storm suppression configuration}
Example: The unicast storm suppression function is set to True and the unicast inpacket rate is
5000 pps. The multicast storm suppression function is set to True and the multicast inpacket rate to
5000 pps. The broadcast storm suppression function is set to True and the broadcast inpacket rate
to 5000 pps. Click 'Set" button after the configuration, a prompt window will pop up and click the
'OK" button to complete the configuration.
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CORSOLE
! GEl GE2 GE3 GE4 »

Nlag)

SNI BroadCast Storm Suppression

OLT Device PortID Unicast Storm Enable  |UnicastStorm InPackst Ral MullicastStormEnable | MulticastStorm InPacket R|Broadcast Storm Enable |BroadcastStorm InPacket
te(pps) ate(pps) Rate(pps)
System Status GE1 true 5000 true 5000 [true 5000
Management Canfig GEZ true 150 faise 0 frue 150
Device Upgrade Management, | | fers e 150 false f] e 150
SwitchCard Attribute
Link aroup Confi ||| %4 true I P— < |0 true 150
SwitchCard Mirror XGE1 true 150 _ 0 true 150
MacAddress Management E= true 150 |® Setsuccess 0 true 150
SniBroadcastStormSuppressi
[ Port VLAN Manegement |
Vlan List

Port VLAN Config
IGMP Management
STP Management

(0}

Stp Global Set
Stp Port Set
= ACL Management Group
ACL Rule
Current ACL RULE
Apply to Port ACL
Qos Global Config

7.2.9 OLT Port VLAN Management

VLAN (Virtual Local Area Network), is a kind of based on user demand (functions, departments or

applications, etc.) logically divided the LAN into multiple segments without considering the

physical location of the virtual network technology. VLAN technology allows a network

administrator to divide a physical network into different logical segments (VLAN), each containing

a set of devices with the same requirements.

The advantage of VLAN technology is that the broadcast and unicast traffic within VLAN will not

be forwarded to other VLAN, thus helping to control network traffic, simplify network management

and improve network security.

The VLAN configuration of the OLT EPON system is divided into the VLAN configuration of the

OLT and the VLAN configuration of the ONU part. The VLAN management of the ‘Switch Control

Card’ section refers to the VLAN configuration and management of the OLT part.

The VLAN function of the OLT part of the GPON device is as follows:

v' Support Port-based VLAN and IEEE802.1Q VLAN.

v Support full 4K VLAN group, VID range 1~4094.

v" VLAN 1 is the system reserved VLAN, it includes all switch ports, all ports is UNTAG
mode.

v' All switch ports, including four ge uplink ports, two xge uplink ports and sixteen PON ports
support VLAN Partition.

7.29.1 View OLT VLAN

Double click the ‘Switch Control Card’ icon on the left side of the main page, open the ‘Control
Card Management’ window, and enter the "VLAN List" page. Typical page is as follows:
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Control Card Management X

CORSOLE

! GEl GE2 GE3 GE4 E

CITTI] 0

MGHT

VLAN List

OLT Device Selected [VLANID  |VLAN Name [Tag Port |unTag Por [ Modry \

[H] |1 \ulam | |GE1JGE4;XGE1;XGEZ;LaM—LagB;LanLQ;LagLIOrLagL16;| Config_|

System Status
Management Config
Device Upgrade Management
SwitchCard Attribute
Link-aggregation Group Config
SwitchCard Mirror
MacAddress Management
SniBroadcastStormSuppression
Port VLAN Manegement

Port VLAN Config
IGMP Management
STP Management

(0}

(0}

Stp Global Set
Stp Port Set
ACL Management Group
ACL Rule
Current ACL RULE
Apply to Port ACL
Qos Global Config

o

[ Select Al Add

The VLAN list has ‘Selected’, ‘VLAN ID’, ‘VLAN Name’, ‘Tag Port’, ‘Untag Port’, "Modify’
and other items. Here's a brief introduction to these projects:

Selected

This is mainly to delete the specified VLAN. We can select the VLAN ID we want to delete, and
then click on 'Delete" button on the left corner of the page to delete the VLAN. In addition, select
the "Select All' button next to the '‘Delete’ can select all the VLAN entries to delete all the VLAN.
VLAN ID /VLAN Name

VLAN ID displays all the VLAN ID that are available on the current OLT. VLAN Name Displays
the name of the current existing VLAN.

Tag Port / Untag Port

In the Port of Tag Port, the forwarded message will be tagged with a VLAN Tag. In the Port of
Untag Port, the message that is forwarded will be stripped of the corresponding VLAN tag (no
VLAN tag).

7.29.2 Modify OLT VLAN

Each VLAN has a 'Config" button, which can be double-clicked to modify the VLAN 's "Tag Model’
and ‘Member Port' as shown below, click 'OK" button to complete the configuration after setting

up.
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GEL GEZ GE3 GE4

CECE 47 Tag/UNTag Port b
OLTDevice[1iHest || Selecled |VLAN D Tag Port Modfiy
O 1 VLAMID 100 | GE4;XGE1:XGEZ;Lag1-Lag8:LagLo;LagL10-LagL16; | Config
System Stalus [ 100 Tag Model [tag - Config
Management Config O 2000 Config
Device Upgrade Management Member Port
SwitchCard Attribute []GE1 [JeE2 [JGE3 []GE4
Link-aggregation Group Config
SwitchCard Mirrar [IXGE1 []XGE2 [JPon1 []Pon2
MacAddress Management
SniBroadcastStormSuppression [JPon3 []Pond [JPon5 []Pon6
= Por:n\;AgSI:Ianegemsnl ] Pon7 Pong [Jlagl []Llag2
PortVLAN Config [JLag3 [Jlagd [JLags []Lagb
IGMP Management
= STP Management [Jtag?7 [Jlag8 [Jlagd []Laglo
Stp Global Set
Stp Port Set [JLag11 [Jlagi2 [JLag13 []Lagl4
= ACL Management Group
ACL Rule [JLag15s []lag16
Current ACL RULE
Apply to Port ACL
Qos Global Config
[]SelectAll Delete Refresh Add

7.29.3 Add OLT VLAN

In the ‘VLAN List’ page has a ‘Add’ button. Click the button to add a VLAN ID to the OLT, and
click 'Ok’ button to finish configure.

GEL GEZ GE3 GE4

VLAN List
111-test
ChRE Selected [VLANID  [VLAN Name [Tag Port UnTag Port Modiy
[m] 1 vian1 \GE1-GE4;XGE1;XGE2;Lag1-Lag8;LaglL 9;LagL10-LagL16; Config
System Status [m] 100 wlan100 Config

Management Config
Device Upgrade Management
SwitchCard Attribute
Link-aggregation Group Config
SwitchCard Mirror
MacAddress Management ,—
SniBroadcastStormSuppression VLANIE ﬂ—‘
Port VLAN Manegement Like as 1,2 or 3-6
Vlan List
Port VLAN Config
IGMP Management
STP Management
Stp Global Set
Stp Port Set
= ACL Management Group
ACL Rule
Current ACL RULE
Apply to Port ACL
Qos Global Config

47 Add Vlan e

(0}

(0}

[]SelectAll Delete Refresh Add

7.2.9.4 OLT Port VLAN Configuration

Double click the ‘Switch Control Card’ icon on the left side of the main page, open the ‘Control
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Card Management’ window, and enter the port "VLAN Config’ page. Typical page is as follows.

Control Card Management X
CORSOLE
GEL GE2 GES GE4
1
1 HGHT
PortID Vlan Priority PVid VLANMode Modfiy
OLT Device | 111-test : GE1 0 1 access Config
GE2 0 1 3CCess Config
System Status GE3 0 1 access Config
Management Canfig GE4 0 1 access Config
Device Upgrade Management XGE1 0 1 EETE Config
SwilchCard Altribute XGE2 0 1 access Config
Link-aggregation Group Config Lag1 & L SCCEEH Conig
N Lag2 0 1 access Config
SwitchCard Mirror Iag3 i 1 SeeeeT St
MacAddress Management La:4 3 3 Fen Cnnﬂi
SniBr 1
Lag5 0 1 3CCess Config
[ Port VLAN Manegement Lagb 0 4 e Config
Ian List Lag? 0 1 access Config
OrtVLAN Config Lags 0 1 access Config
IGMP Management LagL9 0 1 access Config
(= STP Management LagL10 0 1 access Config
Stp Glabal Set LagL11 0 1 access Config
Stp Port Set LagL12 0 1 access Config
= ACL Management Group LagL13 0 1 access Config
ACL Rule LagL14 0 1 ElCEES Config
Current ACL RULE LagL15 0 1 access Config
Apply to Port ACL LagL16 o 1 access Config
Qos Global Config

The port VLAN configuration can primarily view and configure Port 1D, VLAN Priority, Port
VLAN (PVID), and VLAN Mode. The following will be a brief introduction.

Port ID

Display the corresponding port number, GE represents the uplink port, XGE represents the 10
Gigabit port, PON represents the PON interface, the serial number represents the number of ports
behind.

VLAN Priority

Displays the priority of the current port VLAN, which shows the value of 0-7, the minimum priority
of 0, and the highest priority of 7.

Port VLAN (PVID)

Displays the default VLAN for the current port, which shows the value of 1-4094. Default valn is
1.

VLAN Mode

Displays the VLAN mode of the current port, where the modes that can be displayed are: access,
hybrid, trunk.

Modify

Double click the “Config’ button to configure the VLAN priority, port VLAN (PVID), and VLAN
mode of the corresponding port. Click the “Set’ button to complete the configuration. As shown in
the following figure.
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! GEl GE2 GE3 GE4

CORSOLE

Nlag)

MGHT

OLT Device | 111-test [~]

Port VLAN Config
PortID

Vlan F’rmritv‘

System Status
Management Config

SwitchCard Attribute

SwitchCard Mirror

(0}

Port VLAN Manegement
Vian List
Port VLAN Config
IGMP Management
STP Management

(0}

Stp Global Set
Stp Port Set
ACL Management Group
ACL Rule
Current ACL RULE
Apply to Port ACL
Qos Global Config

o

Device Upgrade Management

Link-aggregation Group Config

MacAddress Management
SniBroadcastStormSuppression

Pvid

1F vuanmoge [trunk

Reresn | [ set ||

Back

| Prompt x

@ Set [VLANMode:trunk] success

The packets in different VLAN modes are handled as follows:

VLA Actions(in the inbound direction) Actions(in the
mode Untagged Tagged frame outbound direction)
frame
o Receive the frame if its
VLAN id is the same as
Tag the frame the native VLAN id.

Access with e Drop the frame if its | Remove the native VLAN
the native VLAN VLAN id is different tag and send the frame
tag. from the native VLAN

id
e Send the frame and
removing the tag if the
frame is the same as
o Receive the frame if its native VLAN id.

Trunk VLAN is carried on the e Send the frame without
Tag the frame port removing the tag if its
with o Drop the frame if its VLAN is carried on the
native VLAN tag. VLAN is not carried on port but is different from

the port. the native VLAN.
Send the frame if its
. VLAN is carried on the
Hybrid .
port. The frame is sent
with the VLAN tag

30




removed or intact
depending on  your
configuration with the
VLAN hybrid command.

7.2.9.4.1 OLT Port Access Mode VLAN Configuration

Example: Configure GE1 port as access mode, priority is 2, PVID is 100. The steps are as follows:
(PON port configuration is the same)

Step 1:

Double click the ‘Config’ button at the back of this column of GEL1 in the port VLAN configuration
page.

47 Control Card Management b3

! GE1 GE2 GE3 GE4

i

PortID Vlan Priority PVid VLANMode Modfiy

oLT Device [Tittest [~ | | g 0 1 trunk Config
GE2 0 1 access Config
System Status GE3 0 1 acCess Config
Management Config £ g L e Coafig
Device Upgrade Management XGE1 0 1 aCCesS Config
SwilchCard Atribute ReGE2 J i e Coalla
Link-aggregation Group Config Eg; g 1 :EE:E 22:23
SwitchCard Mirror o 5 F e Confio
MacAddress Management Lag4 0 1 Greess Config

SniBroadcastStormSul
[ Port VLAN Manegement LL:g: g 1 :EE:E 22:23
Vlan List Lag7 0 1 access Config
Port VLAN Config Lags 0 1 access Config
IGMP Management LagL9 0 1 access Config
[ STP Management LagL10 0 1 access Config
Stp Global Set LagL11 0 1 access Config
Stp Port Set LagL12 0 1 3CCess Config
= ACL Management Group LagL13 0 1 access Config
ACL Rule LagL14 0 1 access Config
Current ACL RULE LagL15 0 1 access Config
Apply to Port ACL LagL16 0 1 ElCEES Config

Qos Global Config

Step 2:

At this point, the following page will appear. Under this page, set the VLAN priority to 2, the PVID
to 100, and the VLAN mode select to access. Click the ‘Config’ button and click the ‘OK’ button
to complete the configuration.
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GEL GEZ GE3 GE4

Port VLAN Config
N , :
PortID WVian F'rmmy‘ QH
System Status PVid mnH VLANHode [access ]
Management Config
Device Upgrade Management Refresh | [ et | ‘ Back
SwitchCard Attribute
Link-aggregation Group Config Port VLAN Trunk Prompt X
SwitchCard Mirror Device ID
MacAddress Management GE1 @ Set [Vian Priority:2,PVid: 100, VLANMode:access;] success
SniBr 1
[ Port VLAN Manegement
Vian List

Port VLAN Config
IGMP Management
STP Management
Stp Global Set
Stp Port Set
= ACL Management Group
ACL Rule
Current ACL RULE
Apply to Port ACL
Qos Global Config

(0}

Step 3:
Click the 'Back" button to view the modified configuration.

47 Control Card Management b3

GEL GEZ GE3 GE4

PortID Vlan Priority PVid VLANMode Modfiy
OLT Device GE1 12 100 3CCess Config
GE2 0 1 access Config
System Status GE3 0 1 access Config
Management Canfig GE4 0 1 access Config
Device Upgrade Management XGE1 0 1 EETE Config
SwilehCard Aribute G J i dCcess Coullg
Link-aggregation Group Config LL:g; g 1 :zzzzz 22:23
SwitchCard Mirror Iag3 i 1 SeeeeT Confio
MacAddress Management La:4 3 3 Fen Config
SniBr 1
[ Port VLAN Manegement LL:s: g 1 :zz:zz gs:gg
Vlan List Lag? 0 1 access Config
POrtVLAN Config Lags 0 1 access Config
IGMP Management Lagl9 0 1 access Config
[ STP Management LagL10 0 1 access Config
Stp Global Set LagL11 0 1 acCess Config
Stp Port Set LagL12 0 1 access Config
= ACL Management Group LagL13 0 1 access Config
ACL Rule LagL14 0 1 access Config
Current ACL RULE LagL15 0 1 access Config
Apply to Port ACL LagL16 0 1 acCess Config
Qos Global Config

7.2.9.42 OLT Port Trunk Mode VLAN Configuration

Example: Configure GE3 port as trunk mode, priority is 3, PVID is 200, trunk VLAN is 101-103.
The steps are as follows:

Step 1:

Add vlan 200,101-103 in the ‘VLAN list’ interface
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42 Control Card Management X

GEL GEZ GE3 GE4

VLAN List
111-test
ouTDevice [M1ttest ] || o oo [vaniD  [viaN Name [Tag Por UnTag Port Modfiy
[m] 1 vian1 \GE2-GE4;XGE1;XGE2;Lag1-Lag8;Lagl 9;LagL 10-LagL16; Caonfig
System Status O 100 Wan100 IGE1 Config
Management Canfig 3] 300 Van300 Config

Device Upgrade Management
SwitchCard Attribute
Link-aggregation Group Config
SwitchCard Mirror
MacAddress Management ,—
SniBroadcastStormSuppression VLANIE b
Port VLAN Manegement Like as 1,2 or 3-6
Vlan List
Port VLAN Config
IGMP Management
STP Management
Stp Global Set
Stp Port Set
= ACL Management Group
ACL Rule
Current ACL RULE
Apply to Port ACL
Qos Global Config

47 Add Vlan e

(0}

(0}

[]SelectAll Delete Refresh I Add I

Step 2:
Double click the ‘Config” button at the back of this column of GE3 in the port VLAN configuration
page.

47 Control Card Management b3

GEL GEZ GE3 GE4

PortID Vlan Priority PVid VLANMode Modfiy |
OLT Device GET z 00 access Config_|
GE2 0 1 access
System Status GE3 0 1 access Config
Management Canfig GE4 0 1 access
Device Upgrade Management | | [XGE1 0 1 access Config
SwilehCard Aribute ,::;12 E 1 = 22:23
Link- Group Confi
SwitchCard Mirror t:ﬂg g 1 decEss gwnlf_\g
MacAddress Management La:4 5 i :gizzz cg:rli
o gz‘:r\rlAN 'SUPRIESSH | |1 ags 0 1 access Config
Lag6 0 1 access Config
Vlan List Lag? 0 1 access Config
POItVLAN Config Lag8 0 1 access Config
IGMP Management Lagl9 0 1 access Config
£l STP Management LagL10 0 1 access Config
Stp Glabal Set LagL11 0 1 access Config
Stp Port Set LagL12 0 1 access Config
= ACL Group LagL13 0 1 access Config
ACL Rule LagL14 0 1 access Config
Current ACL RULE LagL15 0 1 access Config
Apply to Port ACL LagL16 0 1 access Config
Qos Global Config
4 i [T

Step 3:
Then, set the VLAN priority to 3, the PVID to 200, Click the “Set’ button to complete the pvid
configuration.
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<
|| Port VLAN Config
OLT Device [111-test [~] e
'orl

GE1 GE2 GE3 GE4

Vian Priority

]

w.

System Status Pvid

2 | 200‘—|VLANMoae [runk |3

K

Management Config
Device Upgrade Management
SwitchCard Aftribute
Link-aggregation Group Confi
SwitchCard Mirror
MacAddress Management
SniBroadcastStormSuppressil
= Port VLAN Manegement
Vian List
Port VLAN Config
IGMP Management
= STP Management
Stp Global Set
Stp Port Set
= ACL Management Group
ACL Rule
Current ACL RULE
Apply to Port ACL
Qos Global Config

K T D
Step 4:

Add GE3 to vlan101-103 Tag port in the vlan list

"Config" button.

—|
| Refresh ‘}4” Set “‘ Back

Prompt x |

® Set [Vlan Priority 3,PVid:200,VLANMode trunk;] success

: Take vlan101 as an example:

double-click the

47 Control Card Management

! GEl GE2 GE3 GE4

:

MGHT

VLAN List
111-test
OLT Device Selecled [VLANID  |VLAN Name |Tag Port UnTag Port Modfiy
[} 1 vian1 |GE2;,GE4;XGE1;XGE2;Lag1-Lag8;LagL9;LagL10-LagL16; Config
System Status Ol 100 wlan100 Config
ga"agzme"‘:“r”fg A1 101 Vian101 IGE1 Config
evice Upgrade Management =
SwitchCard Attribute = 200 van200 (553 Sortd
Link Group Confi ] 300 vlan300 Config

SwitchCard Mirror
MacAddress Management
SniBroadcastStormSuppressi
Port VLAN Manegement
Vlan List
Port VLAN Config
IGMP Management
STP Management
Stp Global Set
Stp Port Set
= ACL Management Group
ACL Rule
Current ACL RULE
Apply to Port ACL
Qos Global Config

(0}

(0}

[] Select All Delete

Refresh Add

Step 5:

In the fallowing interface after double-clicking ‘Config’, the Tag mode select ‘tag’, the member

port select ‘GE3’, and then click ‘OK’ to complete the configuration.
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%7 Tag/UNTag Port

VLAN ID

101

Tag Model

tag

Member Port

[] GE1

[] XGE1

[] GE2
[] XGE2
[]Pon3 [ ]Pond

[ ]Pon7 []Pong

[JLag3 [ ]Lag4
[ ]Lag? [ ]Lag8
[]Lag11 []Lagiz

[ ]Lag15 [ ]Laglg

2

GeE3 | []cE4

[JPon1 [ ]Pon2

[ JPon5 []PonG
[JLagl []Lag2
[ JLags [ ]Lagk
[ JLag? [ ]Lagi0

[ ]Lag13 [ ]JLag14

3 OK

Cancel

7.2.9.4.3

Example: Configure GE4 port as hybrid mode, priority is 4, PVID is 300, The hybrid mode allows

OLT Port Hybrid Mode VLAN Configuration

VLAN 301 with tag, VLAN 302 without tag. The steps are as follows:

Step 1:

Add vlan 300,301,302 in the ‘VLAN list’ interface.

42 Control Card Management

1 GE1 GE2 GE3 GE4

CORSOLE

MGHT

OLT Device | 111-test I~]

VLAN List

System Status
Management Config
Device Upgrade Management
SwitchCard Attribute
Link-aggregation Group Confi
SwitchCard Mirror
MacAddress Management
SniBroadcastStormSuppressi
[ Port VLAN Manegement
Vlan List
Port VLAN Config
IGMP Management
[ STP Management
Stp Global Set
Stp Port Set
= ACL Management Group
ACL Rule
Current ACL RULE
Apply to Port ACL
Qos Global Config

Selected |VLAN ID VLAN Name |Tag Poit UnTag Port Modfiy

[} 1 vian1 |GE2;,GE4;XGE1;XGE2;Lag1-Lag8;LagL9;LagL10-LagL16; Config
Ol 100 wian100 Config
] 101 wlan101 IGE1 Config
[ 200 vlan200 7 Add Vlan X GE3 Config

oK

VLAN 1D |300|

Like as 1,2 or 3-6

Cancel

[] Select All Delete

| Refresh | II
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Step 2:
Double click the ‘Config’ button at the back of this column of GE4 in the port VLAN
configuration page.

47 Control Card Management

! GEl GE2 GE3 GE4

:

HGHT
PortID Vlan Priority PVid VLANMode Modfiy
OLT Device | T11-test = GE1 12 101 access Config
GE2 0 1 access Config
System Status GE3 8 1200 [trunk
Management Canfig GE4 0 1 access Config
Device Upgrade Management | | [XGE1 0 1 A
SwilehCard Aribute ’E:Ef E 1 EED g“”pg
. g access onfig
Link- Group Confi
SwitchGard Mirror "Lgag g j] ZEEZE? g;:gg
MacAddress Management La:4 5 A s Cnnﬂi
g”fr\rm“ 1SUPPrESSl | (1ags 0 1 access Config
= Pol
Lag6 0 1 access Config
Vian List
Lag? 0 1 access Config
POrtVLAN Config Lag8 0 1 access Config
IGMP Management Lagl9 0 1 access Config
£l STP Management LagL10 0 1 access Config
Stp Glabal Set LagL11 0 1 access Config
Stp Port Set LagL12 0 1 access Config
= ACL Group LagL13 0 1 access Config
ACL Rule LagL14 0 1 access Config
Current ACL RULE LagL15 0 1 access Config
Apply to Port ACL LagL16 0 1 access Config
Qos Global Config
4 i [T

Step 3:
Then, select the VLAN priority to 4, the PVID to 300, vlanMode is hybrid, then click the ‘Set’
button to complete the pvid configuration.

]
CONSQLE
Ej Aspn ST
MGAT
q
.| ¥ Port VLAN Config
OLT Device [117-fest [~] ‘
Il || Portip Vian Priority 1 ] 4,—|
T 1
System Status PVid | 300+[vw4Maae [nveia |3 v
Management Config
Device Upgrade Management ‘ Refresh 4} ] Back
SwitchCard Attribute
Link-aggregation Group Confi Prompt X B

SwitchCard Mirror
MacAddress Management
$SniBroadcastStormSuppressi
Port VLAN Manegement 5
Vian List
Port VLAN Config
IGMP Management
STP Management
Stp Global Set
Stp Port Set
= ACL Management Group
ACL Rule
Current ACL RULE
Apply to Port ACL
Qos Global Config

@ Set[Vian Priority. 4.PVid:300,VLANMode hybrid] success

[0

O T
Step 4:
GE4's hybrid mode allows vlan301 with tags, and vlan302 without tags, we need to add vlan 301,302
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in the "VLAN List' as # 6.2.9.2 and # 6.2.9.3.
Add vlan 301 with tag:

& Control Card Manage

GE1 GE2 GE3 GE4

e VLAN List | 4 Tag/UNTag Port Xk
o= | Selected [VLANID  [VLANN Port Modfy
g pant | LANID SO JE1:XGE2Lag1-Lag8;LagLo;LagL10-LagL15; Config
System Status [®] Man100 Tag Model”lag I 2 i' Config
ga"agz'"e"':“""g o [101 Man101 Config
evice Upgrade =] 1200 Man2o0 | Member Port Config
SwitchCard Aftribute = it a L] GE1 [JGE2 []GE3
Link-aggreg Group Confi [m) 300 Man30f Config
SwitchCard Mirror O [301 Man30% [IXGE1 []XGE2 []Pon1 []Pon2 1 [L_Config
MacAddress Management ) B B
SniBroadcastStormSuppressi [JPon3 [JPon4 []Pon5 []Pon
& Port VLAN Manegement
Vian List i [JPon7 [JPon8 []Lag1
Port VLAN Config L :
[Jtag3 Lagd []Lags
IGMP Management = ful 308
= STP Management []Lag? Lag8 []Lag9
Stp Global Set
Stp Port Set Cliagtt [Jlagi2 [JLagl3 [JLagl4
= ACL Management Group
ACL Rule [JLagi5 []Lag16
Current ACL RULE
Apply to Port ACL 4 K Gancel
Qos Global Config
y
assciie [Dasn] st [tc]
« il »
Add vlan 302 with untag:
=il Control Card Management !
GEl GEZ GE3 GE4
[
|
VLAN List
OLT Device |192.168.5.68 Selecled |[VLANID  [VLAN Name |Tag Port |unTag Port Modfiy
[} 1 vlan1 '-- - M E2;L ag1-Lag8;Lagl 9;LagL10-LagL16; Config
Tag/UNTag Port
System Status O 100 van100 CIETES Config
ga"aged‘“e"‘:“:fg M= 101 Vian101 VLANID 302 Coniig
evice Upgrade Managemen =
SwitchCard Attribute — 192 U102 Tag Mode\lumag I g ‘ | i
Link Group Conf [ 103 vlan103 Config
SwitchCard Mirror | 104 vian104 Member Port Config
MacAddress Management =] 105 vian105 Config
SniBroadcastStormSuppressi (=] |200 vian200 ] GE1 [JGE2 [JGE2 CIXGE1 Config
E1- Port VLAN Manegement (=] 300 vian300 Config
Vian List =] 301 vian301 [IxGE2 [Jlagl [Jlag? []lag3 []lag4 Config
Port VLAN Config ] 302 vian302 || Config
[JLags [JLagé []JLag? [ ]Lag8 [ ]Lag9 1
i 'SGT"":' Management D Vian202 ontg
Sip Global Set [JLag10 [JLag1t [JLagi2 [JLag13 []Lagl4
Stp Port Set [JLagi5 []Lagl6
| = ACL Management Group
ACL Rule
Current ACL RULE

Apply to Port ACL
Qos Global Config

|I‘ Cancel ‘

[] SelectAll Delete

Refresh

Add

37




! GEl GE2 GE3 GE4

OLT Device | 111-test I~]

System Status

Management Config

Device Upgrade Management
SwitchCard Attribute

Link- Group Confi

SwitchCard Mirror
MacAddress Management
SniBroadcastStormSuppressi
Port VLAN Manegement
Vlan List
Port VLAN Config
IGMP Management
STP Management
Stp Global Set
Stp Port Set
ACL Management Group
ACL Rule
Current ACL RULE
Apply to Port ACL
Qos Global Config

(0}

(0}

o

CLAL L | 47 Tag/UNTag Port X [

Selected [VLANID  [VLANN Port Modiiy
] 1 vian1 | YLAMID 302 E1:XGEZLag1-LagB;LagL9;LagL10-LagL1s; Config
Ol 100 van100 TagModel [untag ‘-| Config
] 101 wlan101 Config
O 200 vianzog| Member Port Config
] 200 vian3o [Oeer  [Joez  [JoE:  [JGE4 Config
] 301 EETEL [JXGE1 []XGEZ [JPoni []Pon2 Config
[} 302 vian302 Config

[JPon3 []JPond [JPons []Pong
[JPon7 [JPon8 [JLagl []Lag2
[JLag3 [Jlagd [JLags []Lagb
[Jlag? [Jlag8 [JLag® []Lagl0
[Jlag11 [Jlagi2 [JLag13 []Lagl4

[JLag15 []Lagi6

Disetectal | Deiete |

7.2.10 OLT IGMP Management

Double click the ‘Switch Control Card’ icon on the left side of the main page, open the ‘Control
Card Management’ window, and enter the "IGMP Management’ page. Typical page is as follows:

47 Control Card Management

GELl GE2 GE3 GE4

NGHT

OLT Device |111-test :

System Status
Management Config
Device Upgrade Management
SwitchCard Atfribute
Link-aggregation Group Confi
SwitchCard Mirror
MacAddress Management
SniBroadcastStormSuppressi
Port VLAN Manegement
Vian List
Port VLAN Config
STP Management
Stp Global Set
Stp Port Set
ACL Management Group
ACL Rule
Current ACL RULE
Apply to Port ACL
Qos Global Config

i}

o}

o

q] [T} D

IGMP Management

IGMP Model |msamsd ‘v‘ MaxGeneralResponseTime <1265 | 1u}j|
RobustnessVariable<1-10= | Z}j‘ GeneralQueryinterval <2-3000=5 | 125&'
MaxSpemﬁcResponseTime<1—1ﬂD>(xﬂﬂDms}| m}j‘ SpecificQueryCount <1-10= | 2&'

In this interface,we can config IGMP model,max general response time,general query
interval,specifi query count,rebustness variable,max speclific response information
The new 16 PON OLT support IGMP mode are snooping,proxy

(1) igmp - proxy

Set the OLT IGMP forwarding mode is proxy.

38




IGMP proxy is the multicast agent. The IGMP proxy intercept and handling the IGMP message
between the user and the multicast router and then forwards it to the upper

multicast router. From a user perspective, the system is a multicast server equivalent; From

an upper point of view, the system is a multicast user equivalent. The IGMP proxy mode

reduces the multicast protocol traffic of the network side.

(2) igmp snooping

Set the OLT IGMP mode is IGMP snooping. IGMP snooping is the multicast listening.

IGMP Snooping retrieves the relevant information of maintenance group by listening to the

IGMP message that communicates between the user and the multicast router to maintain

items. The system does not do any processing of the broadcast VLAN message

7.2.11 OLT STP Management

STP (Spanning Tree Protocol) is the abbreviation of spanning tree protocol. The protocol can be
applied to the loop network, through a certain algorithm to achieve path redundancy, while the loop
network is trimmed into a loopless tree network, so as to avoid the message in the loop network
proliferation and infinite loop.

The main application of the spanning tree protocol is to avoid the network loopback in the LAN and
solve the "broadcast storm” problem of the ring-to-ring Ethernet network. In a sense, it is a kind of
network protection technology that can eliminate the loop connection caused by mistake or accident.
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7.2.11.1 STP Global Config

Double click the 'Switch Control Card' icon on the left side of the main page, open the ‘Control
Card Management' window and enter the 'STP Global Set' window of ‘STP Management’ page .

Contral Card Management X

Stp Global Set

OLT Device |111-test : =
STP Version(STP/RSTP)  |rstp Priority 32.753}:'
System Status TimeSinceTopologyChange 0 hours, 0 minutes, 0 seconds. TopologyChangeTimes 0
Management Config DesignatedRaot 00:00:00:00:00:00 RoolCost 0
Device Upgrade Management
SwitchCard Attribute RootPort MaxAgeTime(s) 0
Link-aggregation Group Config HelloTime(s) 0 HoldTime(s) 33
SwitchCard Mirror
MacAddress Management ForwardDelay(s) 0 BridgeMaxAge(s) | ZBH
SniBroadcastStormSuppression BridgeHslloTi ‘ ] Bridger ADel | P
5 PortVLAN Manegement ridgeHelloTime(s) H ridgeForwardDelayis) H
Vlan List BridgeTxRate(kbps) \ ali‘ STP Enable |la\se ‘-|

Port VLAN Config
IGMP Management
STP Management
Stp Port Set
ACL Management Group
ACL Rule
Current ACL RULE

o}

o

Apply to Port ACL
Qos Global Config

=

As shown above, in ‘STP Global Set’ page, you can view the STP Version, Priority, Time Since
Topology Change, Topology Change Times, Designate Root , Root Cost, Root Port, Max Age
Time(s), Hello Time(s), Hold Time(s), Forward Delay(s), Bridge Tx Rate(kbps)and STP Enable
State. Among them, Priority, Max Age Time(s) ,Hello Time(s) , Forward Delay(s), Bridge Tx
Rate(kbps) and STP Enable State can be modified . Specific parameters are introduced as follows:

STP Global Set
»  STP Version

The default setting of system is RSTP.
»  Priority

Bridge priority is used to select the root bridges of the network. The smaller the value, the
higher the priority, the greater chance of being elected as the root bridge. You can set a bridge
with a priority value of 0, 4096, 8192, 12288,16384, 20480, 24576, 28672, 32768, 36864,
40960, 45056, 49152,53248, 57344 and 61440.

»  Time Since Topology Change

The duration of switching from the previous topology state to the current state .
»  Topology Change Times

The topology changes times of port change or network topology link state.

» Designate Root
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We can designate root bridge through bridge priority. If not designating priority, the smaller
MAC address will has greater chance to be the root bridge.

Root Cost

To calculate the link cost, the port with the lowest root link cost will become the forwarding
port in case of forwarding the same network bridge ID . The legal range is 1 ~ 20000000.

Root Port
The number of ports that are passed by the path of from non-root bridge to the root bridge.
Max Age Time

The lifetime of the BPDU message received from the adjacent bridge of Designated port. The
legal range is 6~40, in s.

Hello Time
Set the bridge how often to send a BPDU message. The setting range time is 1~2, in s.
Hold Time

When the network bridge changes in topology, maintaining time of monitoring and learning
state before sending packets.

Forward Delay

Used for compatibility of STP network bridge, for port of working in the STP mode, forwarding
delay timer designated the port before the transition to the learning state the time of in
discarding state , and before the learning state transition to the forwarding state in the time of
learning state. The legal range is 4~30, in s.

Bridge Rx Rate

Set the number of maximum sending BPDU messages in 1 second. The setting range of 1~10,
in frame/s.

STP Enable State Configuration

Open or close the RSTP function by setting the '"RSTP State’ to ‘Enable’ or ‘Disable’.

Note: When we set Max Age Time, Hello Time, Forward Delay, first input setting value, then

click ‘Set’ button, to finish config.

7.2.11.2 STP Port Set

Double click the 'Switch Control Card' icon on the left side of the main page, open the '‘Control
Card Management' window and enter the 'STP Port Set' window of ‘STP Management’ page .
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Control Card Management X

! GEl GE2 GE3 GE4

Stp Port Set
OLT Device PortID PortStalus | PartPriority | PortPathCos{ DesignatedR|FarwardTran |ProtocolMigrdEdgsPartAd |EdgePartOpe| PartPaintToP| PortPaintTaP | Port STPEna
oot|D sitions tionEnable |minStatus  [rStatus ointAdminSta ointOperStatu bled
System Status tus s
Management Config GE1 disabled 128 20000 00:00:00:00...[0 false MNEdge false auto true false E
Device Upgrade Management GE2 disabled 128 20000 00:00:00:00...[0 ralse NEdge ralse auto true false
SwilchCard Atiioute GE3 disabled  |128 20000 00:00:00:00...0 false NEdge false auto e false
;mlif;f:ﬁfm”p Config GE4 disabled  |128 20000 00:00:00:00..0 false NEdge false auto e false
Wachdaress Management XGE1 disabled  |128 20000 00:00:00:00._[0 false NEdge [ralse auto true false
SniBr X XGE2 disabled  [128 20000 00:00:00:00...[0 false MNEdge ralse auto true false
= Port VLAN Manegement Lag1 disabled 128 20000 00:00:00:00...|0 false NEdge false auto true false
Vlan List Lag2 disabled 128 20000 00:00:00:00...0 false NEdge false auto true false =
POItVLAN Config Lag3 disabled  |128 20000 00:00:00:00...0 alse NEdge false auto true false
IGMP Management Lag4 disabled 128 20000 00:00:00:00...[0 false NEdge false auto true false
£ STP Management Lag5 disabled 128 20000 00:00:00:00..[0 false NEdge false auto true false
Stp Global Set Lag6 disabled  |128 20000 00:00:00:00..[0 ralse NEdge false auto true false
o ACnIGmup Lag7 disabled 128 20000 00:00:00:00...[0 false MNEdge false auto true false
ACL Rule Lag8 disabled 128 20000 00:00:00:00...[0 false NEdge false auto true false
Current ACL RULE LagL9 disabled 128 20000 00:00:00:00...[0 false NEdge false auto true false -
Apply to Port ACL LagL10 disabled 128 20000 00:00:00:00...| 0 false NEdge false auto true: false
Qos Global Config LagL11 disabled 128 20000 00:00:00:00...|0 false NEdge false auto true: false
LagL12 disabled 128 20000 00:00:00:00...[0 false MNEdge false auto true false =
st

As shown above, in ‘STP Port Set’ page, we can view Device ID, Port Status, Port Priority, Port
Path Cost, Designated Root 1D, Forward Transitions, Protocol Migration Enable, Edge Port Admin
Status, Edge Port Oper Status, Port Point to Point Admin Status, Port Point to Port Oper Status and
Port STP Enabled Status. In addition, we can modify Port Priority, Port Path Cost, Protocol
Migration Enable, Edge Port Admin Status and Port Point to Point Admin Status. Specific
parameters are introduced as follows:
»  Port Status
STP Port Status has five types, including disable, learning, listening, forwarding and blocking.
Disable: In the invalid status, to be a valid port, first switch to the blocking port.
Learning: In the learning state, the port is adding addresses to its forwarding database, but does
not forward packets.
Listening: In the listening state, the port is waiting to receive BPDU packet, and BPDU may
tell the port to return to the blocking state.
Forwarding: In the forwarding state, the port is forwarding the packet.
Blocking: In the blocking state, the port is blocked and can not forward or receive packets.
»  Port Priority
When the link cost and the sending network bridge ID is the same, the lowest priority port will
be the forward port. The parameter value can be set to 0 ~ 440, and the step length is 16.
»  Designated Root ID
The BID in the BPDU message consists of two parts, the bridge priority and the bridge MAC.
The bridge ID is only. Switches selects the smallest BID switch as the root bridge in the
network.
»  Forward Transitions
The port consists of five status. Status transitions need to go through status transition time.
»  Protocol Migration Enable
This means that the device supports RTSP, and if the port is enabled, the port will automatically
migrate to STP compatible mode when the port is connected to the device running the STP
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protocol. "True' means opening this function, and 'False' means closing this function.

» Edge Port Admin Status
We can use this option to set whether it is an edge port. 'Edge’ is an edge port, and ‘NEdge’
is a non - edge port.

»  Edge Port Oper Status
This option indicates whether the current port is in the edge port state. ‘False’ indicates that
the port is not in an edge state, and ‘Ture’ indicates the status of the port on the edge. The edge
port does not need to go through the ‘Discarding-learning-forwarding’ step and directly
switch to the forwarding status.

»  Port Point to Point Admin Status
You can use this option to set whether the port is a point-to-point port, including 'Auto’, "Ture’
and ‘False’ three options. "Ture' is to set this port to point-to-point port, and 'False’ is to set
this port to non point-to-point port. ‘Auto’ is dependent on the STP protocol itself. Point-to-
point ports allow fast switching to forwarding status, and non point-to-point ports need to go
through discarding-learning-forwarding step to switch to forwarding status.

»  Port Point to Port Oper Status
This option is to specify the port actually point-to- point port state.

Prompt: Some of the parameter explanations are described in the previous section, which are not

repeated here. we can go to the previous section to inquire.

7.2.12 ACL Management

ACL is ‘Access Control List’ . Through configuring a serial of matching rules to filter specific data
packets, thus identifying objects that needs to be filtered. After identifying specific objects,
according to preset policy permitting or denying the corresponding data packets pass. The process
of ACL filter message flow prepares for Qos.

7.2.12.1 Configuration ACL Rule

ACL has three types, including basic ACL, its Id range from 2000 to 2999,only matching source IP
address; advanced ACL, its Id range from 3000 to 4999, being able to matching source IP address,
destination IP address, source port, destination port, DSCP and IP massage type; link ACL, its Id
range from 5000 to 5999, being able to match source mac, destination mac, VLAN Id and Ethernet

type.
7.2.12.1.1 Basic ACL Configuration

Double click the *Switch Control Card' icon on the left side of the main interface, open the
'Control Card Management' window and enter the *ACL Rule' window of ‘ACL Management’
page . Click the pull-down menu of ACL Type, and choose basic acl(2000-2999) option.
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Gl 1 GEL GE2 GE3 GE4 SCEL XGEZ g

MGHT

T et ] ACLTypE‘EIas\E Acl<suggest2000-2993> ‘v‘

ACLID| [Rute 0] | query ‘

System Status
Management Config
Device Upgrade Management Matched SourselP ‘ | ACL Action ‘vl
SwitchCard Attribute
Link-aggregation Group Config
SwitchCard Mirror
MacAddress Management
SniBroadcastStormSuppression
Port VLAN Manegement

Vlan List

Port VLAN Config
IGMP Management
STP Management

Stp Global Set

Basic Config

Snurse\F".'V\Idcard-mask‘ |

(0}

(0}

Stp Port Set B
= ACL Iﬁanagemsnl(}mup e MUdE“ "‘VE”UEEU’”l Ul:l
Apply to port
Current ACL RULE )
Applyto Port ACL Port \'\DWECTIOH‘ |v‘
Qos Global Config
Refresh | | Set | | Delete

As above ‘Basic ACL’ page, you can set the following configuration parameters:

ACLID

ACL ID, the set of ACL entries, this can inquire one of ACL according to inputting ACL Id and

rule id.

Rule ID

ACL Rule id, the range of value is 1-16.

Basic config

»  Matched source IP
Configure matched source IP address of ACL Rule, in this format: A.B.C.D.

» ACL Action
ACL Action configuration, including ‘permit’, ‘deny’ and ‘mark’ three options, indicates
specific parameters of permitting or denying matching.

»  Source IP Wildcard-Mask
Configure matched source IP Wildcard-Mask address of ACL Rule. IP Wildcard-Mask address
is reverse address of IP sub-net mask. Example for: IP is 192.168.5.123, and its IP Wild-Mask
is 0.0.0.225.

Mark Model

This is Mark Model, only applied in when ACL Action is ‘mark’ , including ‘null’ , ‘802.1p° ,

‘VLAN id’,” TOS PRECEDENCE ’and  DSCP’ .

> 802.1p
For the traffic priority VLAN level 2 QoS/CoS protocol, the protocol header includes a 3-bit
priority field with a value range of 0-7, which supports grouping packets into various traffic
types.

» VLAN id
VLAN identifier, with a value range of 0-4094.

» TOS PRECEDENCE
TOS is a field of IP Message, with indicating type of service, a total of 8bit. PRECEDENCE
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is IP priority, and it’s at 0, 1, 2 three fields with a value range of 0-7.
» DSCP

DSCP is ‘Differentiated Services Code Point’, Which provides the standard of differentiated
service for Qos, occupied before 6 bit of TOS, with a value range of 0-63.

Apply to port
> Port
ACL Rule applies to ports, including 4 ge port,2xge port and 16 pon port.
»  Direction
ACL Rule applies to direction of port, including ¢ ingress’ and ¢ egress’ two options.

[ Example of Basic ACL configuration]
Example: Configure a basic ACL, and ID is 2001. Source IP is 192.168.5.205, and Rule Action is
‘permit’ ,as show below:

Contral Card Management X

CORSOLE

GEl GE2 GE3 GEd4

oLT Dew:e ACLType‘Easm Acl=suggest:2000-2999= ‘v‘
ACLID[2001 [Rute 101 | quey |
System Status
Management Config Basic Config
Device Upgrade Management Matched SourselP ‘192 168.5.205 | ACL Action | permit ‘v|
SwitchCard Attribute
Link-agaregation Group Config Swurse\P'.'V\Idcard—rﬂask‘u.tl 0.255 |
SwitchCard Mirror
MacAddress Management
SniBroadeaststormsuppression
= Port VLAN Manegement
Vlan List
Port VLAN Config
IGMP Management
= STP Management
Stp Global Set
Stp Port Set
&1 ACL Wanagement Group Mark Moue\‘ ‘ ‘value[u—?) E|
ACL Rule Apply to port
Current ACL RULE )
Aoply to PartACL Poit|GE1 [ = pirecton ingress -]
Qos Global Config
Reresn | [ set | [ Delete

After completing those configurations, click the 'Set" button at the bottom of page to make config
effect,and creating a basic ACL Rule successfully. Deleting a ACL rule through the ‘Delete’ button.
Updating a ACL Rule through the ‘Refresh’ button.

7.2.12.1.2 Advanced ACL Configuration

Double click the 'Switch Control Card" icon on the left side of the main interface, open the
'Control Card Management' window and enter the *ACL Rule' window of ‘ACL Management’
page . Click the pull-down menu of ACL Type, and choose advanced acl(3000-4999) option.
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! GEl GE2 GE3 GE4

Nlag)

CORSOLE

MGHT

OLT Device | 111-test [~]

ACL Type ‘Advanced Acl=suggest3000-4999>

ACLID|

[Rute 0]

System Status
Management Config EEEETL
Device Upgrade Management WMatched SourselP [ | Matched DestinationiP | |
SwitchCard Attribute B =
Link-agaregation Group Canfig Matched SoursePort | EII:I Matched DestinationPort ‘ UH
SwitchCard Mirror WMatched Decp [ UH Malched IphessageType | UH
MacAddress Management §
SniBroarcastSiomSuppression ACL Action | |v| SourselP Wildcard-Mask | |
= Port VLAN Manegement Watched Destmanon\PMaskl ‘
Vlan List
Port VLAN Config
IGMP Management
[ STP Management
Stp Glabal Set (IP Message Type:=0-255=ip(0),icmp(1),ipinip(4),tcp(8),udp(17))
Stp Port Set -
Mark Model lue(0-7 0]
= ACL Management Group Mark Mode ‘ ‘v‘va e )l ':I
ACL Rule Apply to port
Current ACL RULE )
Applyto Port ACL Port \'\DWECTIOH‘ |v‘
Qos Global Config
Refresh | | Set | | Delete

As above ‘Advanced ACL Rule’ page, compared with ‘Basic ACL Rule’ page, we can also set the
following configuration parameters.
Basic configuration

Configure matched destination IP address of ACL Rule, in this format: A.B.C.D.

Configure matched source port Id of ACL Rule to match IP Protocol to TCP/UDP, ranging

Configure matched destination port Id of ACL Rule to match IP Protocol to TCP/UDP, ranging

Configure matched DSCP of ACL Rule. DSCP is ‘Differentiated Services Code Point’ .In the
TOS identification byte of each data packet IP header, taking advantage of used 6 bit and
unused 2 bit to prioritize by coding value. DSCP user 6 bit, the value range of 0-63.

Configure matched IP Message Type of ACL Rule, including IP, ICMP, IPINIP, UDP, TCP and

»  Matched destination IP
»  Matched source port
from O to 65535.
»  Matched destination port
from O to 65535.
»  Matched DSCP
»  Matched IP Message Type
so on, the value range of 0-255.
>

Matched Destination IP Wildcard-Mask

Configure matched destination IP Wildcard-Mask address of ACL Rule. IP Wildcard-Mask
address is reverse address of IP sub-net mask. Example for: IP is 192.168.5.205, and its IP
Wild-Mask is 0.0.0.255.

[ Example of Advanced ACL configuration]
Example: Configure a advanced ACL, and ID is 3001. Rule Action is ‘Permit’ ,as show below:
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CORSOLE

GEL GEZ GE3 GE4

T et ] ACLTyps‘AdvanEed Acl<suggest3000-4999> ‘v‘

ACLID[3001 [Rute 10[1 | query ‘

System Status
Management Config
Device Upgrade Management Matched SourselP |192 168.5.205 ‘ Matched DestinationlP ‘192 1685196 ‘

Basic Config

SwitchCard Attribute B s
Link-agaregation Group Canfig Matched SoursePort | EII:I Matched DestinationPort ‘ UH
SwitchCard Mirror WMatched Decp [ UH Malched IphessageType | UH
MacAddress Management -

ACL Action [permit [ ] soursetr wildcara-wask [0.0.0.255 |

SniBroadcastStormSuppression
Port VLAN Manegement Watched Destmanon\PMasle 0.0.255 ‘
Vlan List
Port VLAN Config
IGMP Management
STP Management
Stp Global Set
Stp Port Set
= ACL Management Group
ACL Rule Apply to port
Current ACL RULE
Apply to Port ACL
Qos Global Config

(0}

(0}

(IP Message Type:=0-255=ip(0),icmp(1),ipinip(4),tcp(8),udp(17))

Mark Mude\‘ ‘ ‘value(u—?) H

Pmt‘GES ‘v‘D\re:ﬂon‘ingess |v‘

Refresh || Set | | Delete

After completing these configurations, click the 'Set' button at the bottom of page to takes the
configuation effect, and creating a advanced ACL Rule successfully. Deleting a ACL rule through
the ‘Delete’ button. Updating a ACL Rule through the ‘Refresh’ button.

7.2.12.1.3 Link ACL Configuration

Double click the 'Switch Control Card' icon on the left side of the main interface, open the
'Control Card Management' window and enter the *ACL Rule' window of ‘ACL Management’
page . Click the pull-down menu of ACL Type, and choose link acl(5000-5999) option.

47 Control Card Management b3

T et ] ACLTyps‘LmkAchsuggssl5000-5999> ‘v‘

ACLID[5001 [rute 101 | auew |

System Status

Management Config

Device Upgrade Management MatchedSourseMac |

SwitchCard Attribute |

Link-aggregation Group Config

SwitchCard Mirror ACL Action |
|

Creat ACL Rule

| Matched Destinationmiac. | |

UH Matched Ethemet Type | n}i‘

Matched Saurselvla:rvlask| |

Matched Vianld

[~

MacAddress Management
SniBroadcastStormSuppression
Port VLAN Manegement
Vlan List
Port VLAN Config
IGMP Management
STP Management
Stp Global Set
Stp Port Set
= ACL Management Group
ACL Rule Apply to port
Current ACL RULE
Apply to Port ACL
Qos Global Config

Matched DestinationMacMask

(0}

(0}

(Ethernet Type:ip(2048),arp(2054),snmp(33100),mpls-unicast(34887) mpls-multicast(34888))

Mark Mude\‘ ‘ ‘value(u—?) H

Pmt‘ ‘v‘D\re:ﬂon‘ |v‘

Refresh || Set | | Delete
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As above ‘Link ACL Rule’ page, compared with ‘Basic and Advanced ACL Rule’ page, we also
can set the following configuration parameters.
Basic configuration

>

Matched source MAC

Configure matched source MAC address of ACL Rule, only applied in link ACL Rule, in the
format: AA-BB-CC-DD-EE-FF

Matched destination MAC

Configure matched destination MAC address of ACL Rule, only applied in link ACL Rule, in
the format: AA-BB-CC-DD-EE-FF.

Match VLAN Id

Configure matched VLAN of ACL Rule, only applied in link ACL Rule. The value range of Id
is 1-4094.

Match Ethernet Type

Configure matched Ethernet data frame type of ACL Rule, only applied in link ACL Rule,
including IP(2048), ARP(2054), SNMP(33100), mpls-unicast(34887), mpls-multicast(34888)
and so on.

Matched source MAC wildcard mask

Configure matched source MAC wildcard mask of ACL Rule, only applied in link ACL Rule.
MAC wildcard mask of a single host is 00-00-00-00-00-00. MAC wildcard mask of any host
is FF-FF-FF-FF-FF-FF.

Matched destination MAC wildcard mask

Configure matched destination MAC wildcard mask of ACL Rule, only applied in link ACL
Rule. MAC wildcard mask of a single host is 00-00-00-00-00-00. MAC wildcard mask of any
host is FF-FF-FF-FF-FF-FF.

[ Example of LINK ACL configuration]
Example: Configurealink ACL, and ID is 5001. Add outer VLAN 500 to MAC address. As shown
below:
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CORSOLE

GEL GEZ GE3 GE4

T et ] ACLTyps‘LmkAchsuggssl5000-5999> ‘v‘

ACLID[5001 [rute 101 | auew |
System Status

Creat ACL Rule
Management Config
Device Upgrade Management MatchedSourseMac |DD-DT-02-03-D4—05 ‘ Matched DestinationMac |DD-DE-07-BQ-1D-13 |

SwitchCard Attribute B B
Watched Vianid o[~ Matched Ethemst T 0

Link-aggregation Group Config alcned vian | H stche G | H

SwitchCard Mirror ACL Aclion [mark [ ] matched soursemactizsk [0.0.0.0 |

MacAddress Management
SniBroadcastStormSuppression
Port VLAN Manegement
Vlan List
Port VLAN Config
IGMP Management
STP Management
Stp Global Set
Stp Port Set
= ACL Management Group
ACL Rule Apply to port
Current ACL RULE
Apply to Port ACL
Qos Global Config

Matched Deslmal\unMacMasklU 0.0.0 ‘

(0}

(0}

(Ethernet Type:ip(2048),arp(2054),snmp(33100),mpls-unicast(34887) mpls-multicast(34888))

|Man< MUde\‘MARK 802 1p ‘v‘valuetu—?)l U'—”

Pmt‘GES ‘v‘D\re:ﬂon‘ingess |v‘

Refresh || Set | | Delete

After completing those configurations, click the 'Set' button at the bottom of page to make the
config effect, and creating a link ACL Rule successfully. Deleting a ACL rule through the ‘Delete’
button. Updating a ACL Rule through the ‘Refresh’ button.
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7.2.12.2 View OLT ACL Rule

Double click the 'Switch Control Card" icon on the left side of the main interface, open the
'Control Card Management' window and enter the ' Current ACL Rule' window of ‘ACL
Management’ page .

Control Card Management X

Basic Config
111-test
ChRE ACL Rule Rule ID MatchedSourseMac  |Maiched DestinationMa Matched Vianld|Matched Ethernet |Matched SourselP Matched Destination|P | Matched IpM

c Type pe

System Status 2001 1 0 0 192.168.5.205 0.0.0.0 0
Management Config

Device Upgrade Management
SwitchCard Attribute
Link-aggregation Group Config
SwitchCard Mirror
MacAddress Management
SniBroadcastStormSuppression
Port VLAN Manegement
Vlan List
Port VLAN Config
IGMP Management
STP Management
Stp Global Set
Stp Port Set
= ACL Management Group
ACL Rule
Apply to Port ACL
Qos Global Config

(0}

(0}

[«] ] ] o]

Refresn | [ Delete | | Delad

As shown in the figure above, you can view the previously created ACL rule entries on the 'Basic
Configuration' page, where the contents are set on this page. On this page can also delete a ACL,
first select an ACL rules, and then click ‘Delete’ or ‘Delete ACL’ button to delete the ACL rules
which not applied directly to the port , if you want to delete the ACL which has been applied to the
port, can only remove the binding with the port, and then delete. Update the configuration rules
information by the 'Refresh" button.

7.2.12.3 View OLT Port Applied ACL Rule

Double click the 'Switch Control Card' on the left side of the main page to open the '‘Control
Card Management' window and enter the 'Apply to Port ACL' window on the 'ACL
Management Group' page.
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GEL GEZ GE3 GE4
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Apply to Port ACL
OLT Device Device ID |PartaciistiD |Port Direction \
GE1 |2001 ingress
System Status
Management Config
Device Upgrade Management
SwitchCard Attribute
Link-aggregation Group Config
SwitchCard Mirror
MacAddress Management
SniBroadcastStormSuppression
[ Port VLAN Manegement
Vlan List
Port VLAN Config
IGMP Management
[ STP Management
Stp Global Set
Stp Port Set
= ACL Management Group
ACL Rule
Current ACL RULE
Qos Global Config

As we can see from the figure above, we can see the ACL that we created is applying to port,
including the port number, ACL ID, and the direction of the application port . Through the ‘delete’
button, we can delete a ACL rule and update the rule information of the configuration through the
‘Refresh’ button.

7.2.13 OLT QoS Configuration

QoS Refers to a network can use a variety of basic technology, to provide better services for the
specified network communication, is a kind of network security mechanism, is used to solve the
problem of network delay and blocking.

Double click the *Switch Control Card" icon on the left side of the main interface, open the
*Control Card Management' window and enter the *Qos Global Information’ management page
configuration.
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OLT Device | 111-test [~]

System Status
Management Config
Device Upgrade Management
SwitchCard Attribute
Link-aggregation Group Config
SwitchCard Mirror
MacAddress Management
SniBroadcastStormSuppression
Port VLAN Manegement

Vlan List

Port VLAN Config
IGMP Management

(0}

Qos Global Set

MaxQueueCount 4

MangementMode |deviceBased

Mapping model |cw5

Device BaseQos Map

EUSU-=‘I]LIEHJEU

- Eus1-=‘queueﬂ

c052->‘qusue1

- cosa->‘qusue1

1

cosd->

queue?

queue?

cos6-=

queue3

|v‘5055—>

w |cos7->

queue3

K{XN| KR (KN

4

Device BaseQos Policy

1 STP Management uﬂllwmﬂde\‘su "|
Stp Clobal Set Queue Weight Queue BandWith(<0, 1024000>(unitkbps))
Stp Port Set

= ACL Management Group queusd Equeus1 E aqueued Equeus1 E
ACL Rule queue2 EqueueS E queue2 EqueueS E
Current ACL RULE
Apply to Port AGL queusd FHaueues H aueues FHaueuss =|

Qos Global Config queues Elqueue? El T EaEs Elqueue? El

‘Qos Global Information’ management page mainly can configure ‘Device BaseQos Map’ ,
‘Device BaseQos Policy’ , ‘Queue Wieght’ and ‘Queue Bandwidth’. The parameters are described
as follows:
Qos system parameter
»  Max queue count

System sets max queue count to 4. it’s range from queue 0 to queue 3.
»  Qos management mode

System set Qos management mode to deviceBased.
Device BaseQos Map
Qos mapping table is corresponding relationship between priority and port queue. This can
configure queue corresponding to the priority. The fault configuration is showing in the following
table:

priority | Cos 0 Cos 1 Cos 2 Cos 3 Cos 4 Cos5 Cos 6 Cos 7

queue | Queue O | QueueO | Queuel | Queuel | Queue?2 | Queue?2 | Queue3 | Queue3

Device BaseQos Policy

Queue schedule has three modes, including sp- strict priority, WRR- Weighted Round Robin and

SP+WRR. The details are follows.

» SP

Applying this mode, the system is scheduled to be dispatched strictly according to the priority of

queue. Only when the high-priority queue is empty, the message of the low priority queue can be

dispatched.

» WRR
Applying this mode, it needs to configure a weight for each queue, according to the weight
between the queue scheduling in turn, ensure each queue can have a certain amount of services.
When the priority is the same, the weight is not the same, the larger the weight of the queue,
the longer the scheduling time.
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» SP+WRR
This mode combines the advantages of SP and WRR, and adopts SP mode when dealing with
some critical business, and adopts WRR mode when dealing with some business with low real
time requirement.

Queue weight

Applying in the WRR and SP+WRR two modes, the sum of four queue weight is required to be 100.

And in the WRR mode, the value of weight is not be set 0.

Queue bandwidth

Set the size of bandwidth occupied by each queue, its range from Okbps to 1024000kbps.

[ Example of QoS configuration]
Example: Set Qos schedule mode to SP, the specific configuration is shown below:

Control Card Management X

CORSOLE

GEL GEZ GE3 GE4

Qos Global Set

OLT Device | 111-test [~]

MaxQueueCount 4 MangementMode |deviceBased ‘v|
System Status " el
Management Config Mapping mode |':QS |'|
Device Upgrade Management Device BaseQos Map
SwitehCara Aliribute cos0 =‘ ueued |v‘cus1 =‘ ueueld |v‘
Link-aggregation Group Config i i
SwitchCard Mirror c052->‘qusue1 |v‘cosa->‘qusue1 |v‘
MacAddress Management
SniBroadcastStormSuppression cosd-=|queue? |v‘:os§—> queue? |v‘
[ Port VLAN Manegement
Vian List co56-=|queue3 |v‘:os?—> queues |v‘
PortVLAN Config Device BaseQos Policy.
IGMP Management
= STP Management uﬂllwmﬂde\‘su "| |
Stp Glabal Set Queue Weight Queue BandWith(<0, 1024000>{unit:kbps))
Stp Port Set
= ACL Management Group queusd Equeus1 E queusd Equeus1 B
ACL Rule queue? EqueueS E queue2 EqueueS E
Current ACL RULE
Applyto Port AL queued Equeueﬁ E queued Equeueﬁ E
Qos Global Config queuet Elqueue? El queuet Elqueue? El

Example 2: Set Qos schedule mode to WRR, the specific configuration is shown below:
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GEL GE2 GES GE4
Global Set
L e 7
MaxQueueCount 4 MangementMode |deviceBased ‘v|
System Status
Management Config Rlapessaies] |':QS |'|
Device Upgrade Management Device BaseQos Map
SwitehCara Aliribute cos0-=|queued |v‘cus1-= ueued |v‘
Link-aggregation Group Config i i
SwitchCard Mirror cos2-=|queuet |v‘cosa-> queuet |v‘
MacAddress Management
SniBroadcastStormSuppression cosd-=|queue? |v‘:os§—> queue? |v‘
[ Port VLAN Manegement
Vian List co56-=|queue3 |v‘:os?—> queues |v‘
PortVLAN Config Device BasaQos Policy
IGMP Management 1
& STP Management uﬂllwfﬂﬂde\‘wrr ""
Stp Glabal Set Queue Weight Queue BandWith(<0, 1024000>{unit:kbps))
Stp Port Set = =
5 ACL Management Group queusn‘ 1n|:|queus1‘ 10':' queue0 Equeus1 E
ACL Rule queusE‘ QUHqueusﬁ‘ QUH queue2 Equeusﬁ E
Current ACL RULE - -
Applyto Port AL queuszt‘ 1U|:|queu55‘ 15':' queued Equeusﬁ E
Qos Global Config uueueﬁ‘ 1U|i|uueue?‘ 5|i| queued Eluueue? El
(All weights of each parameter add must be 100)
Example 3: Set Qos schedule mode to SP+WRR, the specific configuration is shown below:
47 Control Card Management b3

GEL GEZ GE3 GE4

OLT Device | 111-test [~]

System Status
Management Config
Device Upgrade Management
SwitchCard Attribute
Link-aggregation Group Config
SwitchCard Mirror
MacAddress Management
SniBroadcastStormSuppression
Port VLAN Manegement

Vlan List

Port VLAN Config
IGMP Management
STP Management

Stp Global Set

Stp Port Set
ACL Management Group

ACL Rule

Current ACL RULE

Apply to Port ACL
Qos Global Config

(0}

(0}

o

‘Qos Global Set

MaxQueueCount 4 MangementMode |deviceBased ‘v|

Mapping model |cw5 |v|
Device BaseQos Map

cos0-=|queuel |v‘cus1-= queuel |v‘
cos2-=|queuet |v‘cosa-> queuet |v‘
cosd->|queue? |v‘:ossr> queue? |v‘
co56-=|queue3 |v‘:os?—> queues |v‘
Device BaseQos Policy 2
pull:yMade\‘spWrr

Queue BandWith(<0, 1024000>{unitkbps))

1BH queuel Equeus1

QUH queue2 Equeusﬁ

1EH queued Equeusﬁ

Queue Weight

queusn‘ 1n|i|queus1‘
queusE‘ QUHqueusﬁ‘
queuszt‘ 1UHqueu55‘
uueueﬁ‘ 1U|i|uueue?‘

5|i| queued Eluueue?

(All weights of each parameter add must be 100 or 0,if 0,mean sp queue)

Note: Inthe WRR mode, the value of weight is not be set 0. If the value of weight has 0, Qos

schedule mode is SP+WRR.

7.3 OLT PON Card Management

This section introduces OLT PON Card Management function.

54




Double click the ‘PON card’ icon on the left side of the main page and enter the 'PON Card
Management' window. The typical page is shown below:

Pon Card Management X

Port Properties

OLT Device m PortName [¢] Admin Status PerfStatsOf

Pon-1 up enable false

Pon-2 down enable false
Ponport Pon-3 down enable false
Optical Tr Property Pan4 down enable false
DBA Profile Config Pon-§ down enable false
Line Profile Config Pon-6 down enable false
Sewvice Profile Config Pon-7 down enable false
Trafiic Profile Config Pon-g down enable false

Broadcast Storm

1 ONU Regesiter
ONU Auto Find List
ONU Auth List
ONU Policy Auth

ONU Upgrade

= Service Port
Service Port Config
Senvice Port AutoConfig

Through this window the user can do the following management:

Some basic management of PON port of OLT;

PON port storm suppression configuration;

OLT profile configure(DBA profile, line profile, service profile, traffic profile);

ONU upgrade

Authenticate the registration of the ONU,;

View the optical power information of the PON port;

The following sections describe the functional modules involved in the PON module management
window.

AN NN

7.3.1 OLT PON Port Basic Configuration

Double click the ‘PON Module’ icon on the left side of the main page to enter the ‘PON port
information’ page of the ‘PON Card Management' window:
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Pon Card Management X

| GEl GE2 GE3 GE4

i aa g

Port Properties

OLT Device [11785t - PortName o] Admin Status PeifStatsOf
Pon-1 up enable false

Pon-2 down enable false

Ponport Pon-3 down enable false

Optical Tr Property Pon4 down enable false
DBA Profile Config Pon-§ down enable false
Line Profile Config Pon-6 down enable false
Senice Profile Config Pon-7 down enable false
Trafiic Profile Config Pon-8 down enable false
Broadcast Storm
[=1- ONU Regesiter
ONU Auto Find List
OMU Auth List
OMU Policy Auth
ONU Upgrade
[} Service Port
Senvice Port Config
Service Port AutoConfig

In the 'PON port information' property page,we can configure and view the PON port property
parameters of the OLT. The parameters are described below:

»  The PON port name

Displays the PON port name on the OLT. This parameter is an unchangeable state.

»  Port operation status

Display the current PON port operation state, the status displays as ‘UP’ when connects to an ONU
or the ONU has registered under the PON port; the state displays as ‘Down’ when not connected or
the ONU unregistered under the PON port.

»  Port management status

We can configure the PON port of the OLT to be closed or on. Configure “Enable’ to turn on the
PON port; Configure ‘Disable’ to turn off the PON port; The default status is “Enable’ .

» 15 minutes performance statistics enabled

Displays the management status of the 15 minute performance statistics enabled, administrators can
configure this option for two states, namely 'True' and ‘False'.

When set to "True’, the 15 minute performance statistics feature for the PON port is enabled; when
configured as 'False’, the 15 minute performance statistics for the PON port is disabled.

7.3.2  View OLT PON Port Optical Module Information

Double click the “PON Module’ icon on the left side of the main page to enter the ‘PON port
optical module information® page of the '‘PON Card Management' window:
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<7 Pon Card Management

CONSQLE

GE1 GE2 GE3 GE4

1
2

HGHT

PonPort Information

DBA Profile Config
Line Profile Config

Traffic Profile Config
£l ONU Regesiter
ONU Auth List
ONU Policy Auth

ONU Upgrade
£ Service Port

OLT Device [ 111-test [~]

Optical Transmission Property|

Senvice Profile Config
Broadcast Storm Suppression

ONU Auto Find List

Senvice Port Config
Service Port AutoConfig

Port Properties
PonPortID |voitage(v) |current(ma) [TxPower(dBm)
Pon-1 339 270

Refresh |

Enter this page to view and refresh the voltage, current and transmit power of each PON port module.

7.3.3

Config OLT DBA Profile

OLT profile mainly is used to limit upstream bandwidth of ONU’s each service. This section
mainly describes how to view, create, modify and delete DBA profile.

7331

Double click the ‘PON Module’ icon on the left side of the main page to enter the ‘DBA Profile
Config" page of the 'PON card management' window, we can view default DBA profile and

created DBA profile:

View DBA Profile

«? Pon Card Management

GEl GE2 GE3 GE4

OLT Device |111-test :

PonPort Information
Optical Transmission Property
Line Profile Config
Senvice Profile Gonfig
Traffic Profile Config
Broadcast Storm Suppression
[ ONU Regesiter
ONU Auto Find List
ONU Auth List
ONU Policy Auth
ONU Upgrade
= Service Port
Senvice Port Config
Senvice Port AutoConfig

DBA Profile Config

Selected |DBA Profile Prafile Name DBAType assur o Bind Num
=] o dna-profile_0 i 256 o o 1

=] 1 dna-profile_1 max o o 1244160 1

] selectall Refesh | [ set || aw
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The parameters are described below:
» DBA profile
Display configured DBA Profile ID, and DBA profile ID is the only.

»  Profile name
Display configured DBA Profile name, and if users don not understand the meaning from DBA
Profile ID, users can identify the DBA Profile by DBA profile name.

> DBAtype
Display configured DBA profile type, including five types: ’fix’, ‘assure’ , ‘assure+max’ ,

3

max’ , ‘fix+assuretmax’ .

» FixRate
Configure and display uplink DBA fix bandwidth. The unit is kbps.

» AssureRate
Configure and display uplink DBA assure bandwidth. The unit is kbps.

» MaxRate
Configure and display uplink DBA max bandwidth. The unit is kbps.

» Bind Num
Display the DBA Profile numbers of being bound.

7.3.3.2 Create DBA Profile

In the page of ‘DBA Profile Config’, click ‘Add’ button to pop up ‘Add DBA Profile’ window:

GE1 GEZ GE3 GE4
DBA Profile Config
|
OLT Device [111-test : Selected |DBAProfile Profile Name |DBAT'fDe | Assur D L Bind Num
] 0 dba-profile_0 |ﬁx \255 0 0 1
] 1 dba-profit=— L L 0 1244160 1
Add DBA Profile x
PonPort Information
Optical Transmission Property ’:El
T DBA Profile Id 4
Line Profile Config Profile Name
Service Profile Config
Traffic Profile Config DESIVEE E H
Broadcast Storm Suppression Fix Rate<256-1084928> 1000}
= ONU Regesiter A Rale<256-1084928
ONU Auto Find List Ssure Rale=2ab-
ONU Auth List Max Rate<256-1244160>
ONU Policy Auth
= Service Port — —
Service Port Config
Senvice Port AutoConfig
] Select Al [ Remesn | [ set [[  amm |

The page can create a uplink DBA profile, specified DBA profile id, DBA profile name, DBA profile
type and configure uplink the corresponding bandwidth.

After input dba profile information, click ‘OK’ to finish the DBA Profile create.

[ Example of DBA Profile configuration]
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Example: Create a DBA Profile that its id is 4, name is ‘up speed limit’ , and type is 1M fix
bandwidth.

GEl GE2 GE3 GE4

AT

DBA Profile Config

T
OLT Device [111-test : Selected |DBA Profile Profile Name |DBAType IF Assur Bind Num
] 0 dba-profile_0 |ﬁx \255 0 0 1
1 dba-profit=— 0 1244160 [
I I
47 Add DBA Profile X

PonPort Information

Optical Transmission Property =
DBA Profile Conig DBAProfile 1d 4
Line Profile Config Profile Name up speed limit

Service Profile Config
Trafiic Profile Canfig DBAType fix H

Broadcast Storm Suppression Fix Rate<256-1084928> W.EID[IE

ONU Regesiter
Assure Rate<256-1084928>

ONU Auto Find List =
ONU Auth List Max Rate<256-1244160> H
ONU Policy Auth
ONU Upgrade
= Service Port
Service Port Config
Senvice Port AutoConfig

o

] SelectAll Reesn | [ set || ams |

7.3.3.3 Modify DBA Profile

In the page of ‘DBA Profile Config’, users can modify some configured DBA Profile parameters,
click ‘set’ button to complete modification.

4 Pon Card Management X

GEl GE2 GE3 GE4

AT

DBA Profile Config

OLT Device [111-test : Selected |DBA Profile Profile Name DBAType F Assur Bind Num

=] 0 dba-profile_0 i 256 0 0 1
=] E dba-profile_1 max 0 0 1244160 E
PonPort =] 4 up speed limit ix 10240 0 0

Optical Transmission Property
DBA Profile Config
Line Profile Config
Senice Profile Config
Traffic Profile Config
Broadcast Storm Suppression
ONU Regesiter
ONU Auto Find List
ONU Auth List
ONU Policy Auth
ONU Upgrade
= Service Port
Senvice Port Config
Service Port AutoConfig

o

] Select Al Reesn || set || Ao

7.3.3.4 Delete DBA Profile

In the 'DBA Profile Config' page, you can delete the configuration of some DBA profile:
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GEl GE2 GE3 GE4 , _GEl GE2 GE3 GE4 X
CUECHETNCEe LT L
DBA Profile Config
OLT Device [T17351 T<1 ||| Selectea |DBA Proile Profile Name DBAType |FuRate(kops) AssureRate(kbps) MaxRate(kbps) Bind Num ‘
o 0 dba-profile_0 fix 256 0 0 1
1 dba-profile_1 max 0 0 1244150 1
1 upspeediit toaa 0 g o |
Optical Transmission Property
DEBA Profile Config Prompt X
Line Profile Config ==
Senvice Profile Config (i) Detete DBAProfile: 4 success
frafic Profile Config
Broadcast Storm Suppression oK 3
= ONU Regesiter
ONU Auto Find List
ONU Auth List
ONU Policy Auth
ONU Upgrade
= Service Port
Senvice Port Config
Senvice Port AutoConfig
[ select -\u 2 Refresh | Set | A

7.3.4 Config OLT Line Profile

The GPON ONU line profile describes the binding relationship between the t-cont and DBA
profiles , the QoS model of the service traffic and the mapping relationships between the GEM
Port and ONT side service.it is mainly used to configure DBA, t-cont and GEM Port information,
the ONU line correlation property is configured in the line profile, for the same ONU, we only need
to configure once to save the configuration workload. The ONU management mode is OMCI or
SNMP, we both need to bind the GPON ONU line profile when adding ONU, and if not specified,
the system will automatically bind ONU to the default line profile 0. After executing command
success, user will enter the corresponding GPON ONU line profile configuration mode and set the
related properties of the GPON ONU line profile.

7.3.4.1 View Line Profile

Double click the "PON Module" on the left side of the main page and enter the "Line Profile
Config" page of the "PON Card Management" window, which will show the line profile on OLT:
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Pon Card Management X
| GEl GE2 GE3 GE4
tI-LICL
Line Profile
OLT Device [111test : Selected |LineProfile Id Profile Name UpstreamFEC Mode Tcont Num Gem Num Bind Num Operation
[m] 0 lineprofile_0 off 2 1 1 Detailed
PonPort Information
Optical Transmission Property
DBA Profile Config
ine Profile Config
Senvice Profile Config
Traffic Profile Config
Broadcast Storm Suppression
[=1- ONU Regesiter
ONU Auto Find List
ONU Auth List
ONU Policy Auth
ONU Upgrade
[} Service Port
Senvice Port Config
Service Port AutoConfig
[ selectAll [ Remesn | [ set || aoa

The parameters in the line profile are described in detail below:

»  LineProfile id:
Show the configured line profile id, and the profile id is unique;

»  Profile Name:
Show the name of the configured line profile, if user cannot understand the meaning of the line
profile by profile ID, we can distinguish the profile by the profile name.

»  UpstreamFEC Mode:
Enable or disable FEC function, After enable this function, the damaged signal can be restored
to a certain extent, and by using the FEC function, a relatively low data transmission error rate
can be achieved to avoid retransmission.

»  Tcont Num:
Show the number of tcont number in the line profile, and currently support 4 tcont quantities,
range: 0-3.

» Gem Port:
Show the number of gem port in the line profile, and currently support 30 tcont quantities,
range: 1-30.

»  Bind Num:
Show the number of gem mapping in the line profile, The single gem port currently supports 8
gems mapping, range: 1-8.

7.3.4.2 Create Line Profile

Because of the ralated configuration of the line profile, there are many steps to add a line
frofile.create steps as follows:

Step 1 (creat line profile ID ) :

In 'Line Profile Config’ page, click "add" button will open a '‘Add Line Profile’ window, in the
window input customized Line Profile ID, Profile Name and click ‘OK’:
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CONSQLE
GEl GE2 GE3 GE4 X ; SPUR

1 [IF.
2 | L] aLens BST
WGHT

Line Profile
OLT Device [111test = Selected |LineProfile Id Profile Name UpstreamFEC Mode ichnt Num Gem Num Bind Num Operation
[™] 0 lineprofile_0 off 2 1 1 Detailed
PonPort Information
Optical Transmission Property 47 Add Line Profile X
DBA Profile Config
Line Profile Config

Senvice Profile Config
Traffic Profile Config G [ H
Broadcast Storm Suppression Profile Name ftesta
= ONU Regesiter
ONU Auto Find List
ONU Auth List
ONU Policy Auth
ONU Upgrade
= Service Port
Senvice Port Config
Senvice Port AutoConfig

[Jselectal | Delete | Reflesh | [ set J|| Add H

In this page, double-click the 'Detailed' button below the 'Operation’, and we can enter the *Tcont
Config' page;

Step 2 (creat tcont id)
In ‘Line Profile Configure’ page, double-click the 'Detailed’ button below the 'Operation’, and

you can enter the "Tcont Config' page;

«? Pon Card Management

GEl GE2 GE3 GE4

Tcont Config
OLT Device [TTTHEER S| ez ez e DbaProfile Name Operation
=] 0 dba-profile_0 Detailed

PonPort Information
Optical Transmission Property
DBA Profile Config
Line Profile Config
Sevice Profile Gonfig
Traffic Profile Config
Broadcast Storm Suppression
[ ONU Regesiter
ONU Auto Find List
ONU Auth List
ONU Policy Auth
ONU Upgrade
= Service Port
Senvice Port Config
Senvice Port AutoConfig

] SelectAll [ Rewesn |[ set |[ Asa | [ Becc |

In the "Tcont Config' page, click 'Add' to add a Tcont, input Tcont id, and then bind one DBA profile:
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P ro

CONSQLE
GEl GE2 GE3 GE4

Tcont Config
OLT Device [111test = Selected |Tcontld DbaProfile Name Operation
[™] 0 dba-profile_0 Detailed
PonPort Information
Optical Transmission Property 47 Add Tcont X
DBA Profile Config
Line Profile Config Line Profile Id

Senvice Profile Config

TrticPrfleContg Toonta
Broadcast Storm Suppression
= ONU Regesiter DBA Profile Id dba-profile_1 v

ONU Auto Find List
ONU Auth List
ONU Upgrade
= Service Port

Senvice Port Config
Senvice Port AutoConfig

KN 0|

Add_ || [ Back |

[Iselectal [ Delete | [ Reresn | [ set [

In the "Tcont Config' page, double-click the 'Detailed' button below the 'Operation’, and we can
enter the 'Gem Config' page,Click the ‘Add’ button to create a tcont; Select a Tcont, and then click
‘Delete’ to delete a Tcont;

Step 3 (creat gem port) :
In the "Tcont Config' page, double-click the 'Detailed’ button below the ‘Operation’, and we can

enter the 'Gem Config' page,

47 Pon Card Management

CONSOLE

GEl GE2 GE3 GE4

HGHT

OLT Device [117-test [v] || Gem contig
;

Selected |Gem ID Tcontld Gem Encrypt [Up TrafficProfile Down TrafficProfile MapNum Gem l

PonPort Information
Optical Transmission Property
DBA Profile Config
Line Profile Config
Senvice Profile Config
Traffic Profile Config
Broadcast Storm Suppression
[ ONU Regesiter
ONU Auto Find List
ONU Auth List
ONU Policy Auth
ONU Upgrade
= Service Port
Senvice Port Config
Service Port AutoConfig

add | [ Back |

[] SelectAl Delete [ Reresn | [ set

In the 'Gem Config' page click '‘Add' to add a gem port, input the gem id, and then bind a traffic
profile of up and down (the default don’t have to bind the traffic profile) :
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P ro

CONSQLE

GEl GE2 GE3 GE4

OLT Device [111-test [v] || Gem contig

Selected |Gem ID Teont Id |Gem Encrypt |up TrafficProfite |Down TraficProfite MapNum Gem

PonPort Information 47 Add Gem Config X
Optical Transmission Property
DBA Profile Config

Gie BRohie CoriG Line Profile Id [3 ‘
Senvice Profile Config GemId
Traffic Profile Config

Broadcast Storm Suppression Teontld E
= ONU Regesiter =
ONU Auto Find List UpCar

ONU Auth List

ONU Policy Auth

= Service Port
Senvice Port Config
Senvice Port AutoConfig

|

[Iselectal [ Delete | [ Reesh ][ set || aga ]| [ Back ]

In this page, double-click the 'Detailed’ button below the '‘Operation' to enter the 'Gem Mapping’
page and create the gem mapping. Select a gem port, and then click ‘Delete’ to remove a gem port;
In Mapping Model we can select vlan, vlan priority and vlan + priority, and then click ‘Set’.

Step 4(create gem mapping ) :

In ‘Gem Config’page, double-click the 'Detailed' button below the '‘Operation’ to enter the ‘Gem
Mapping’ page.

47 Pon Card Management

CONSQLE

GEl GE2 GE3 GE4

Gem Mapping

OLT Device [fifiest [=]| ||| Setected [SemID GemMlap ID Vian Priority

PonPort Information
Optical Transmission Property
DBA Profile Config
Line Profile Config
Senvice Profile Config
Traffic Profile Config
Broadcast Storm Suppression
[} ONU Regesiter
ONU Auto Find List
ONU Auth List
ONU Policy Auth
ONU Upgrade
= Service Port
Senvice Port Config
Senvice Port AutoConfig

[Iselectal [ Delete | [ Reesn |[ aga | [ Back |

In the ‘Gem mapping’ configuration page click 'Add', to add a Gem map, input the Gem mapping
id, and the Gem mapping vlan:

64



CONSQLE

HGHT

Gem Mapping
OLT Device Selected |Gem ID GemMap ID |vian |riority
S | 47 Add Gem Mapping X
PonPort Information
Optical Transmission Property the Bebletd [1007
DBA Profile Config - |
Line Profile Config Mapping Model |vian
Senvice Profile Config —
Traffic Profile Config Gemld =1
Broadcast Storm Suppression GemMap Id H
=l ONU Regesiter hod |
ONU Auto Find List paptan \@I—J
ONU Auth List Priority 0 |
ONU Policy Auth —
ONU Upgrade
B Service Port Cagcal
Senvice Port Config
Senice Port AutoConfig
[JSelectAll [ Delete | [ Refresn | Add [ Back ]

In this page, we can select a gem port, then click 'Delete’ to remove a gem mapping; Select the *Add’
button to add a gem map.
Complete the creation of the line profile and we can click the 'Back' button and use view the created
line profile by #6.3.4.1.1.

7.3.4.3 Modify Line Profile

The name of the line profile can be modified in the main page of the line profile.
Double-click the 'Detailed' button under the 'Operation’ of line profile , we can modify the 'tcont'
and 'gem’ of the line profile binding.

7.3.4.4 Delete Line Profile

In the main page of the 'Line Profile', you can select a line profile and click the 'Delete" button to
delete the line profile.

Note: The line profile can only delete the unbind, if the line profile has been bound, delete profile

operation should be done before the ONU is deleted or bound ONU to other line profile.
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GEl GE2 GE3 GE4 4 _GEl GE2 GE3 GE4
ELECiEtes s C I D L]
4 7 -
|| Line Profile
OLT Device W Selected |LineProfile id Profile Name UpstreamFEC Mode Tcont Num Gem Num Bind Num Operation
0 lineprofile_0 off 2 1 1 Delailed
PonPort Information Jd 00 fest_100 o 2 2 £ |_Detaied |
Optical Transmission Property
DBA Profile Config 1 Prompt X
Line Profile Config o
Senvice Profile Config (i) Delete Line Profile: 100 success
fraffic Profile Config
Broadcast Storm Suppression 3
= ONU Regesiter
ONU Auto Find List
ONU Auth List
ONU Policy Auth
ONU Upgrade
= Service Port
Senvice Port Config
Senvice Port AutoConfig
Jselectal [ petete || 2 Refresh Set Add

Double-click the 'Detailed’ button of the 'Line Profile' main page to modify parameters such as
'tcont’ and 'gem".

7.3.5 Config OLT Service Profile

The GPON ONU service profile provide service profile configuration channel for ONT which use
the OMCI (ONT Management and Control page) method manage.

The ONU service correlation properties are concentrated in the service profile for configuration. the
same service only need to be configured one time to save configure workload. If ONU management
mode is OMCI, when adding ONU, we need to bind GPON ONU to service profile, if not specified
service profile, ONU will bind to the default service profile 0 automatically. After the command
executes successfully, we enter the corresponding GPON ONU service profile configuration Mode,
we can set the associated properties of the GPON ONU service profile.

7.3.5.1 View Service Profile

Double click the ‘PON Module’ icon on the left side of the main page and enter 'Service Profile
Config' page of 'PON Card Management' window, which will show service profile on OLT:
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Pon Card Management X

| GEl GE2 GE3 GE4

i aa g

OLT Device [111test : Selected |Profile Id Profile Name Eth Num Catv Num MacLeamning Bind Num VLAN Eth Poit

Service Profile

PonPort
Optical Transmission Property
DBA Profile Config
Line Profile Config
Traffic Profile Config
Broadcast Storm Suppression
[=1- ONU Regesiter
ONU Auto Find List
ONU Auth List
ONU Policy Auth
ONU Upgrade
= Service Port
Senvice Port Config
Service Port AutoConfig

[m] 0 srprofile_0 Adapt Adapt enable 1 Config Canfig

] SelectAll [ Remesn | [ sa  |[ A

The parameters in the service profile are described in detail below:

>

>

Service Profile id

Show the configured service profile id, which is unique;

Profile Name

Show the name of service profile, if the profile id can’t show the meaning of the service
profile,profile name will help distinguish the profile.

Eth Num

ONU Ethernet (eth) ports number to bind to the service profile, range is: 0-8; The Adapt
parameter indicates that the number of Ethernet ports can be adapted to the ONU, and don’t
need config manually. For example, the actual eth number of ONU is four, we can select four
or Adapt.

Catv Num

ONU Catv ports number to bind to the service profile,range is 0-8; The Adapt parameter
indicates that the number of catv ports can be adapted to the ONU, and don’t need config
manually. For example, the actual catv number of the ONU is one, we can select 1 or Adapt.
Mac Learning

Enable ONU Mac address learning function, ‘enable’ means to enable ONU Mac address
learning function, ‘disable’ means to disable ONU Mac address learning function

Bind Num

Show the times that the service profile is bound by the ONU.

VLAN

Config the ONU port vlan in the service profile.

Eth Port

Config ONU port MAC address limit, Mtu, flow control,in traffic profile, and out traffic profile.

7.3.5.2 Create Service Profile

In the 'Service Profile’main page, click "Add" button, specify the service profile ID, name and
ONU Eth port number and Catv port number,then click ‘OK" button to complete the basic create for
service profile:
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P ro

GEl GE2 GE3 GE4

Service Profile

OLT Device [111-test I~ Selected |Profile Id Profile Name

Eth Num CatvNum MacLearning Bind Num VLAN Eth Port

enable 1 Config Config

[™] 0 srvprofile_0

47 Add SrvProfile X

PonPort
Optical Transmission Property
DBA Profile Config

Line Profile Config SrvProfile Id 3E]_
Service Profile Config SvProfile Name %

Traffic Profile Config

Broadcast Storm Suppression Eth Num H
=1 ONU Regesiter
cowe L]

ONU Auth List

ONU Policy Auth

= Service Port
Senvice Port Config
Senvice Port AutoConfig

[] SelectAll Delete Reesh [ [ set || A ||

7.3.5.2.1 Config Service Profile ONU Vlan

In “Service Profile’ main page, double-click the 'Config' button in the "VLAN' column behind the
service profile enter 'Vlan Config' page:

4 Pon Card Management X

GEl GE2 GE3 GE4

VLAN Config

OLT Device 17185t : Selected |Profile Id Port Type Eth Poitld Vlan Entryld Vlan Mode Svlan Svian Priority Cvlan Cvlan Priority
] 3 eth 1 a transparent - any - any
] 3 eth 2 9 transparent - any - any
PonPort =] 3 eth 3 9 transparent - any - any
Optical T Property =] 3 eth 4 a transparent n any n any

DBA Profile Config
Line Profile Config
Sevice Profile Config
Traffic Profile Config
Broadcast Storm Suppression
[} ONU Regesiter
ONU Auto Find List
ONU Auth List
ONU Policy Auth
ONU Upgrade
= Service Port
Senvice Port Config
Service Port AutoConfig

] SelectAll [ Remesn | [ st |[ oo ][ Bax

The following is a description of service profile vlan related config:
»  Selected
Select ONU eth port.
»  Profile Id
Show the service profile ID of current modified ONU vlan
» Port Type
Show ONU port type,by default,show eth (Ethernet) in this position.
»  Eth Portld
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Show ONU port sequence number,if the ONU have four eth port, it will appear from top to
bottom 1-4.

» Vlan Entryld
Vlan index number, if the port is configured with multiple vlans, this position will display from
1-x.

» Vlan Mode
Translation: the translation mode has two meanings:
When the ONU port svlan and cvlan are same, it means ONU port vlan mode is trunk mode;
When the ONU port svlan and cvlan are different, the ONU port vlan mode is translate
mode,ONU user vlan(Cvlan) will translate to server vlan(Svlan).
QinQ: Config ONU Eth port vlan mode is QinQ vlan mode. In QinQ mode, upstream data will
add a out vlan on user vlan,then forwarded to uplink device. The downstream data will strip
outer vlan tag and then forward traffic to user.
Transparent: config onu port vlan mode is transparent,in this mode, ONU unconcern the traffic
have vlan or not, onu will forward traffic directly.

» Svlan
Configure network side vlan(Svlan) ,range is 1-4094.

»  Svlan Priority
Configure svlan priority, the range is 0-7 and any, 0 has the lowest priority, and 7 has the highest
priority. Any means any priority.

» Cvlan
Configure user side vlan(Cvlan) ,range is 1-4094.

»  Cuvlan Priority
Configure Cvlan priority, the range is 0-7 and any, 0 has the lowest priority, and 7 has the
highest priority. Any means any priority.

7.3.5.2.1.1 Config ONU transparent vilan mode

In 'Service Profile’ main page, double-click ‘Config’ button under ‘VLAN’, enter the ‘VLAN
Config’ page, in the column of ‘VIan Mode’ choose ‘transparent’ then click ‘Set’ button to set onu
port transparent mode:
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4 Pon Card Management X

GEl GE2 GE3 GE4

VLAN Config
OLT Device 17185t : Selected |Profile Id Port Type Eth Poitld Vlan Entryld Vlan Mode Svlan Svian Priority Cvlan Cvlan Priority
] 0 eth 1 a transparent - any - any
] 0 eth 2 9 transparent - any - any
PonPort B 0 eth 3 9 transparent N any N any
Optical T Property =] 0 eth 4 a transparent n any n any

DBA Profile Config
Line Profile Config
Senice Profile Config
Traffic Profile Config
Broadcast Storm Suppression
[} ONU Regesiter
ONU Auto Find List
ONU Auth List
ONU Policy Auth
ONU Upgrade
= Service Port
Senvice Port Config
Service Port AutoConfig

] SelectAll Remesn || st | [ asa | [ Back

7.3.5.2.1.2 Config ONU trunk vlan mode

In the main page of the ‘Service Profile’, double-click the 'Config' button under 'VLAN'enter 'Vlan
Config' page. The specific configuration steps are as follows:

Example: configure ONU trunk vlan 100, 200, 300, pvid is 100.

Step 1:

Click ‘Add’ button, configure trunk vlan 100,200,300 to the ONU port , need three times to add
three vlan, because every time can only add one vlan, the screenshot show add a trunk vlan
100,200,300 to illustrate, config SVLAN and CVLAN to same vlan means config onu vlan mode is
trunk:

«? Pon Card Management *

GEl GE2 GE3 GE4

VLAN Config
OLT Device [111test : Selected |Profile Id Port Type Eth Portld Vlan Entryld Vian Mode Svlan Svlan Priority Cvlan Cvlan Priority
O 3 eth 1 1 transparent 100 0 100 0
] 3 sth 1 9 transparent - any - any
PonPort O o eth 2 9 transparent - any - any
Optical Transmission Property ] 3 eth 3 9 ransparent - any - any
DBA Profile Config =] ) eth 4 9 transparent - any - any

Line Profile Config
Senvice Profile Gonfig
Traffic Profile Config
Broadcast Storm Suppression
£} ONU Regesiter
ONU Auto Find List
ONU Auth List
ONU Policy Auth
ONU Upgrade
= Service Port
Senvice Port Config
Senvice Port AutoConfig

[ selectall Refesh | [ set [ asd | [ Back
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Step 2:
Return to the "Vlan Config' page to view the successful trunk vlan 100,200,300:

4 Pon Card Management X

GEl GE2 GE3 GE4

VLAN Config
OLT Device |[111test : Selected |Profile Id Port Type Eth Poitid Vlan Entryld Vlan Mode Svlan Svlan Priority Cvlan Culan Priority
] 3 eth 1 a transparent 100 any 100 any
] 3 eth 2 9 transparent 200 any 200 any
PonPort =] 3 eth 3 9 transparent 300 any 300 any
Optical Tr Property ] 3 eth r 9 transparent n any n any

DBA Profile Config
Line Profile Config
Senice Profile Config
Traffic Profile Config
Broadcast Storm Suppression
[} ONU Regesiter
ONU Auto Find List
ONU Auth List
ONU Policy Auth
ONU Upgrade
= Service Port
Senvice Port Config
Service Port AutoConfig

] SelectAll Reesh | [ set [ [ asa | [ Back

7.3.5.2.1.3 Config ONU translation vlan mode

In the main page of the ‘Service Profile’, double-click the ‘Config' button under 'VLAN',enter 'Vlan
Config' page. The specific configuration steps are as follows:

Example: config onu port vlan translation from 101 to 201,102 to 202, 103 to 203.

Step 1:

Click ‘Add’ button, add translation vlan to the ONU port for 101 to 201,102 to 202,103 to 203, need
three times to add the three translation vlan, because every time can only add one vlan to translate,
the following screenshots to show translate vlan 101 to 201:

GEl GE2 GE3 GE4

VLAN Config
OLT Device [111test : Selected |Profile Id Port Type Eth Poitid Vlan Entryld Vlan Mode Svlan Svlan Priority Cvlan Cvlan Priority
] 2 eth 1 a transparent 100 any 100 any
=] 3 eth 2 9 transparent 200 any 200 any
PonPort d g E2 3| £ Add srvrofile VLAN x |300 any 300 any
Optical Transmission Property | 3 eth 4 - any - any

oot s vt ]

Line Profile Config

Senvice Profile Config Entry 1d '\E

Traffic Profile Config

Broadcast Storm Suppression Vian Hodel : |
H

£ ONU Regesiter SVLAN

ONU Auto Find List

o S E—

ONU Policy Auth T =

ONU Upgrade

& Service Port CVLAN Priority I:D
Senice Port Config

Senvice Port AutoConfig
of Cancel

[ selectall Refesh | [ set || Agd|[ Back
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Step 3:
Return to the ‘Vlan Configure’ page to view the vlan transformation that adds success 101 to 201:

Pon Card Management X

| GEl GE2 GE3 GE4

VLAN Config

OLT Device [111-test : Selected |Profile Id Port Type Eth Poitid Vlan Entryld Vlan Mode Svlan Svlan Priority Cvlan Culan Priority

3 eth 1 g transparent 100 any 100 any

3 eth
3 eth
3 eth

~

B wansparent 200 any 200 any
B wansparent 300 any 300 any
9 transparent 201 any 0] any

[

PonPort
Optical T Property
DBA Profile Config
Line Profile Config
Senice Profile Config
Traffic Profile Config
Broadcast Storm Suppression
[} ONU Regesiter
ONU Auto Find List
ONU Auth List
ONU Policy Auth
ONU Upgrade
= Service Port
Senvice Port Config
Service Port AutoConfig

Oooio

=

] SelectAll Reesh | [ st | [ asa | [ Back

7.3.5.2.1.4 ONU QinQ Mode Vlan Configuration

In the main page of the ‘Service Profile’, double-click the 'Configure’ button in the 'VLAN' column
in the back of the vlan service profile, and enter the 'Vlan Configure' page. The specific
configuration steps are as follows:

Note: pvid in translation mode needs to be configured in port native - vlan in # 7.3.2.

Example: configure the outer vlan (SVLAN) of QinQ is 1000, the inner vlan (CVLAN) is 2000,
and pvid is 3000 of ONU port.

Step 1:

Click 'Add' button, configure ONU port vlan mode for ging, SVLAN for 1000, and CVLAN for
2000:
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anagement X

GEl GE2 GE3 GE4

MGHT
VLAN Config
OLT Device [111-test Selected |Profile Id Port Type Eth Poitid ‘V\an Entryld ‘V\ﬁﬂ Wode Svian Svian Priority Cvlan Cvlan Priority
3 eth - an an
g 7 Add SrvProfile VLAN * v v
[ 3 eth n any any
[} 3 eth - any any
- I —
Optical Tr Propeity L] 3 eth - any any

DBA Profile Config Entry 19 I 1
Line Profile Config

Senice Profile Config Vien Hodel
Traffic Profile Config SVLAN 1,000

Broadcast Storm Suppression

OMNU Auto Find List CVLAN ’ﬁa
OMNU Auth List
ONU Policy Auth CVLAN Priority I:E
ONU Upgrade
=} Service Port
Service Port Cnnﬂg
Service Port AutoConfig

o

] SelectAll Remesh | [ sat  [[[ asa  J|[ Back

Step 2:
Return to the 'Vlan Configure' page to view the added SVLAN as 1000, and CVLAN 2000 of QinQ
vlan:

4 Pon Card Management X

GEl GE2 GE3 GE4

VLAN Config
OLT Device [111-test : Selected |Profile Id Port Type Eth Poitid Vlan Entryld Vlan Mode Svian Svlan Priority ‘Cv\an Culan Priority
3] 3 eth 1 g aing 1000 any J2000 any
] 3 eth 2 9 transparent - any - any
PonPort B 3 eth 3 9 transparent N any N any
Optical T Property =] 3 eth 4 a transparent n any n any

DBA Profile Config
Line Profile Config
Sevice Profile Config
Traffic Profile Config
Broadcast Storm Suppression
ONU Regesiter
ONU Auto Find List
ONU Auth List
ONU Policy Auth
ONU Upgrade
= Service Port
Senvice Port Config
Service Port AutoConfig

o

] SelectAll Reesh | [ st | [ asa | [ Back

7.3.5.2.2 ONU ETH Port Config

In the main page of the ‘Service Profile’, double-click the 'Configure' button in the 'Eth Port'
column in the back of the vlan service profile, and enter the 'Eth Port Config' page. The specific
configuration steps are as follows:
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Pon Card Management X

| GEl GE2 GE3 GE4

i aa g

ETH Port Config

OLT Device [111test : Srv Profile Portld MacLimited Mitu FlowCtrl In TrafficProfile Out TrafficProfile

3 unconcern

IS

unconcem

[

unconcem

0 0
0 0
0 0
0 0

SEEE

3
PonFort B
Optical Tr Propeity 3

DBA Profile Config
Line Profile Config
Senice Profile Config
Trafiic Profile Config
Broadcast Storm Suppression
[=1- ONU Regesiter
ONU Auto Find List
ONU Auth List
OMU Policy Auth
ONU Upgrade
[} Service Port
Senvice Port Config
Senvice Port AutoConfig

=

unconcem

[ Remesn | [ set [ mack |

The following is a description of the configuration of Eth Port Config in service profiles:

»  Srv Profile
Show the service profile id that currently needs to do the eth port configuration.

» Portid
The ONU port id.

»  Mac Limited
Set ONU port Maximum value of the MAC address.

> Mtu
Set the maximum transmission unit of the ONU port. Setting the appropriate MTU value can
increase the network speed.

»  FlowCitrl
Set the flow control of the ONU port. Enable means to enable the flow control function of the
ONU port. Disable disables the flow control function of the ONU port. After the flow control
function is enabled, the port sends a flow control frame when the port is in the congestion state.
The device stops sending data and determines how long to stop sending data.

»  In TrafficProfile
Binding an inbound traffic profile to the ONU port to limit the rate of data entering the ONU
port.

»  Out TrafficProfile
Binding an outbound traffic profile to the ONU port to limit the rate of data flowing out of the
ONU port.

7.3.5.3 Service Profile Modification

In the main page of the 'service profile', the name and the number of ONU ports of the profile can
be directly modified.

Double-click the 'Configure' button below the vlan or igmp on the 'Service Profile' main page to
modify parameters such as vlan and igmp which the service profile binding. here no longer
illustration, We can know the details by the vlan and igmp configuration instructions.
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7.3.5.4 Delete Service Profile

In the main page of the service priofile, you can select a service profile and then click the 'Delete’
button to delete the entire service profile information:

Note: Only can delete unbinded service profile, if the service profile is already bound, the delete

operation of the profile will be done before the ONU is deleted or the other service profile is used.

! GEl GE2 GE3 GE4

3
4

Service Profile

Line Profile Config
Senvice Profile Config
(raffic Profile Config
Broadcast Storm Suppression
= ONU Regesiter

(i) Delete Senice Profile; 3 success

3

OLT Devicn Tt T< || setected |Profite 10 Profile Name Eth Num CatvNum |Mactearning Bind Num VLAN Eth Port
svprofile_0 Adapt Adapt |enavi 1 i o
FonPort Information 0 jsrogie.0 jAdapl Adan enabie [ Config
! s A 0
Optical Transmission Property [stvprofile_3 dapt Adapt |enable 0 Config Conig_|
DEA Profile C 1 | Prompt X

ONU Auto Find List
ONU Auth List
ONU Policy Auth
ONU Upgrade
= Service Port
Senvice Port Config
Senvice Port AutoConfig

[] Select All Detete || 2

Refresh | Set

7.3.6  OLT Traffic Profile Configuration

The traffic profile on GPON OLT is mainly applied to the ONU port for the port speed limit.
Applying to an ACL for speed limits for a particular message, because we need to create it in
advance when using this profile, a chapter is used to specify some configuration parameters for the
profile:

Double click the "PON Card" on the left side of the main page and enter the "Traffic Profile
Configure" page of the "PON Card Management" window. The typical page is as shown below:
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Pon Card Management

Traffic Profile Config

‘Bmd Num

OUTDovco [11st ] ||| S2leees |Profie 1a |Profile Name Ié:lR[kbus) }:’!:(Kbus) };ﬂaﬂsﬂmy\em }:S;;MES)

] 1 [traffic_t

o

PonPort Information
Optical Transmission Property
DBA Profile Config
Line Profile Config
Senvice Profile Config
Traffic Profile Config
Broadcast Storm Suppression
[=1- ONU Regesiter
ONU Auto Find List
ONU Auth List
ONU Policy Auth
ONU Upgrade
= Service Port
Senvice Port Config
Service Port AutoConfig

] SelectAl [ Remesn | [ se |[ hod |

Enter this page to select 'Delete’, global 'Refresh’, select 'Set' and" Add 'operations.
Some parameters in the traffic profile configuration are explained below:
»  traffic profile id

Show the configured traffic profile id, which can be used later when you need to bind the traffic

profile.
»  profile name

Show the configured traffic profile name, which can be modified when you need to bind the

traffic profile.
»  ensure information rate (CIR)

To show and modify the guaranteed bandwidth, the effect of bandwidth is to ensure that the
traffic rate can reach its guaranteed bandwidth when the traffic is congested. The default
minimum configuration is 64kbps, and the unit is kpbs.

»  peak information rate (PIR)
The maximum bandwidth is shown and modified, and the maximum bandwidth is only a
limited effect. The limit of the traffic can not exceed its maximum bandwidth. The default
minimum configuration is 128kbps, and the unit is kpbs.

>  ensure the burst length (CBS)
Show and modify the guarantee burst length, that is the instantaneous ability to pass the
promise burst traffic, the default minimum configuration is 2000bytes, the unit is byte.

»  peak burst length (PBS)
Show and modify peak burst length, peak burst size, the default minimum configuration is
2000bytes, the unit is byte.

»  mapping rule number

Show times the traffic profile has been applied.

[ Example of traffic profile configuration ]
Example: add a traffic profile which id is 200, name is'GPON_TEST", ensure bandwidth is 20M
and the maximum bandwidth is 100M.
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GEl GE2 GE3 GE4

Traffic Profile Config

LT Device 1114050 [+ | selectes |Profite 1d |Profite Name |cRikbps) |PIR(kbps) |cBstbytes) |PBS(ytes) |Bind Num |

] \1 \vamg |E¢ \123 \znnn \znnn \n \
Add Traffic Config X
PonPort Information
Optical Transmission Property
DEA Profile Config FaTEi 200
Line Profile Config Profile Name [GPON_TEST

TR [ 2o
Traffic Profile Config Gt 2,000
Broadcast Storm Suppression FIR 1000007 |
£ ONU Regesiter cas 2000 .
ONU Auto Find List
ONU Auth List FES 2,000

OMU Policy Auth

ONU Upgrade
= Service Port
Service Port Config
Senvice Port AutoConfig

[ selectAll Reesn | [ set || agg ||

7.3.7 PON Broadcast Storm Suppression

The number of the broadcast network frame increase sharply and affects normal network
communication, broadcast storm will occupy a considerable network bandwidth, cause the entire
network cannot work normally. Broadcast storm control is allowing the port to filter the broadcast
storm that appears on the network. When the broadcast storm control is enabled, the port will
automatically discard the broadcast frames received when the broadcast frames received from the
port are accumulated to the predetermined threshold value. When the function disabled or broadcast
frames don’t come to limit, the broadcast frames will be broadcast to other ports of OLT.

Double click the 'PON Card' icon on the left side of the main page and enter the 'Broadcast Storm
Suppression’ page of the 'PON Card Management' window. The typical page is as shown below:

Pon Card Management X

GEl GE2 GE3 GE4

PonBroadcastStorm Suppression

OLT Device PortiD L Enable L InPacket Storm Enable InPacket Storm Enable BroadcastStorm InPacket Ra
pps) (pps) te(pps)

Pon-1 true 150 false 0 ltrue 150
PonPort Pon-2 true 150 false 0 ltrue 150
Optical T Praoperty Pon-3 true 150 false 0 ltrue 150
DBA Profile Config Pon4 true 150 false o ftrue 150
Line Profile Config Pon-5 true 150 false 0 true 150
Service Profile Config Pon-6 true 150 false 0 ftrue 150
Traffic Profile Config Pon-7 true 150 false 0 ftrue 150
Pon-8 true 150 false 0 firue 150

£} ONU Regesiter
ONU Auto Find List
ONU Auth List
ONU Policy Auth

ONU Upgrade

= Service Port
Senvice Port Config
Senvice Port AutoConfig

Entering this page can set and enable the storm suppression and setting speed of various storm
suppression for OLT's PON.
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The following is a description of the storm control parameters of the PON port of OLT.

>

>

Port ID

Show the PON index number that needs to be configured for storm suppression.

Unicaststorm Enabled

Enable or disable the unknown single storm suppression function of the PON, select 'true' to
enable the unknown single storm suppression function. Select 'flase' to disable the unknown
single storm suppression function.

UnicastStorm InPacket Rate

Configure unknown single storm suppression rate for PON port, unit is PPS.

Multicast Storm Enabled

Enable or disable the unknown multicast storm suppression function of the PON, select ‘true’
to enable the multicast storm suppression function. Select 'flase' to disable the the multicast
storm suppression function.

MulticastStorm InPacket Rate

Configure multicast storm suppression rate for PON port, unit is PPS.

Broadcast Storm Enable

Enable or disable the broadcast storm suppression function of the PON, select 'true' to enable
the broadcast storm suppression function. Select ‘flase' to disable the the broadcast storm
suppression function.

Broadcast Storm InPacket Rate

Configure broadcast storm suppression rate for PON port, unit is PPS.

7.3.8  ONU Authentication and Register

Before GPON auth, the ONU needs to open the automatic discovery function of the PON, then find
the ONU in the automatic list, and finally add the ONU to auth authentication in the automatic list.
The auth step of GPON is mainly divided into the following parts.

7.3.8.1 Open ONU Auto Discovery and Auth

Double click the 'PON Card' icon on the left side of the main page and enter the ‘'ONU Auto Find
List' page of the 'PON Card Management' window:
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47 Pon Card Management X
CONSQLE
GEl GE2 GE3 GE4 5 _GEl GE2 GE3 GE4
FT- T T W 8 17
CHECCEED) S CT T 1 Gk
: ONU Auto Find List
| PonPort AutoFind Enable Search ONU of those PonPort
OLT Device [111-test ~| | . =] -
|PonPort-1 : ) enable @ disable - [JPon1 []JPon2 []Pon3 []Pond []Pons []Poné []Pon7 [JPong [Jal L %" |
PonPortInformation Selected (ONU ID 10NU Type ‘SenalNumber ‘Password ‘LOIU ‘Lold Password } {.
Optical Transmission Property
DBA Profile Config
Line Profile Config
Senvice Profile Config
Traffic Profile Config
Broadcast Storm Suppression
=l ONU Regesiter
@NU Auto Find List|
ONU Auth List
ONU Policy Auth
ONU Upgrade
= Service Port
Senvice Port Config
Senvice Port AutoConfig
[] select All Refresh | | Auth

We can do many operation in this page, we can enable the automatic find function of the ONU of
PON, check the automatical but not auth ONU, and verify the ONU of automatic find.

Enables PON automatic find

Turn on the ONU auto find function of the specified PON ports, and only the ONU connected to the
PON will be displayed.

Select the specified PON port, select 'enable’ (open) or 'disable’ (not open), and then click the 'Set’
button.

View the PON's ONU

When the ONU auto find function is opened, you can select a PON port to view which ONU is
found under the PON.

Select the specified PON port and click the 'Search’ button.

Authentication

Auth the ONU which we found on this page.

[ Example of enable the ONU automatic find + authentication configuration]
Example: start the ONU automatic authentication of PON1, then add the ONU of the PON1 finding
and bind to the created line profile and service profile.

Step 1:
Enable the automatic find function of PON1 in the ‘ONU Auto Find List’ page:
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47 Pon Card Management
4

ONU Auto Find List
PonPort AutoFind Enable

oLT DewceiHHest -

Selected [ONUID |onu Type SerialNumber
Optical Transmission Property
DBA Profile Config
Line Profile Config
Senvice Profile Config
fraffic Profile Config
Broadcast Storm Suppression

= ONU Regesiter

ONU Auto Find List
ONU Auth List
ONU Policy Auth
ONU Upgrade
= Service Port
Senvice Port Config
Senvice Port AutoConfig

[] Select All

1

3

|Password Loid

CONSQLE
GE1 GE2 GE3 GEd4

XGEL XGE2
2 LR

Search ONU of those PonPort

‘?0"”0}1}' @ enable | O disable \ gt J []Pont [JPon2 [JPon3 []Poné []Pon5 [I]Poné []Pon7 []Pong8 [AIl

| oid Password

Refresh Auth

SoftwareVersion

Search |

|Hardwareversion

Step 2:
Find ONU at the ‘Search ONU of those PonPort’:

Step 3:

Select ONU, Click the ‘Auth’ button, and select the line and service profile created before:

Search ONU of those PonPort

[[JPond [JPon5 [JPoné [JPon? [JPong8 [JAl

‘Venuor Id

Equipment ID

Search

‘SonwarEVerslun

[TPLG 6610

[v3.1.4

ONU Auto Find List
PonPort AutoFind Enable
l[’°"P°“'1J:§ @ enable O disable gel @lPont [JPon2 [ Pon3
Selected |Portld ONU Id !
] T I3 - Select Profile (=]
Old @ Name
rsEm———— )
Line Profile Name lineprofile_6610 |+
Srv Profile Name |senvprofile_6610 |w
oK Cancel
[] SelectAl Refresh |

7.3.8.2

Double click the 'PON Card' icon on the left side of the main page and enter the 'ONU Auth List'

page of the 'PON Card Management' window:
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Pon Card Management

| GEl GE2 GE3 GE4

OLT Device [111-test [~]

PonPort Information
Optical Transmission Property
DBA Profile Config
Line Profile Config
Senice Profile Config
Traffic Profile Config
Broadcast Storm Suppression
[} ONU Regesiter
ONU Auto Find List
ONU Auth List
ONU Policy Auth
ONU Upgrade
= Service Port
Senvice Port Config
Service Port AutoConfig

ONU Auth List
PonPort Auth Mode

anF’nrl—‘\ [¥] Pon1 [¢]Pon2 [¢¥]Pon3 [w] Pond [¥] Pon5 [¥] Pon6 [w] Pon7 [¥] Pon8 [w] All

Selected |ONU ID

Authen SN

Authen Password

Authen Loid

Search ONU of those PonPort

LoidPassword

Line Profile

Srv Profile

Online Stat
us

ONU Deact|
ive

Pon-1,0NU-1

FHTT002460E2

o

o

online

active

[Isetsctan | actve | [ Deactve | [ Detete |

In this page, you can view the ONU information that has been registered and manually add the
authentication ONU, detailed description of some of the more important parameters as follows:
Check the registered ONU
You can query All (All) registered ONU of OLT or registered under specific PON port (ponl-pon8).
The relevant ONU parameter as follows:
»  Auth Mode
It shows that the registered mode of ONU. GPON is certified by SN, which is different from
EPON MAC auth. The ONU authentication mode supported on OLT is: sn, sn + password and

password.
» ONU Sn

show the registered ONU's SN in port, the SN of ONU must be the ASCII value of 12 bits.

>  Password

If ONU is registered by the SN + password or password authentication mode, the ONU
authentication password will be displayed here.

> Lineld

Shows which line profile id is binding on the ONU, and double-clicking the id to displays
detailed information about the line profile configuration.
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+7 Profile Information %

Profile-1D -0
Frofile-name  :lineprofile_0
Binding times 1

FEC upstream : on

|Mapping mode : vlan

=T-COMT 0 = DBA-Profile 1D :0

=T-COMNT 1 = DBA-Profile 1D 1

=Gem D 1= GEM-CAR-LIP: - GEM-CAR-DOWR: -
Mapping-ID WLAM Priority
1 1 -
oK Cancel
»  Service Id

Shows which service profile id is binding on the ONU, and double-clicking the id displays the
details of the service profile configuration.
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Profile Information b
=======8emer Profile Info=======
Profile-ID 10
Profile-name  : srvprofile_0
Binding times -1
Pori-type Port-number
ETH Adapt
POTS MULL
CATV Adapt
Pori-type Port-ID Senvice-type Index S-VLAN 5-PRI C-WLAN C-PRI
ETH 1 transparent 9 - - - -
ETH 2 transparent 9 - - - -
ETH 3 transparent 9 - - - -
ETH 4 transparent g - - - -

‘ OK ‘ ‘ Cancel |

» Run State

The running state can reflect whether the ONU is online or not. The state of ‘online’ state
indicates that ONU has been registered and launched. The ‘offline’ state indicates that the ONU
is not registered, and it is necessary to check whether the light power of the ONU is normal.

»  Config Statue
The configuration state can reflect whether OLT send the configuration file to ONU is success.
The 'failed’ status indicates that the default configuration of OLT is not recognized by the ONU,
which requires the positioning analysis of the bag. ‘success’ shows that the status indicates that
the default configuration of OLT is recognized by the ONU.

»  Match State
Match state can reflect the ONU port whether actual ability and binding service profile
configuration of port capacity match, 'match’ status show that port number of ONU service
profile configuration is match to ONU actual report; 'mismatch’ status show that port number
of ONU service profile configuration is not match to ONU actual report, need to see the actual
reported ONU port number, and then configure the ONU port number in the ONU service
profile.

»  Active Status
The active state indicates whether the ONU is active, and the 'active' indicates that ONU has
been activated on OLT; 'deactive’ means that ONU is not activated on OLT.

add authentication and auth ONU manually

If you know the auth SN or password of ONU in advance, you can register the ONU with the "Add"

button on this page.
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42 Pon Card Management

COBSQLE

GEl GE2 GE3 GE4

AT

ONU Auth List
= PonPort Auth Mode 5
OLT Device [111-test £ Add ONU Auth X
PonPort-1 manual B [v]Pon7 [¥]Pong8 [i7] Al
PonPartid ‘Fon-‘l "|
FonPortnformation Selected [ONUID Authen| ONUID | 1 e Line Profile S Profile Online Stat| ONU Deact
Optical Transmission Property A b
DBA Profile Carfi Auth Model ‘sn ‘v|
L retie o Pon-1,0NU-1 FHTTO! 0 n online [active
ine Profile Config ONU SN ‘ ‘
Service Profile Config
Traffic Profile Config Password
Broadcast Storm Suppression _— |
5 ONU Regesiter
ONU Auto Find List B e
ONU Aulh List
ONU Policy Auth Line Profile Name |\mepmme,n |v‘
ONU Upgrade
& Service Port Stv Profile Name [sprofie_o [+]
Service Port Config
rtiorwe
[Isetectan | actve | [ Deacve | [ Detete Add

active or deactive ONU
In the ‘ONU Auth List’ page, select an ONU to active or deactivate the ONU that has been
registered.

7.3.8.3  Auto Register ONU

GPON OLT support automatic auth ONU function, if the OLT in advance enable the function of
automatic auth and configured automatic auth rules, ONU can automatically register according to
the configuration.

Double click the "PON Card" on the left side of the main page and enter the ‘ONU Auto Auth
rule" page of the "PON Card Management" window:

4 Pon Card Management

GEl GE2 GE3 GE4

‘AUtoAuth Enable ‘msame ‘v‘Au(OAum Model ‘EH

OLT Device [111-test [~]

Target AumMnde\‘snAuth ‘ - ‘Aum T\meMndel‘always

PonPort List ‘anF’nrH ‘v‘ Port AutoAuth ‘msame

PonPort Information
Optical Transmission Property
DBA Profile Config
Line Profile Config
Senice Profile Config
Traffic Profile Config
Broadcast Storm Suppression
[} ONU Regesiter
ONU Auto Find List
ONU Auth List
ONU Upgrade
= Service Port
Senvice Port Config
Service Port AutoConfig

Auto Auth Rule Config

Rule Id | Mateh Mode Equip Id |vendor I | sofiware version Line Profile SivProfle |

[ meresn | [ set

Add

Delete |

We can configure rules of register ONU function on GPON OLT automatically in this page, and
some parameters will be given to illustrate:
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AutoAuth Enable
This option enables or disable the global auto auth ONU function on OLT.

AutoAuth Model

Configure auto auth rules of the ONU on the OLT, we can choose all (all) ONU adopt automatic
auth certification, according to ONU model (equid) automatic auth certification, according to the
ONU manufacturer (vendor) automatic auth certification, according to ONU model (equid) + ONU
software version (swer) automatic auth certification.

PonPort List
Specify which PON port to open ONU automatic auth function.

Port AutoAuth
enable or disable the ONU automatic auth function of a PON.

Add rules of auto auth
The 'add' button on the page can add an auto auth rule.

[ Example of ONU automatic registration configuration]
Example: enable the automatic registration function of PON1 on OLT, the automatic registration
rules are based on the ONU model of ONT1GE, automatic binding line profile: ontline profile_50,
service profile: ontsrvprofile_50.

£l GE2 GE3 GE4 XGE1 ¥GE

o1 op a3 e 3 EL IGEZ
G0/ 08 G0 G0 wpe g g g RS 02 | 83

AutoAuth Enable iena:lé

Target AuthModel 1sn=mn

PonPort List

LP»:mPcn—T

“v AutoAuth Model |equid-auth s

Jv Auth TimeModel |always

i? Set Auto Auth Rule

X [itAutoAutn [enable

Y || Auto Auth Rule Config

Rule Id
Line Profile Config

Match Mode

Senvice Profile Config
Trafic Profile Config
Broadcast

=1 ONU Regesiter

ONU Auto Find List
ONU Auth List
ONU Policy Auth

n Suppression

Rule Id [
Vendor Id
EquipmentiD  [ONTOGE
Version

Line Profile Name ‘tesx_wu

Swv Profile Name |[SNpIoNIeL0

Software Version

Line Profile Siv Profile

ONU Upgrade
[ Canc
& Service Port 4 K ‘ Lancel
Senvice Port Config
Senvice Port AutoConfig
Refresh Set Delete |

The new GPON OLT now supports remote upgrade of ONUs on the OLT. The configuration

management interface can upgrade ONU software in batches or individually.

Note: before upgrading, you need to ensure that there is an upgrade file. The FTP server can

connect with OLT.
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Double click the '"PON Card' icon on the left side of the main page, open the 'PON Card
Management' window and enter the 'ONU upgrade' page:

Pon Card Management

Upgrade Configure

OLT Device | 111-test ﬂ FTP Configure

P [0.000 | File Name |

User Name | | Password |

PonPort Information

Optical Transmission Property
DBA Profile Config

Line Profile Config o1 02 03 04 05 06 D7 D8 @Al
Senvice Profile Config
Traffic Profile Config ONU [] Select All

Pon Port

Broadcast Storm Suppression

Selected |onuDevicelndex SerialNum VendorlD EquipmentiD Online Status
=1 ONU Regesiter .
ONU Auto Find List =] Pon-1,0NU-1 FHTTD02460E2 offline

ONU Auth List =] Pon-1,0NU-2 DB19C2521EF6 offline

ONU Policy Auth

=1 Service Port
Senvice Port Config
Senvice Port AutoConfig

Progress

TEmEE

Refresh HDuwnluadeeviceH Upgrade ‘ | Clear

This page needs to pay attention to the configuration of the following parameters. Other parameter

configurations can be used by default:

» FTP Configure
Before upgrading, ensure that the OLT can ping the FTP server. The IP address here is generally
the IP address of the PC that has opened the FTP server. The file name is the file placed in the
FTP home directory. The user name and password are entered in the FTP server. Password.

» Pon Port
Select the PON port of the ONU to be upgraded. You can select a single PON port or All to
indicate all PON ports.

» ONU
Select the ONU that needs to be upgraded. You can click the Select All button to upgrade all
ONUs, or you can upgrade them with a single ONU.

[ Example of the ONU device upgrade]
Example: upgrade the software of the ONU, through the FTP server of 192.168.5.209.
Step 1:
First, ensure that the computer is connected to an OLT inband or outband management port, and the
computer can properly ping the IP of the inband or outband management port.
Step 2:
Configure the FTP server on your computer to access the username and password as well as the file
storage path:
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=

.ﬁ

File Edit View Logging Messages Security Help

[#-001] 201 7f8/21 10:32:31 Welcome to WFTPD - we are listening at the pseudo-address 0.0.0.0.

[#-001] 201718421 10:32:31 The first address assigned to your system is 192.168.5.209

[#-001] 201718/21 10:32:31 But you might be reached at a number of other addresses.

[#-001] 201718421 10:32:31 Check with your network administrators for the address that is reachable from the Internet
[# -001] 201718421 10:32:31 WFTPD is listening on port 21, standard fip
[# -001] 201728£21 10:32:31 Program will be kil -
[# -001] 2017/8j21 10:32:31 User / Rights Security Dialog [
[# -001] 2017/8f21 10:32:31

User Narne: Ilyau ;I | Done I

 User pao

MNew User | Delete | Change Pass. I

™ Restrict to home directory and below

Home: Browse: |

Help Rights »»

4 o

3
For Help, press F1 1socket |0 users NUM Y]

Step 3:
Operation of upgrade EMS on the ONU:

| 1 GEl GE2 GE3 GE4
Upgrade Configure
OLT Device [192.168.568 ||| || -FTP Configure
P [192.168 5135 | File Mame [onu_v1.2.4_X000.img |
User Name |yao | Password [123456 |
PonPort
Optical Transmission Property — i z
DBA Profile Config
Line Profie Canfig 01 02 03 04 05 08 ©O7 O O O On O 01 015 ot oM
Senice Profile Config
Traffic Profile Config —ONU [] Select All
Broadcast Storm S
roadesst Slorm suppression Selected |onuDevicelndex SerialNum Vendori b Online Status
5 ONU Regesiter =
ONU Auto Find List g Pon-14,0NU-1 DB19B35156F9 offine
ONU Auth List B Pon-14.0NU3 DBE0B3482632 _ offine
ONU Policy Auth 2 Pon-14,0M0 4 AC12836103A8 RTKG = oniine
ONU Upgrade 3
B Service Port
Service Port Config
Service Port AutaConfig
Progress
Transfer Status
[
T 5
Refresh | |anmnamn Devlce” Upgrade |
S

It is suggested that the upgrade operation of ONU is completed successfully.

7.3.10 OLT Service Port Configuration

The service virtual port supports the ONT-based service transparent transmission and traffic
management, and implements the VLAN conversion for data packets and the rate limiting function
for uplink and downlink data flows.

The service virtual port (SERVICE PORT) is the smallest granularity that distinguishes the
processed traffic and the finest pipe that carries the service. The basic idea is to define a data flow
through the OLT-side SVLAN, GPON port, ONT ID, GEMPORT, and user VLAN, and associate
the traffic profile used by the rate limit.

7.3.10.1 Service Port Config
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Double click the 'PON Card' icon on the left side of the main page, open the 'PON Card

Management' window and enter the 'Service Port Config' page:

Pon Card Management

Max ID 8100 Max SupportNumber 8101

OLT Device [111-test [v] || createa numoer 1

Service Port Config

PonPort Information Selected [Senice ID SVLANID PonPartID ONUID Gem D User VianiD User VianPri EnterType

Optical Transmission Property
DBA Profile Config

Operation

Line Prafile Canfig [m] o 1 1 1 n 1 5 o

Config

Senvice Profile Config
Traffic Profile Config
Broadcast Starm Suppression
I ONU Regesiter
ONU Auto Find List
ONU Auth List
ONU Policy Auth
ONU Upgrade
- Service Port
Senvice Port Config
Senvice Port AutoConfig

[] Select All [ Rewesn | [ aca || Deet |

Enter this interface to select the 'Delete’, Global 'Refresh’, and Select 'Add' operations for the
service virtual port. The following mainly describes some parameters in the traffic template

configuration:
The following mainly describes some parameters in the traffic template configuration:
» Service ID

Displays the configured virtual port id of the service and uniquely identifies the virtual

interface of the service.

» SVLANID
Displays the SVLAN of the configured service virtual port.
» PonPort ID

Displays the PON port corresponding to the configured service virtual interface.
» ONUID

Displays the ONU ID corresponding to the virtual port of the configuration service.
» GemlID

Displays the gem id corresponding to the configured service virtual port.
» User VlanID

Displays the user-side vlan corresponding to the configured service virtual interface.
»  User VlanPri

Displays the user-side vlan priority corresponding to the configured service virtual interface.

»  Ether Type

Displays the Ethernet frame type corresponding to the configured service virtual port.

Currently, the type of the configurable IP address is ipv4, ipv6, or pppoe.

[ Example of Service Port Configure]

Create a service virtual interface for the gem1 of the ONU3 on the PON2 port. The virtual interface
ID is 1, the SVLAN is 200, the Ethernet type is ipv4, the user side vlan is 100, and the user side
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vlan priority is 3.

Double click the 'PON Card' icon on the left side of the main page, open the 'PON Card
Management' window and enter the 'Service Port Config' page:

Click the 'Add' button in the pop-up Add Virtual Port dialog box. Enter the relevant parameters.
And finally click OK to complete the basic configuration of the service virtual interface.

=]

GEl GE2 GE3 GE4

Max ID 8100 Max Supporthumber 8101

OLT Device [111-test [+] || createarumoer 4

Service Port Config

PonPortInformation Selected |Senice ID SVLAN D PonPortID ONUID Gem D User VianiD User VianPri EnterType Operation

Optical Transmission Property
DBA Profile Config
Line Profile Config =] 0 u 1 1 1 1 0 o Config
Service Profile Config
Traffic Profile Config Add Service Port x
Broadcast Storm Suppression
- ONU Regesiter EE H
ONU Auto Find List SVLANID 200
ONU Auth List
ONU Policy Auth povpr [ 1
ONU Upgrade ONUID H
=1 Service Port
R gem ,

Service Part AutoCanfig Eth Type H

User VLAN 100

[] Select Al [ meresn [|[ aoa ||| peete |

Then double-click the 'Configure' button behind the service virtual interface to configure more
parameters.

Pon Card Management X

GEl GE2 GE3 GE4

Max ID 8100 Max Supporthumber 8101

OLT Device [111-test [ ]| ||createa numper 2

Service Port Config

PonPortInformation Selected |Senice ID SVLAN D PonPortID ONUID Gem D User VianiD User VianPri EnterType Operation

Optical Transmission Property
DBA Profile Config
Line Profile Config =] o 1 1 1 1 1 0 o Config
Senice Profile Config [ 1 200 1 1 1 100 0 ipvd |l coniig
Traffic Profile Config
Broadcast Storm Suppression
1 ONU Regesiter
OMNU Auto Fina List
OMNU Auth List
ONU Policy Auth
ONU Upgrade
= Service Port
Service Port Config
Senvice Port AutoConfig

[] Select Al [ meresn [[  asa || Deete |

On the service port configuration page, you can bind the created traffic profile, vlan tag rule, and
other information. You can also view the online status of the ONU and the number of packets on
the upstream and downstream packets.

Finally, click the 'Settings' button to complete the configuration of a service port.
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Description of the vlan switch parameter in the service port:

Default:

In the default mode, the C-VLAN carried by the user side does not change, and a layer of S-VLAN
is added. Applicable to the service flow in which the S-VLAN is a QinQ VLAN and the default
mode is switched.

Translate:

The C-VLAN carried by the user side is switched to a S-VLAN. Applicable to: The S-VLAN is a
common VLAN, and the C-VLAN or VLAN+802.1p or VLAN+EtherType traffic classifier is used.
The C-VLAN is a service flow of 1-4094 or O (priority-tagged). The S-VLAN is a QinQ VLAN and
is specified as the service flow switched in the translate mode.

Translate-and-add:

Switch VLANSs and add a layer of tags. The C-VLAN carried by the user side is switched by one
layer of VLAN, and then a layer of S-VLAN is added, and the S+C' two-layer VLAN is uplinked.
Applicable to: S-VLAN is a stacking VLAN, which specifies the C-VLAN or VLAN+802.1p or
VLAN-+EtherType traffic classifier. The C-VLAN is a service flow of 1-4095 or 0 (priority-tagged).
The S-VLAN is a QinQ VLAN and is designated as the service flow switched by the translate-and-
add mode.

Add-double:

Add two layers of tags. Add the user-side packet to the two-layer VLAN (S+C). Applicable to: The
S-VLAN is a stacking VLAN, and the service flows are processed by a single service or by
EtherType traffic classification. The S-VLAN is a stacking VLAN and the service stream processed
by the untagged service stream. The S-VLAN is a QinQ VLAN and is designated as the service
flow switched by the add-double mode.

Transparent:

Transparent transmission mode, no VLAN changes are made. The C-VLAN carried by the user side
is directly used as the S-VLAN. The S-VLAN of the service flow is required to be equal to the C-
VLAN. Applicable to: The service flow created by the GEM port expansion port. The S-VLAN is
a QinQ VLAN or a stacking VLAN and is specified as a service flow that is switched in the
transparent mode.

Inner VID:
The inner VLAN after switching. If not specified, the default VLAN 1 will be used. The inner
VLAN can be specified only when the switching mode is "translate-and-add" or "add-double".

Inner Priority:

802.1p priority of the inner VLAN after switching. If not specified, the inner VLAN priority in the
traffic template referenced by the service flow will be used. If the traffic flow does not reference a
traffic template, the default priority of 0 is adopted. The priority of the inner VLAN in the traffic
profile is recommended.

7.3.10.2 Service Port AutoConfig

Double click the 'PON Card' icon on the left side of the main page, open the 'PON Card

90



Management' window and enter the 'Service Port AutoConfig' page:

Pon Card Management X

Service Port AutoConfig

OLT Device [111-test : PonPort ID Swlanld GemId User Vianid VlanTag Action  (Inner VID Inner Pri Up TrafficProfile  |Down TraficProfile AuteCfg Mode

ftransparent
fransparent

none none auto
none none auto
none none auto

PonPort
Optical T Propeity

ransparent none none auto
fransparent
ransparent
ransparent

ransparent

DBA Profile Config
Line Profile Config
Senice Profile Config
Traffic Profile Config
Broadcast Storm Suppression
[=1- ONU Regesiter
ONU Auto Find List
ONU Auth List
ONU Policy Auth
ONU Upgrade
= Service Port
Senvice Port Config

Bemvice Port AutoConfig

none none auto

none none auto

none none auto

CDREEDEEE
DEEEEEEE

none none auto

You can choose to configure the service port to be in the auto mode and configure the service port
Svlan id, Gem ID, and vlan tag rules. After the ONU is added to the line, the OLT automatically
sends the service port configuration information to the ONU. The ONU will forward the data
according to the configuration information of this automatic flow.

You can also choose to configure the service port to be in the manual mode. After the ONU is added
to the line, the OLT does not automatically send the service port information. You need to add the
service port manually or in batches according to your requirements.

The automatic creation of a service port can be automatically delivered to a gem port. If the ONU
has multiple gem ports, other gem ports need to be manually configured with the service port.

[ Example of Service Port Configure]
Set the mode of creating a virtual interface on the PON2 interface to automatic mode. The Svlan is
200, the user vlan is 100, the vlan tag rule is default, and the upstream and downstream traffic
templates are XR500V.
Double click the 'PON Card' icon on the left side of the main page, open the 'PON Card
Management' window and enter the 'Service Port AutoConfig' page:
Then, configure the Svlan as 200, the user vlan as 100, the vlan tag rule as default, and the upstream
and downstream traffic profiles to select XR500V. Finally, click OK to complete the configuration
of the service virtual interface of the PON2 port.
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47 Pon Card Management

GEL GEZ GE3 GE4

Service Port AutoConfig
OLT Device [1174est ﬂ PonPortID Svianld GemId User Vianld VianTag Action  |Inner VID Inner Pri Up TrafiicProfile | Down TraficProfile AutoCfg Mode

1 1 1 1 transparent 0 0 none nane auto

PonPort 2 @ 1 100 default 0 0 (GPON_TEST PON_TEST auto.

Optical T Property || |3 1 1 1 transparent 0 0 none none auto

DBA Profile Config 4 1 1 1 0 0 none none auto

Line Profile Config 5 1 1 1 transparent 0 0 none none auto

Senvice Profile Config & 1 1 1 {ransparent 0 0 none none auto

Traffic Profile Config 7 1 1 i ransparent 0 Q none none auto

Broadcast Storm Suppression | | g 1 1 1 ftransparent 0 o none none auto

I ONU Regesiter
ONU Auto Find List
ONU Auth List
ONU Policy Auth

ONU Upgrade

- Service Port
Senvice Port Config
‘Senvice Port AutoConfig

7.4  PON Port Is Managed Separately

Double click on the 'Port-1' icon on the left side of the main page and enter the 'PON Card

management' page. The typical page is as follows:

47 Port Information

CONSOLE
GEl GEZ GE3 GE4

MGHT

Pon F'mt|F'0n—1

Basic Config

OperationStatus |dnwn | | Admin Status |enab|e |v|
Portlsolation Enable |true |v| PerfStats Of15minuteEnable |fa|se |v|
PerfStatzOf24hourEnable |fa|se |v| Port Name |p0nUs’DI1 ‘

[ Remesn || set |

In this page, user mainly conduct a separate configuration operation on the PON of OLT, and the

specific parameter configuration is as follows:
»  OperationState

Display OLT's PON operation state, "down" state indicates that OLT has no registration ONU

under the PON of OLT; The "up"* state shows that the PON of OLT is registered ONU.
»  Admin Status

You can display and open the PON port of OLT, and 'enable’ open the PON; 'disable’ closes
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the PON.

»  Portlsolation Enable
Show that the PON port isolates manage state, and the administrator can configure this option,
which has two states, 'true' and 'false' respectively.

»  PerfStatsOf15 minutesEnable
Display 15 minutes of performance statistics to enable the managed state, the administrator can
configure this option, which has two states: 'true' and ‘false’ respectively.
When set to 'true’, the 15-minute performance statistics for the pon port will be enabled; When
configured as' false ', the 15-minute performance statistics for the pon port will be disabled.

»  PerfStatsOf24hourEnable
Show the 24 hour performance statistics to enable the managed state, the administrator can
configure this option, which has two states: 'true' and ‘false' respectively.
When set to 'true', the function of the 24-hour performance statistics of the pon port will be
enabled; When configured as' false', the function of the 24-hour performance statistics for the
pon port will be disabled.

»  Port Name
The name of the configuration PON can be displayed.

8  ONU Device Management

8.1 ONU Management Introduction

The ONU is the client device in the GPON system. The management of EMS software for ONU is
carried out through the OLT connected to it. OLT's management of ONU is carried out by the OMCI
management message based on itu-tg. 984. X standard.

EMS software support for a variety of types and models of ONU management, such as 1 FE ONU,
4 FE ONU, 8 FE ONU, 1 GE + WIFI ONU, 1 GE + CATV ONU,4FE +2POTSONU,4FE+1
CATV ONU, 4 FE + 2 + 1 CATV ONU POTS and so on.

This section with the commonly used 4FE + CATV ONU as an example to introduce the EMS
software of ONU management, different port configuration type of data ONU, and more types of
business data ONU part way through EMS software management basically the same, different parts
in the device described in the relevant documents to type.

The ONU management window is opened by the corresponding ONU device icon on the left device
tree of EMS software, and the ONU device is managed by the function parameters on the
corresponding function page. The typical ONU management window page is shown below:
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ONU Management

EI"\U Basic Information

ONU Software Info
ETH Port Information
ETH Port Config
CATV Config

IP Host

Onu Basic Information

ONU Name |

SerialNum

ONU Type |

VendorlD

EquipmentiD

Online Status

AdminStatus |

| - | TestDistance

Online Time
gponCnuLineProfileld

ONU Capability Information
OMCCVersion

Total CatvMum
TrafficMgmiOption

Total TContNum

ONU Optical Link Information
Received OplicalPower

Bias Current

Hardware Version

gponOnuServiceProfileld

Total EthNum
Total VeipNum

Total GEMPorthum

Tramsmitted OpticalPower

Waorking Voltage

Working Temperature

Refesh | [ set

| [ Reboot

As shown in the figure above, the ONU device management includes the following contents:

>

YV V V VY

View ONU Basic information(ONU Basic information, ONU capability information, view
ONU Optical link information )

ONU Software Information

ONU ETH Port information

ONU ETH Port Config

ONU CATV Config

ONU IP Host

The following sections describe the contents of the ONU administration.

8.2

8.2.1

ONU Basic Information Management

View Basic Information of ONU

The basic information of ONU can be viewed mainly, which can see the online state of ONU, the
admin status of ONU, the ONU distance, and the hardware version of ONU.

Double click on the left side of the main page to manage the ONU, enter the ONU management
page, and click 'ONU Basic Information' to enter the page to see the basic information of the ONU
device:
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‘Onu Basic

- ONU Software Info
"ETH Port Information ONU Name | SerialNum

-ETH Port Config ONU Type . VendoriD

- CATV Config
P Host EquipmentiD

=
o

Online Status

AdminStatus | - | TestDistance

Online Time Hardware Version

gponOnuLineProfileld gpenOnuServiceProfileld

ONU Capability Information

OMCCVersion Total EthNum

Total CatvNum Total VeipNum

TrafficMgmiOption Total GEMPorttum

Total TContNum

ONU Optical Link Information

Received OplicalPower Tramsmitted OpticalPower

Bias Current

Working Voltage

Working Temperature

8.2.2 ONU Capability Set Information View

The information of the ONU capability is mainly to see the number of ETH port number, CATV
port number, post number and the support number of GPON related parameters such as gemport
and tcont.

Double click on the left side of the main page to manage the ONU, enter the ONU admin page, and
click 'ONU Basic Information' to enter this page to view the port ability information of the ONU
device.

‘Onu Basic Information

-OMU Software Info
-ETH Port Information ONU Name | | SerialNum

‘ETH Fort Config ONU Type [xea [ 7] vendorip
-CATV Config

-IP Host EquipmentiD

Online Status

=
=

AdminStatus | =] Testoistance

=
o

Online Time Hardware Version

gponOnuLineProfileld gponCOnuServiceProfileld

OMNU Capability
OMCCVersion

Total EthNum

Total Catvum Total VeipNum

Total GEMPartNum

TrafficMgmtOption

Total TContNum

ONU Optical Link

Received OpticalPower Tramsmitted OpticalPower

Bias Current Waorking Voltage

Working Temperature
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8.2.3 ONU Optical Link Information

The optical link information of ONU is mainly to check the optical link information of the PON of
ONU, such as: ONU receiving optical power information, and ONU transmitting optical power
information.

Double click on the left side of the main page to manage the ONU, enter the ONU management
page, and click 'ONU Basic Information’ to enter the page to view the optical link information of
the device's PON.

ONU Management ﬂ
- - 4
fau Basic [nfocmafion ¥ | Onu Basic Information
ONU Software Info
ETH Port Information ONU Name | SerialNum DD23B350C51E
ETH Part Canflg ONU Type |ﬂxed VendorlD *PON
CATV Config
IP Host EquipmentiD ONTA Online Status up
AdminStatus [ue | | Testoistance 21
fl
Online Time 21 Hardware Version HZ220.1B
I gponOnuLineProfileld 100 gponCOnuServiceProfileld 100

ONU Capability Information

OMCCVersion 160 Total EthNum 1
Total CatvNum 1 Total VeipNum 1
TrafficMgmiOption 2 Total GEMPortMum 256

Total TContNum 15

ONU Optical Link Information
Received OpticalPower -22 21(dBm) Tramsmitted OpticalPower 2.62(dBm})
Bias Current 7.55(mA) Waorking Voltage 3.28(V)
| Working Temperature  34.22(C)
I
| [Refresn | [ st | [ Reboot |

Note: GPON ONU registration for ONU receives light power requirement is very high, here on

this side of the ONU receives the light power range must be between -8 ~ -27, OLT can automatically
discover to the ONU, otherwise the OLT will always prompt ONU receives light power is too high.
And it's easy to burn off the PON module of ONU if the ONU is too high.

8.3  View ONU Software \ersion

This chapter is mainly about the ONU software information. Double click on the left side of the
main page to manage the ONU, enter the ONU management page, and click 'ONU Software Infor'
to enter the page to view the ONU softwae information.
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-P OMNU Management u

Onu Basic Information
ONU Software Info

ONU Software Info

ETH Port Information SoftwareD Version ¥2.1.2 Software0 Valid |vahd | |

ETH Port Canfig Softwared Active |ac1i\re | | Software0 Commited |c0mmiﬂed | |

CATV Config

IP Host Software1 Version ¥2.1.2 Software1 valid |vahd | |
Software1 Active [inactive || software1 Commited [uncommitted [~

8.4 ONU ETH Port Management

8.4.1 ONU ETH Port Information

This chapter is mainly about the ONU Eth port status, speed and duplex. Double click on the left
side of the main page to manage the ONU, enter the ONU management page, and click 'ETH Port

Information’ to enter the page to view the ONU port information.
2 ONU Management [

Onu Basic Information

ONU ETH Info

ONU Software Info

ETH Port Information Eth Portid |Admin status |operation status |speed |Duptex
ETH Port Config 1 lup |down |auto |auto
CATV Config

IP Host

| Refresh | | Set

8.4.2 ONU ETH Port access vlan mode config
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In section #6.3.5.2.1 ont-srvprofile introduce ONU trunk mode, transparent mode, translate mode,
QinQ configuration. But access mode need configure in ONU ETH port Config page. Double click
on the left side of the main page to manage the ONU, enter the ONU management page, and click
'ETH Port Config' configure ONU ETH port access mode. As shown below configure ONU ETH
port to access vlan 100, priority to 1.

ONU Management ﬁ
L |

Onu Basic Information d ONU ETH Info

ONU Software Info

ETH Port Information Eth Portid | wative viania |native vianPrionty |

ETH Port Canfig 1 [100 [ = |

CATV Config
IP Host

Refresh | | Set

8.5 ONU CATV Port Management

Double click ONU managed in the left of main page, entering ONU management page, and click
‘CATYV Config’ to open or close CATV function.

Note: Before managing ONU’s CATV function, users need to configure ONU’s CATV port

numbers at #6.3.5 service profile configuration.
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ONU Management M

Onu Basic Information
ONU Software Info
ETH Port Information Catv Portld |Operatwonal State |
ETH Port Config 1 |enable |
CATV Config
IP Host

1
¥ | ONU CATV Info

Refresh | | Set

8.6  ONU IP Host Function Config

Double click ONU managed in the left of main page, entering ONU management page, and click
‘IP Host’ to configure ONU management ip for accesst to ONU web from OLT uplink network.

Note: This feature also need ONU supported IP Host function.

[ Example of ONU IP Host Configuration]
Example: Configure ONU IP Host. Mode is static. VLAN 100. VLAN Priority 1. IP address is
192.168.5.12 mask is 255.255.255.0 Gateway is 192.168.5.1. Main DNS Server is 114.114.114.114.
Slave DNS Server is 8.8.8.8
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7 OMU Management | £ ‘
= g
Onu Basic Information ONU Pots IPConﬁg
OMU Software Info U
ETH Port Information IPHostID  |Address Co |IpHostAddre SubnetMask Gateway  |PrimaryDNE SecondaryD|VianTagPrioVianPvid  |MacAddress
ETH Port Config nfigMode |55 NS rity I
CATV Config I
[ Host =i Add ONU IPCon‘ﬁ_gA [
[
Model |stanc | = |
VLAN Id [ 1001
VLAN Priority | 1)i|
IpAddress [192.1685.12 | 2
IpMask [255.255.255.0 |
|
\ GateWay [192.168.5.1 |
Main DNS Server [114.114.114.114 |
Slave DNS Server 8.8.8.8 |
OK | ‘ Cancel |
N
]
1
Refresh | [ set | | [ Add |I [ Delete

9  Operation Logs Management

It’s convenient for administrator to view historic records of EMS operation. EMS provides operation
logs query function.

9.1  System Logs Management

Open “System Logs’ window of ‘Log> menu to view historic system log records. The typical
interface is shown below:

7 TP.Link PON Element Management

System Config Performance Alarm Log‘ﬂelp

D [ system Log

| Operation Log

-t =k [m] [N]o]x]

[ i 102.168.5.55
e, 192 168 5.59
=, 192168 5.68

[l
Wap

Clear Severity Handier | Trap Object IP Address Time Descript

TrapLog [ Operationlog |

(Current User:admin Current Role:System Role User Rightadmin

At this point, the following 'System Log Query" window will appear to select the start time and
deadline of the system log, select the user name to be queried, enter the filtered keyword, and then
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click the ‘search’ button to view the eligible system Log:

Filter
|| From Time: 2012-06-04 09:58:03 End Time: 2015-07-04.09:56:03 Operate User |4l |v| Operate Type Al |v | Keyword: | | ‘ Search |
| Operate Time Operate User Operate Type Operate Where Content Description ”I
‘(07032018 210401 admin Query Top Tree-=Unallocated Region - |[IPHost ID;Address ConfigMode;ipF Subnellask Galeway,Pri
07/03/2018 21.00:25 admin \Query Top Tree-=Unallocated Region ->._. |[[PHost ID Address ConfigMode;|pHostAddress, SubnetMask Gateway,Pri
07/03/2018 21:00:24 admin Delete Top Tree-=Unallocated Region —=... |Delete ONU IpConfig [1,],5uccess
07/03/2018 21:00:18 admin |Query Top Tree-=Unallocated Region -=... |IPHost ID:Address ConfigMode;ipHostAddress:Subnetiask Gateway:Pri..
07/03/2018 21:00:18 admin Set Top Tree-=Unallocated Region -
ﬁ?tuwms 21.00:18 admin \Query Top Tree-=Unallocated Region - }[TPHUSI D Address ConfigMode;|pHostAddress, SubnetMask Gateway,Pri
[07/03/2018 21:00:16 admin Set Top Tree-=Unallocated Region ...
07/03/2018 21:00:14 admin |Query Top Tree-=Unallocated Region =... [[[PHost ID;Address ConfigMode;lpHostAddress;SubnetMask; Gateway;Pri...
07/03/2018 20:59:34 admin \Add Top Tree-=Unallocated Region ->._. |Add ONU Ip Host 1,success!
07/03/2018 20:59:28 admin \Query Top Tree-=Unallocated Region -=_. |[IPHost ID Address ConfigMode;|pHostAddress, SubnetMask, Gateway,Pri
|07i03i2018 20:59:05 admin |Query Top Tree-=Unallocated Region ... [[PHostID;Address ConfigMode;lpHostAddress;SubnetMask; Gateway;Pri...
admin |Query Top Tree-=Unallocated Region ... [[PHostID;Address ConfigMode;lpHostAddress;SubnetMask; Gateway;Pri...
admin \Query Top Tree-=Unallocated Region - \[Caw Portld;] success
admin \Query Top Tree-=Unallocated Region -= . |[Eth Porfld;Native Vlanld;] success
admin |Query Top Tree-=Unallocated Region .. j@h Portid;Admin Status;Operation Status;] success
admin |Query Top Tree-=Unallocated Region —=... |[Eth Portid;Admin Status;Operation Status;] success
07/03/2018 16:21:18 admin \Query Top Tree-=Unallocated Region ->._. |success
07/03/2018 15:46:48 admin \Query Top Tree-=Unallocated Region -
07/03/2018 15:46:43 admin |Query Top Tree-=Unallocated Region -=..
07/03/2018 15:41:35 admin |Query Top Tree-=Unallocated Region ..

Previous Next Total: 51 Column Num Current Page 1/3

[ Example of system logs management]
Example: Inquire and save all user’s operation event from June 1,2018 20:00:00 to June 30,2017
19:00:00.
Step 1:
Choose specified time from menu of From Time and End Time. Operate User chooses ‘All’. then
click ‘Search’ button, displaying log events in the below, and click ‘Back up’.

" Operation Log

Filter

|| From Time[2018-06-01 20:00:00)End Time: p018-06-30 19:00:00 [operate uaerINl |v||Dperate Type [all | |KeyWord- [ | ‘ Search |
| Operate Time | Operate U..| Operate Type Operate Where Content Description ”I
i 06/26/2018 16:41:34 [1 \Query Top Tree->Unallocated Region -=2->Switch Con...|success

06/26/2018 16:41:33 [1 \Query Top Tree->Unallocated Region -=2-=Switch Con...|[OLT Device Type,BoardCard Name, SerialNumbervendorName;systemTime RunningTimes, HardwareVers.
|05i25i2018 16:20:31 1 |Query Top Tree->Unallocated Region -=2-=Switch Con... |success

06/26/2018 16:20:30 |1 [Query Top Tree-=Unallocated Region ->2->Switch Con...

06/26/2018 16:20:28 [1 \Query Top Tree->Unallocated Region -=2-=Switch Con...|[OLT Device Type,BoardCard Name,SerialNumbervendorName;systemTime RunningTimes, HardwareVers.
|[08/26/2018 16:19.13 [admin Add User 1 success

Il Back up | Previous Mext Total: 6 Column Num

Step 2:
Choose specified dictionary to make a backup of all user’s operation logs.
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BP Operation Log [ =]

Filter
|| From Time:| 2018-06-01 20:00:00 EndTime'| 2013-06-30 19:00:00 |Dperate user|AJ| ‘v|0perateType |AH ‘v‘ KeyWord || search
W Operate Time Operate U..| Operate Type Operate Where Content Description |'
06/26/2018 16:41:34 [1 \Query Top Tree->Unallocated Region -=2->Switch Con...|success
06/26/2018 16:41:33 [1 |Query Top Tree-=Unallocated Region -»2->Switch Con...|[OLT DeviceType,BoardCard Name,SerialNumber,vendorName;systemTime,RunningTimes,HardwareVers..
|06/26/2018 16:20:31 [1 |Query Top Tr:%
06/26/2018 16:20:28 [1 \Query TopTeg i ... — | [endorName;systemTime ,RunningTimes, HardwareVers.
06/26/2018 16:19:13 |admin Lookn I|ﬁ cache | "| E

—
File Name: ||a|\ |

Files of Type: |Eme|-e ‘v|

= =N

Previous Mext Total: 6 Column Num Current Page 1/1

9.2  Operation Logs Management

Open the ‘Log’ menu bar ‘Operation Log’ window to query historical operation log records. The
typical interface is shown below:

4 TP-Link PON Element Management System
System Config Pertormance  Alarm Help

2l [al 6]/ ey |

Operaton Log

= @8 Top Tree L =1 ala|Ee = [m [\o

& (@ Unaliocated Region
- a— FD16166S

Clear Sevarity | Handler | Trap Object P Address Time | Descript

Select the start time and deadline for the operation log, select the user name to be queried, or enter
the filtered keywords, then click the “Search’ button to view the system logs that match the criteria:
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42 Operation Log X

Filter ‘

From Time: 2018-07-02 02:48:29 EInd T\r+ 2018-07-18 19:48:29 O[Ierate Usd |MI |V|Op=rale Type|N| |v‘ KeyWord 'Search ‘
Operate Time Operateu.‘ Operate Typel Operate WheTe Content Description

[ Back up Previous Next Total: 0 Column Num : Current Page 0/0

As shown in the figure above, the final query results can be saved as a separate file.

[ Example of operation logs management]
Example: Query and save the operation event of the admin user during the period from June 1st,
2018, 17:00:00 to June 27, 2018, 20:00:00.
step 1:
Select the specified time from the drop-down menu of the start time and deadline of the upper side,
select ‘admin’ in the User Name drop-down menu, click ‘Search’, the record will be displayed on
the lower side, and click “Backup”:

Lr
42 Operation Log X
Filter
From Time: 2018-07-02 02:48:29 Ean Tume:zuw—ur—ww:w:zsl Operate uSe|r|AH \v\Oplrate Type [Al [ =] keyword Search
Operate Time Operate U..| Operate Type Operate Where | Content Description
Back up Previous Mext Total: 0 Column Num Current Page 0/0

Select the specified directory to back up the operation log of the admin user.
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&) Operation Log X

Filter

From Time: 2018-06-01 02:48:20 End Time: 2018-07-18 19:48:29 Operate usar|admin ‘v‘ Operate Type [All |v|Kemed [ || Search ‘
Opacate Tim, Oparatall [ nparato Tyna ™ Operate Where | Content Description
6i15/2018 15.45.50 |admin i el A= D EEE--FD616G5>PonflilR-=ix... |

IR AR F R AT AR RS ] HiTh

06/15/2018 15:43:46 [admin Eial S LD Save As W IR ETE R AR i AR E SRR S ] Bith

.
so: [ 8

[ tindia_map.gif [ India_map.gif
[ 2india_map.qif [} sni_map.gif
[ 2india_map.qif

[ 4india_map.qif

[ 5india_map.qif

[ default gif
File Name ‘admlml ‘
Files of Type ‘AH Files |v|
| Save | Cancel
Back up Previous Next Total: 3 Column Num |20 |v|CurrentF‘age 1M

10 Alarm Logs Management

It’s convenient for administrator to search alarm record of EMS operation. EMS provides alarm
filter , backup and query function.

As shown below, open ‘Alarm Query’ window of ‘Alarm’ menu to search alarm information. You
can set alarm filter conditions in the left page, including alarm time, alarm status, alarm severity,
alarm element, alarm page record count and alarm type. Clicking ‘Search’ menu can view alarm
information meeting filter conditions in the right. Clicking ‘Reset’ menu can reset filter conditions.
Clicking ‘Back up’ menu can save query information to chosen dictionary.

FromTime:  2018-06-0108:50:45  End Time:  2018070500:50:45 ) CurentTime [ Days Location H Device Name .

b
Severity |AH |v‘ Trap Name ‘AH |v‘ KeyWord ‘ || Search ‘ Reset
Clear Severity Handler Trap Object IP Address % Time Descript ‘
Minor 192 168.5.68 07/05/2018 09:50:10 PonPart loss of signal(PON Card Slot ID:0 Pon Part 1d:3)
Minor 192 168.5.68 07/05/2018 09:50:10 ONU DeRegistered(PON Card Slot ID:0 Pon Port1d:3) ONU ID:3, SN:DD23B350C51E)

Previous Next Total: § Column Num Current Page 111

As shown below, open ‘Config Trap Rule’ window of ‘Alarm’ menu to configure alarm rule.
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Choose device type in the left. On the right is corresponding alarm rule information. Firstly ,You
can choose ‘Yes’ or ‘No’ of filter menu to modify alarm rules. Secondly, click ‘Apply’ menu. Finally,
choose “Yes’ button from the pop-up menu. Clicking ‘Refresh’ button can update alarm rule
information. Clicking ‘Close’ button can close current page.

System Trap Name Severity Filter |
EDFA NU port defect circle. |Major No -
S O vt port s it M:
X ajor o
|[EPON_AU4P ONU UNIPort Down inor Mo
EPON_1UBP ONU UNIPort Up o
EPON_2ueP ONU Ofine T
EFON_1UZP EN“ ?_"":i - :”
S0ic Link Linkdawm Mar
EPON_1U16F Logic Link Linkup Mo T
GPON_1UsP ONU Traffic Change Minor No
Link |ID Resource Exhaust Major No
[Tegal Regist Wajor Mo
OLT Traffic Change Minor Mo
Switch Port Traffic Change Major No
Switch Port Linkdown No
|Switch Port Linkup Mo
SFF Plug ot pnor T
SFP Plug in No
Fan Status Change No
Power Status Change Minor No
ONU offline Minor Mo
ONU online Mo
ONU assign omci port fail Major No
ONU password auth fail Minor No
ONU active fail Minor Mo
OMNU range fail Major No
ONU SN collision Minor No
Optical transceiver not support Minor No
Pan Driver Connection Device Faill Minor Mo
|Rogue ONU Major No
PaonPort disable Minor No
ONU PLOAM loss Minor No
ONU deactivation fail Minor Mo
ONU Dying-Gasp Minor Mo
ONU GEM channel delineation loss Minor No
0N cinnal dearadation Idinor [T hd
Refresh Apply Close

11 Backup and Recovery

EMS backup and recovery function includes log backup , log restore, alarm backup , alarm restore,
Device Name backup , Device Name restore, ONU name backup, ONU name restore .

EMS configuration information, such as added device node, device port id name, user name and so
on, is saved in EMS database file. In order to configurations not to be lost when system is abnormal,
users can backup database regular intervals. Users have access to past configuration information via
restoring database in case of software upgrade, operation system installation, system error or
management server change.

TPLink

gsmm‘gonﬂg Performance  Alarm Log Help

£ System Config

4 Backup And Recovery ==

=
& UserManage n

B550

@ Role Management cos .
@ Report B.555 o TN
X, Device Upgrade “
< Exit

4

Hap

Clear Severity Handler | Trap Object IP Address Time Descript
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Choose ‘Backup And Recovery’ bar of ‘System’ menu to execute database backup and restore
operation. As shown below:

excop s S ==

Backup and Recovery

Content |All - BackUp Restore
Auto backup database
Auto BackUp |Close -
Frequency |1 week -
Path Crv18-1-15\WyEMSi\backupDBY Choose
Automatic backup will be performed at 3 a.m.
Set Reset

[ Example of manually backup and restore }

Backup and Recovery 1

DnntentlDNU Mame Iv | BackUp Restore

Save In: JCJEMS

EMS Client
3 EMS Server

3 JRE
3 mysal

4

File Mame: oMU Mame_20180706153719

Files of Type: |All Files

J
Choose Cancel
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[ Example of auto backup and restore]

Backup and Recovery

Caontent |L0g |v‘ BackUp | Restaore | I
Auto backup database
Content |A|| ‘v|
uto BackUp |Dlnse 1 ‘v|
Frequency |‘1week ‘v|
Path |D:1.1 8-1-15\MyEMS\backupD B\ | Choose

Automatic backup will be performed at 3 a.m.

Set | Reset ‘

In the pop-up dialog windows, select "Yes" and the scheduled auto backup setting is successful.

EspEpreo N YW - =

Backup and Recovery [

Content‘Log |v|| BackUp H Restore |

Auto backup database

Content Question l-u ‘ v|

Auto BackUp

E' Are you sure to setthe auto backup?

Frequency

3 Yes Mo

Automatic backup will be peformed at 3 a.m.

| set || Reset |

12 User Management

EMS support multi-user operation and set different operation rights for different users, thus
improving system operation security. By user management operation, administrator can add, delete
and modify existing user information.

Open ‘User Manage’ window of ‘System’ menu to execute user information management.
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User Manager x
User Information
Account ‘ Name | Role Right | User Right ‘ Action | J Se\ected‘
admin | admin | System Rale | System Admin [ Modiy | O |

As shown above, the following is user management operations:

Add user

Input login name , user name and password into text-box at the bottom of window, and choose
operation right, then click ‘Add’ button, thus account set up successfully.

Add a new user, the Login Name is test, User name is test. The Role Right is the system Role, and
the User(Area) Right is the system Admin.

User Manager ®
User Information

Account ‘ Name | Role Right | User Right ‘ Action ||:|Se\ected‘
admin | admin | System Rale | System Admin [ Modiy | O |

1 [ o
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User Manager
Add User
2
Login Name: |Tesl | User name ‘Test ‘
Passward | ------ | Password Confirm ‘ ------
Rols Right: ~[System Role [~] User(rea) Rignt [System Admin I~
Manage Area :
3
Delete user
Choose a user account which needs to delete from current user lists, click ‘Delete’ button to delete
the user.
User Manager ®
User Information
Account Name Role Right User Right Action [ selected
admin admin System Role System Admin Modfiy
Test Test System Role System Admin IModfiy

1

Modify user information
Choose a user account which needs to modify from current user lists, and can view current the user’s

information at the bottom of window. After modifying user information, clicking ‘“Modify’ button

to save the configuration.
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User Manager ®
User Information
Account Name Role Right User Right Action [ selected
admin admin System Role System Admin Modfiy J
Test Test System Role System Admin Modfiy
1
User Manager ®
Modfiy User
2
Login Name: |Tesl | User name ‘Test ‘
Password | | Password Confirm ‘ ‘
Rols Right: ~[System Role [~] User(rea) Rignt [System Admin I~
Manage Area :
Area Config

User account privilege

EMS Support ‘System Admin’ , ‘Net Manager’ and ‘Guest’ three user rights. ‘System Admin’
level is the highest privilege, has all the operation rights of EMS software. ‘Net Manager’ level has
all of operation rights, expect of user account management function. ‘Guest’ is the lowest privilege,
the users with this privilege only can view management information and have not the rights to do
any set operations.

13 Device Upgrade

EMS software support device firmware on-line upgrade. The main procedure for device upgrade
has two step. First, download firmware files to target device via FTP server to be upgraded. The

110



target device will go through the whole firmware upgrade process according to upgrade
commands received from EMS.

Device upgrade steps are introduced as follows:
FTP Server configure

First open FTP server, then configure file path and IP address. IP address and OLT mgmt
port’s IP address should in the same network segment.

1.

As shown below:

Ml No log file open - WFTP

File Edit View Logging Messages Security Help

[#-001] 2017/8/21 10:58:42 Welcome to WFTPD - we are listening at the pseudo-add, 0.0.0.0.
[#-001] 2017/8/21 10:58:42 The first address assigned to your system is 192.168.5.205

[#-001] 2017/8/21 10:58:42 But you .., Rights Security Dialog %
[#-001] 2017/8/21 10:58:42 Check »

[#-001] 201718121 10:68:42 WFTPD)
[#-001] 201718121 10:58:42 Progran
[#-001] 2017}8121 10:58:42
[#-001] 201718121 10:68:42

<

For Help, press F1

from the Internet

Home

™ Restiict to home directory and below

User Name: admin hd
User admin
New Usger... | Delete | Change Pass... |

C\Usershed\Desktoph Browse.

Help

Rights >

>
1socket [Qusers | A

2.
3.

Copy upgrade file to root dictionary of FTP Server
Parameter configure

(D)

Choose ‘System’ -> ‘Device Upgrade’ from main interface, as shown below:

77 TP.Link PON Element Management

4% System Conf

gshm‘gunﬂg Performance  Alarm Log Help

I

4 Backup And Recovery

@ UserManage

@ Role Management

n

W Report
&, Device Upgrade
9B Exit
Cll
Map.
Clear Severity Handler Trap Object IP Address Time Descript
Winor ONU-% 192.168.5.68 07/06/2018 16:31:32 ONU DeRegistered(PON Card SIotID:0_Pon Port1d:2) ONU ID:4,SN:DC178351E5D7)
Winor Pon-2 192.168.5.68 07/06/2018 16:31:33
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Location

OLT Type

Protocol.

1P
FileName
User name:

Password:

e —————— |

Device Type Al

] Device Type Name P Address OLT Type Online Status
O oLt 192.168.550 192,168,550 FD1508GS online
o] oT 102.168.5.68 192.162.6.68 FD1616CS anline
O o 192168556 192168 556 FD1108C online
I
| OLT Upgrade \ \ ONU Upgrade

Figure 1:

Device upgrade

2)  Select the location of the device to be upgraded, the device type, OLT type, enter the
IP address of the FTP server, and the file name of the upgrade.

3)  Input FTP Server’s user name and password.

4)  If upgrade OLT, the steps as follows:
Check the OLT that needs to be upgraded, and then click the OLT Upgrade button to

start upgrading the OLT.

Device Type

[} Name IP Address OLT Type Online Status

i OLT 192168559 192,168,559 FD1508GS online

Location  [Al - OLT 102.168.5.68 102.168.6.68 FD1616GS online
L] OLT U768 500 T7 160 5.00 FDT onling

Device Type  |All -

OLT Type All :

e —

P ]

FileName

Username:

Password:

|| OLT Upgrade \| \ ONU Upgrade

5) If upgrade ONU, the steps as follows:

First check the OLT where the ONU is located, then click "ONU Upgrade", select
the ONU to be upgraded in the next interface, and finally click ONU Upgrade to start

the upgrade of the ONU.
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Location

Device Type Description ONU Type

=0

[ ONU [ ONUS0 | OLT-192.168.5.59, Pon:8, Onu:s0 [ UNKNOW

MacAddress(SN)| Online Status

GP:ON:02:45:80.

o Device Type Name IP Address OLT Type Online Status
[} oLT 192.168.5.50 192.168.5.59 FD1508GS
Location  [Al H OLT 102.168.5.68 102.168.6.68 FD1616CS
] [sIng 102 168 566 102 168 5,60 FDT108C
Device Type  |All -~ 1
N
e —
P ]
FileName
Username:
Password:
OLT Upgrade \ [ oNUUpgrade |

online

Device Type

|

OLT Type

ONUType  |Al

Protocol.

1P
FileName

User name:

I

Password:

3

4

| ONU Upgrade | \ Back

14 Device Search Function

EMS support device search function. When there are more OLT and ONU devices connected EMS,
we can find a device from a number of devices via EMS s search function.
The specific operation method is as follows:

Right-click ‘Top Tree’ of EMS main page , and click ‘Search’ , then input device name in ‘Key

Word’ of pop-up ‘Search Box’.
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~ TP-Link PON Element Management
System Config Performance Alarm Log Help

- 8 Top Tree.
B Un Reload
=[Q searan |
=
- g (@ Add Location

Wap

Clear Severity Handler Trap Object IP Address Time Descript
T o T eone gy tes56s | 071062018 165649 | PonPort 055 ofsignal (PN Card SI0tID:0 Pon Port132)
Minor ONU-4 192.168.5.68 07/06/2018 16:57:04 ONU DeRegistered(PON Card Slot ID:0 Pon PortId:2) ONU ID:4,SN:DC178351E5D7) =
| Hinor Pon-2 192.168.5.68 07/06/2018 16:57:05 PonPort 1055 of signal(PON Card Slot D0 Pon Port 14:2)
7 TP-Link PON Blement Sy =g x

System Config Performance Alarm Log Help

@natecasaresion =] \[o]x]

[ e — 192.168.5.59
[ g 192.168.5.68
e, 192 168 555

Keywwa- ‘
| =
3
\l Mg
™~

4] T}

Clear Severity Handler Trap Object IP Address Time Descript

192.168.5.68 07/06/2018 16:57.04 ONU DeRegistered(PON Card Zlot ID.0 Pon PortId.2) ONU ID:4,8N.DC17B351E50D7)
192.168.5.68 07/06/2018 16:57.05 PonPort0ss of signal(PON Card Siot ID:0_Pon Port1d:2)

15 System Config

EMS supports system configuration. You can configure the EMS server's IP address, port number,
client and server connection timeout period, and the number of retransmissions after a connection
failure.

The specific operation method is as follows:

Click ‘System’ in the EMS menu bar, then click ‘System Config’ and then enter the information of
the EMS server you want to set in the pop-up ‘Connection deploy’ windows. Finally, click OK to
apply the configuration.
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7 TP-Link FON Element Managemen Sy E
Config Performance Alarm Log Help.

System Config| |
B

ackup And Recovery

5
£
@ UserManage n
8559

568
@ Report B555
&, Device Upgrade

9B Exit

@ Role Management

Severity Handler Trap Object IP Address Descript

Minor 192.168.5.68 07/06/2018 16:57.04 ONU DeRegistered(PON Card Slot ID:0 Pon Port1d:2) ONU ID:4,3N.DC17B351E5D7)
Winor 192168568 07/06/2018 16:57.05 PonPort 1055 of signal(PON Card SIot ID:0_Pon Port 1:2)
TrapLeg | Operafion log

|Cque\m User.admin Current Role:System Role User Right:admin

31 W{-Yu:'mnammwm
System Config Performance Alarm Log Help

E- (@) Unallocated Region
= 192 168.5.59
e 102.168.5.63
F S 102 168.5 55

Severlp:  [127.0.0.4

SeverPot [sses |
TimeoutiSecs |
Retry b 1

Clear Severity Handler Trap Object 1P Address Time Descript

Minor ONU-4 192.162.5.68 07/06/2018 16:57.04 ONU DeRegistered(PON Card Slot ID:0 Pon Port 1d.2) ONU 1D:4,SN.DC17B251E507)
Minor Pon-2 192 168 568 07/06/2018 16:57:05 PonPort lass of signal(PON Card Slot ID:0 Pon Port Id:2)
Trap Leg

Operation log

[current User.admin Current Role:System Role User Rightadmin

16 Role Management

Role Management include role add, role delete and role modification. Role Management use to limit
User Operation authority.

Specific operation method shown as follows:

Click ‘System’ in the EMS menu bar, then click ‘Role Management’ and then add the role or
modify the role in the pop-up ‘Role Manager’ windows.
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7 TP.Link PON Element Management Sys

Config Performance Alarm Log Help.

System Config
B

&
4 Backup And Recovery
@ Userlanage n

8559
|i Role Management =oE

@ Report B555
&, Device Upgrade

< Exit

[l
Wap

Clear Severity Handler Trap Object IP Address

Time Descript

Winor ONU-2 192.168.5.68 07/10/2018 11:36:21
| Minor | | Pon-14 | 192.168.5.68 | 07102018 11:36:21 |

ONU DeRegistered(PON Card SlotID:0_ Pon Port 1d:14) ONU 1D:2,SN:.GPON12345678)
PonPort 0ss of signal(PON Card Siot1D:0_Pon Port Id:14)

TrapLog [ Operation log |

Add a role. Name is test, descriptions is test, and the device type is GPON. The steps for configure
the operation rights as follows:

Role List

|
Name Description Create Time Action [] Selected
| System Role Modfiy O |
| Manager Role Modfy [}
‘ Visitor Role Modfiy O |
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Mame [test Description [test Device Type |GPON

GPON All
| :I 3

|[ oLt

IGMP Management

Stp Port Set

Device Upgrade Management

Stp Global Set

SniBr m!

System Status

Management

Qos Global Canfig
[¥] QinQ Config

SwitchCard Mirror

Applyto Port ACL

Port VLAN Translation

Link-aggregation Group Config

Current ACL RULE
Port VLAN Config

SwitchCard Attribute

[¥] ACL Rule

Wlan List

Management Config

PONCARD

ONU Upgrade
Sip Agent Info

Senvice Profile Config

Senice Port AutoConfig
ONU Auto Auth Rule

ine Profile Config

Senice Port Config

ONU Auth List

DBA Profile Config

Pots Profile
ONU Auto Find List

PonPort Information

Digit Map Config

Broadcast Storm Suppression

Optical Transmission Property

Sip Right Flag Config
Traffic Profile Config

PonPort Optical Module Info

ONU

Onu Basic Information

CATV Config

[¥] ONU Software Info Sip User Information [v] Add Sip User IP Config
ETH Port Information ETH Port Config
4

The steps to modify role test are as follows:
Double-click the Modify button after modifying the role:
Role Manager >
Role List

Name Description Create Time Action [[] select
System Role Modfiy L]
Manager Role Modfiy L]
Visitor Role Modfiy L]
test test 2018-07-1019:24:14 1 Modfiy L]

 E—
il

In the pop-up interface, you can modify the name of the role, the device type, and the permissions.
After the modification, click the ‘Modify’ button.
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Role Manager X

System Status

PONCARD
OMNU Upgrade Senvice Port AutoConfig Senvice Port Config Pots Profile Digit Map Config Sip Right Flag Config
Sip Agent Info OMU Auto Auth Rule ONU Auth List ONU Auto Find List Broadcast Storm Suppression Traffic Profile Config
Service Profile Config Line Profile Config DBA Profile Config PonPort Infarmation Optical Transmission Property PonPort Optical Module Info
ONU 2
Onu Basic Information CATV Config [v] ONU Software Infa [¥] Sip User Information [v] Add Sip User IP Config
ETH Port Information ETH Port Config

MName [test Description |test Device Type |GPON ‘v‘
—GPON [ All
oLT
IGMP Management [¥] Device Upgrade Management [¥] Qos Global Config [v] Apply to Port ACL [¥] Current ACL RULE []ACL Rule
Stp Port Set [¥] Stp Global Set [¥] QinQ Caonfig [v] Part VLAN Translation [v] Port VLAN Config [¥] VIan List
SniBroadcastStormSuppression MacAddress Management SwitchCard Mirror Link-aggregation Group Config SwitchCard Aftribute Management Config

o [Lwom] [

The steps to delete the permissions of the role test are as follows:

Check the role you want to delete in the role management interface, and then click the ‘Delete’
button.

Role Manager X
Role List

Name Description Create Time Action [[] Selected
System Role Modfiy ]
Ianager Role Iodfiy ]
Visitor Role Wodfi L]
test test 12018-07-10 19:24:14 Modfiy v

Add Delete

17 Report

The report can generate related reports according to the requirements of related devices in the
selected area. And the report supports exporting for subsequent viewing.

Specific operation method shown as follows:

Click ‘System’ in the EMS menu bar, then click ‘Report’ and then select Are, Device Type, Report
Type in the pop-up ‘Report’ windows. Need indicate the time if Report Type selected to the failure
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report.

" TP-Link PON Element Management Syst
mm‘ Config Performance Alarm Log Help
4% System Config |:|
4, Backup And Recovery ———
. CINEIEY
§ UserManage
8559
§ Role Management iy
@ Report 8555
&, Device Upgrade
5B Exit
41
Map
Clear Severity | Hander | Trap Object |P Address Time Descript
TrapLog | Operation log

it I t

||| Area: foptres [+ The Number of OLT(Total:3) ftem valus) | percent
(o] online 3 100.0%

Device Type: ) [e] Offline ] 0.0%
Report Type:|Resource Report - Total 3 100%

3
Time
From: 2018-06-11 00:00:00
To:  2018-07-10 23:59:59 2
Online: 3

it I t

The Number of ONU(Total:53) em e

. (e} offline 52 98.11%

online: 1
(e} Online 1 1.88%
Total 53 100%

18 OLT Perfermance Monitor

Performance monitoring can monitor the traffic of the OLT's uplink port, PON port, ONU PON port,

and ONU LAN port, and display it in the form of a graph, which is convenient for users to query
OLT traffic and ONU traffic in real time.

Specific operation method shown as follows:

Click ‘Performance’ in the EMS menu bar. Have two option: Monitor Config that turn on and turn
off the monitoring function, Performace Monitor that view real-time traffic.
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" 7P-Link PON Element Management

System Config [ Berformance| Alarm Log] Help

[ & Wonitor Config
- ™ Monitor
" o] [als) [a]a[a]z) (o]
£} (@ Unallocated Region kit < L
= 192 168559
= 192168 568 5
e 192 168 5.55

4]
Map

Clear Severty | Hanger | Trap Object |P Address Time Descript

TrapLog [ Operation log

18.1 Performance Monitor Config

Enable OLT and ONU port performance statistics are as follows:
Click on 'Performance’ in the EMS menu bar, then click on 'Monitor Config’

" TP.Link PON Element Management

System Config |Performance| Alarm Log Help

;;; [gMnniernnﬁg 1

B = Monitor = —

= éDJ;:io:ated Region \_'_‘ E E
— 192 168 5.59 :
— 192,156,568
i 192.168.5.55

41
Map

Clear Severty | Hander | Trap Object P Address Time Descript

Trap Log | Operation|og |

Then select the area and device type to be set in the pop-up performance parameter configuration
dialog box, and select the OLT or ONU that needs to enable performance monitoring. Finally, click
the ‘Open’ button to open the performance monitoring function of the corresponding device.
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Area: |Top Tree w | Device Type: |Select All H 9

[ ] MName Type Model State Interval Time ||

'I 192162559 QLT ED15038GS Close - ”
v 192 168.5.68 OoLT FD1616GS Close | - |
L 192.168.5.55 oLT FOT108C Clase J- ||
[] OMU-10 ONU fd111hc Close -

After opening, performance monitoring will be performed automatically on the server side.

4 QOpen | Close H Cancel ‘

18.2 OLT Port Performance Monitor

Viewing the performance statistics of the OLT and ONU ports are as follows:
Click on 'Performance' in the EMS menu bar, then click on 'Performance Monitor’

" 7P-Link PON Elemert Management

System Config |Perfformance| Alarm Log Help

;;; 4 Monitor Config 1

™ Wanitor

B é“uan:onaxea Region \_'_‘ E
= 192 168550
e 192.168.5.68
i 192 168.5.55

41
Map

Clear Severity | Hander | Trap Object |P Address Time Descript

Trap Log | Operationlog |

Then select the OLT or ONU to be monitored in the pop-up performance monitoring dialog windows,
and then select the type of monitoring, and the time interval. There are two options: real-time and
historical. The time interval is 5 seconds, 10 seconds and 30 seconds. , then select the port you want
to monitor, and finally click the ‘Start’ button.
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£ s [192.168.5.68 3 xget xge2 pont pon2
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i 2 |Type;|Rea\T\me ‘v‘ \nterval:‘ﬁ seconds ‘vlﬂ start | 5 pon3 pon4 pons poné
& Port-3 ] } N pon7 pong pong pon10
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- rors 192.168.5.68 -> get
@ Port-14
& For i 1akpps |
& Port-16 o 08Kbps ‘
s 192.168.5.55 § ‘
& 0.6Kops
5 o |
T D4Knps ‘
B 02kbps
o)
200026 2001:06  20:01:46  20:0226 200306 200345
O Outbound: Current: 0.00Kbps Average: 0.00Kbps Maximum: 0.00Kbps
B Inbound: Current: 0.00Kbps Average: 0.00Kbps  Maximum: 0.00Kbps

19 Help

The help options in the menu bar have three sub-options: Language, About and check updates.
Language options can choose EMS display language, currently supports Chinese and English
languages; click About can view the EMS version. If the computer with EMS can connect to the

Internet, click the check for update button to get the latest from our company server. EMS software
and complete automatic upgrades.

" TP-Link PON Element Management

Syste

Config Performance Alarm  Log [Help|

I [ Glose v
et [ o VENE =
£ (@ Unallocated Region | & Check Updates L i

= 192168559

— 192.168.5.68
—y; 192.168.5.55

41
Map

Clear Severity |  Hander | TrapObject IP Adcess Time

Descript

TrapLog | Operation log
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