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Thank you for purchasing our product. If there is any question or request, please do not hesitate to contact dealer.
This manual is applicable to:
S04, S08, S16.

This manual may contain several technically incorrect places or printing errors, and the content is subject to change without notice.

The updates will be added into the new version of this manual. We will readily improve or update the products or procedures des-
cribed in the manual.
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Regulatory information

FCC information

FCC compliance: This equipment has been tested and found to comply with the limits for a digital device, pursuant to part 15 of
the FCC Rules. These limits are designed to provide reasonable protection against harmful interference when the equipment is
operated in a commercial environment. This equipment generates, uses, and can radiate radio frequency energy and, if not ins-
talled and used in accordance with the instruction manual, may cause harmful interference to radio communications. Operation
of this equipment in a residential area is likely to cause harmful interference in which case the user will be required to correct the
interference at his own expense.

FCC conditions

This device complies with part 15 of the FCC Rules. Operation is subject to the following two conditions:

1. This device may not cause harmful interference.

2. This device must accept any interference received, including interference that may cause undesired operation.

EU Conformity Statement

Ce

This product and - if applicable - the supplied accessories too are marked with “CE” and comply therefore with the applicable
harmonized European standards listed under the Low Voltage Directive 2006/95/EC, the EMC Directive 2004/108/EC, the RoHS
Directive 2011/65/EU.

2012/19/EU (WEEE directive): Products marked with this symbol cannot be disposed of as unsorted municipal waste in the Eu-
ropean Union. For proper recycling, return this product to your local supplier upon the purchase of equivalent new equipment, or
dispose of it at designated collection points. For more information see: www.recyclethis.info.

2006/66/EC (battery directive): This product contains a battery that cannot be disposed of as unsorted municipal waste in the
European Union. See the product documentation for specific battery information. The battery is marked with this symbol, which
may include lettering to indicate cadmium (Cd), lead (Pb), or mercury (Hg). For proper recycling, return the battery to your su-
pplier or to a designated collection point. For more information see: www.recyclethis.info.
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Preventive and Cautionary Tips

Before connecting and operating your device, please be advised of the following tips:

* Ensure unit is installed in a well-ventilated, dust-free environment.

* Unit is designed for indoor use only.

¢ Keep all liquids away from the device.

* Ensure environmental conditions meet factory specifications.

* Ensure unit is properly secured to a rack or shelf. Major shocks or jolts to the unit as a result of dropping it may cause damage
to the sensitive electronics within the unit.

* Use the device in conjunction with an UPS if possible.

* Power down the unit before connecting and disconnecting accessories and peripherals.

¢ A factory recommended HDD should be used for this device.

* Improper use or replacement of the battery may result in hazard of explosion. Replace with the same or equivalent type only.

Dispose of used batteries according to the instructions provided by the battery manufacturer.
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Product Key Features
General
® PAL/NTSC adaptive video inputs.
H.264 video compression with high reliability and superior definition.
Each channel supports dual-stream.
Main stream supports encoding at up to WD1 resolution for S Series and sub-stream encoding at CIF/QCIF resolu-
tion.
Independent configuration for each channel, including resolution, frame rate, bit rate, image quality, etc.
The quality of the input and output video is configurable.

Normal and event recording parameters configurable for per individual camera.
Encoding for both audio/video composite stream and video stream; audio and video synchronization during compo-
site stream encoding.
®  Watermark technology.
Local Monitoring
® HDMI/VGA output at up to 1920x1080P resolution.

®  1/4/6/8/9/16-division live view is supported, and the display sequence of screens is adjustable.

® Live view screen can be switched in group, and manual switch and automatic cycle view is also provided, the inter-
val of automatic cycle can be adjusted.

®  Quick setting menu is provided for live view.

® The selected live view channel can be shielded.

® Motion detection, video tampering detection and video loss alarm functions.

®  Privacy mask.
HDD Management

® 1 SATA hard disk can be connected, with a maximum of 4TB storage capacity.

® HDD quota management; different capacity can be assigned to different channels.
Recording and Playback

® Holiday recording schedule configuration.
Normal and event video encoding parameters.

Multiple recording types: manual, normal, motion, alarm, motion/alarm and motion & alarm.
8 recording time periods with separated recording types.
Pre-record and post-record for motion detection for recording, and pre-record time for schedule and manual recor-
ding.
Searching record files by event.
Customization of tags, searching and playing back by tags.
Locking and unlocking record files.
Searching and playing back record files by channel number, recording type, start time, end time, etc.
Smart search for the selected area in the video.
Zooming in when playback.
Playing reversely.
Supports pause, slow forward, fast forward, skip forward, and skip backward when playback, locating by dragging
the mouse.
® Up to 4/8/16-ch synchronous playback.
Backup

® Export video data by USB storage device.
®  Export video clips when playback.

® Management and maintenance of backup devices.
Alarm and Exception

® Alarm for video loss, motion detection, tampering, video input/output standard mismatch, illegal login, network dis-
connected, IP confliction, HDD error, and HDD full, etc.
® Alarm event triggers full screen monitoring, audio alarm, notifying surveillance center and sending email.

®  Automatic restore when system is abnormal.
Other Local Functions

®  Operable by mouse.

® Three-level user management; admin user is allowed to create many operating accounts and define their operating
permission, which includes the limit to access any channel.

®  Operation, exceptions and log recording and searching.

® Import and export of device configuration information.
Network Functions
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® 1 self-adaptive 10M/100Mbps network interface.

® |Pv6 is supported.

® TCP/IP protocol, PPPoE, DHCP, DNS, DDNS, NTP, SADP, SMTP, UPnP™, RTSP are supported.

® TCP, UDP and RTP for unicast.

) Remote search, playback, download, locking and unlocking the record files, and downloading files broken transfer
resume.

® Remote parameters setup; remote import/export of device parameters.

® Remote viewing of the device status, system logs and alarm status.

® Remote locking and unlocking of control panel and mouse.

® Remote HDD formatting and program upgrading.

® Remote system restart.

® Alarm event and exception information can be sent to the remote host.

® Remotely start/stop recording.

® Upgrade by remote FTP server.

® Two-way audio and voice broadcasting.

® Embedded WEB server.

Development Scalability
®  SDK for Windows and Linux system.
®  Source code of application software for demo.
® Development support and training for application system.
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Introduction
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1.1 Front Panel

The front panel of S Series DVR is shown in Figure 1.1:

7a N

1 —H=®
24H=8
34—

N 2
Figure 1.1 Front Panel of S Series

Table 1.1 Description of Indicators

Icon

Description

O

Indicator turns red when DVR is powered up.

-

Indicator lights in red when data is being read from or written

to HDD.

;

Indicator blinks blue when network connection is functioning

properly.

1.2 USB Mouse Operation

A regular 3-button (Left/Right/Scroll-wheel) USB mouse can also be used with this device. To use a USB mouse:
1. Plug USB mouse into one of the USB interfaces on the rear panel of the device.
2. The mouse should automatically be detected. If in a rare case that the mouse is not detected, the possible reason may be

that the two devices are not compatible, please refer to the recommended device list from your provider.

The operation of the mouse:

Table 1.3 Description of the Mouse Control

Name Acti
Single-Click Live view: Select channel and show the quick set menu.
Menu: Select and enter a menu
Double-Click Live view: Switch single-screen and multi-screen
Left-Click Tamper-proof, privacy mask and motion detection: Select target area.
Click and Drag Digital zoom-in: Drag and select target area.

Live view: Drag channel/time bar.

Right-Click

Single-Click

Live view: Show menu.

Menu: Exit current menu to upper level menu,

Scroll-Wheel

Scrolling up

Live view: Previous screen.
Right-click Menu: Previous itell

Scrolling down

Live view: Next screen.

Right-click Menu: Next item

1.3 Input Method Description

11
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Figure 1.3 Soft Keyboard

Description of the buttons on the soft keyboard:

Table 1.4 Description of the Soft Keyboard Icons

Icon Description Icon Description
[i]' : m Number E : E English letter
Lowercase/Uppercase Symbols
Backspace Space
Enter Exit
English input method

1.4 Rear Panel
S Series
The rear panel of S08 is shown below:

1 |2 :|3 5 7 1|0
oa a0 | | AUI:!\OIN ﬂ |
@@ % o :
5 o =

© © ©© =

\\ VIDEQ IN V(IiA AUDI?OUT LANSlLJSB 12VI_:
| .

4 6 8 9

Figure 1.4 Rear Panel of S08

Table 1.5 Description of Rear Panel

No. [ ltem Description

1 VIDEO IN BNC connector for analog video input.

2 VIDEO OUT BNC connector for video output.

3 HDMI HDMI video output.

4 DB15 connector for VGA output. Display local video output and
VGA menu.

5 RCA connector for audio input.
AUDIO IN

6 RCA connector for audio output.
AUDIO OUT

12
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7 LAN Interface RJ45 10M 7/ 100M Ethernet interface.
8 USB Inter- Connects USB mouse or USB flash memory devices.
o) face 12VDC [
1oV power supply.
10 GND Ground (needs to be connected when DVR starts up)

13
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1.5 Starting Up and Shutting Down the Device
Purpose:
Proper startup and shutdown procedures are crucial to expanding the life of the device.
Before you start:
Check that the voltage of the extra power supply is the same with the device’s requirement, and the ground connection is working
properly.
Starting up the device:
Check the power supply is plugged into an electrical outlet. It is HIGHLY recommended that an Uninterruptible Power Supply (UPS)
be used in conjunction with the device.
For the S Series DVR, insert the power supply plug into the power connector on the rear panel and the device will start up. The
Power indicator LED should turn red indicating that the device begins to start up.
Shutting down the device:
Steps:
1. Enter the Shutdown menu.
Menu > Shutdown

Export
Manual
HDD
Record

Camera

Configuration Logout

Maintenance Shutdown

Reboot

Figure 1.6 Shutdown Menu

2. Click the Shutdown button to enter the following dialog box:
Attention

@ Shut down the system?

[~ = R

Figure 1.7 Dialog Box for Shutdown

3. Click the Yes button. The following message box pops up:

Flease power offl

Figure 1.8 Message Box for Power Off

4. Disconnect the power supply of the device.

14



SEIED CREEM
HIKVISION

Rebooting the device
In the Shutdown menu (Figure 1.7), you can also click Reboot to reboot the device.

15
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2.1 Using the Wizard for Basic Configuration

The Setup Wizard can walk you through some important settings of the device. By default, the Setup Wizard starts once the
device has loaded.

Operating the Setup Wizard:

Steps:

1. You can set the system language after the device is started. Click Apply to save the language settings.

Language

System Language English

__ cancel |
Figure 2.1 Select Language

2.  The Setup Wizard will start after the language settings are configured. Check the checkbox to enable Setup Wizard when

device starts. Click Next to continue the setup wizard.
You can also click Cancel to exit the Setup Wizard, or use the Setup Wizard next time by leaving the “Start wizard when

device starts?” checkbox checked and exit.

| Start wizard when device starts?

o Next | Exit |
Figure 2.2 Start Wizard Interface

2. Click Next button on the Wizard window to enter the Login window, as shown in Figure 2.3.
1) Enter the admin password. By default, the password is 12345.
2) To change the admin password, check the New Admin Password checkbox. Enter the new password and confirm the
password in the given fields.

17
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Wizard

Admin Password

New Admin Password ||
New Password
Confirm

Figure 2.3 Login Window

3.  Click the Next button to enter the Date and Time settings window, as shown in Figure 2.4.
Set the time zone, date format, system date and system time.

Time Zone (GMT+08:00) Beijing, Urumqi, Singapore

Date Format DD-MM-YYYY

System Date 08-08-2013 B
System Time 08:52:28 "

Figure 2.4 Date and Time Settings

4.  Click Next button which takes you back to the Network Setup Wizard window, as shown in Figure 2.5.
Set the network parameters, including the NIC type, IPv4 address, IPv4 subnet mask, default gateway, etc. You can enable
the DHCP to automatically obtain an IP address and other network settings from that server.

NIC Type 10M/100M Self-adaptive
Enable DHCP M
IPv4 Address 172 .6 21 .M

IPv4 Subnet Mask 255 255 255 .0
IPv4 Default Gateway (172 .6 21 0
Preferred DNS Server

Alternate DNS Server ||

18
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Start all-day motion detection recording
of all channels?

moa | Mo

Figure 2.5 Network Configuration

5.  Click Next button to enter the HDD Management window, shown in Figure 2.6.
To initialize the HDD, click the Init button. Initialization removes all the data saved in the HDD.

19

Wizard

1 93151GB Normal RiW Local 900GB

| Previous | Net | cancel |
Figure 2.6 HDD Management

Click Next button to enter the Record Settings window, as shown in Figure 2.7.
1) Select the camera to configure.

2) Check the checkbox to enable Start Recording.

3) Select the recording mode to Normal or Motion Detection.

Camera Analog 1

"~ Start Recording

Morma

_Prewous | OK | Gancel |
Figure 2.7 Record Settings

4)  Click Copy to copy the record settings of the current camera to other camera (s) if needed, as shown in Figure 2.8.
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[+ Analog A1 VA2 YAz Viaa Vias VIAG
Va7 Va8
Figure 2.8 Copy Record Settings
5)  Click OK to return to the Record Settings window.
7. Click OK to complete the startup Setup Wizard.

2.2 Menu Operation

Export

L2~ SERIES

After entering the local operation interface of the device, the main menu bar will be displayed on the top of the screen. You can
click the icons to enter the corresponding submenus and perform the operations.

HDD Camera Maintenance

Playback

Manual Record Configuration

Figure 2.9 Main Menu Bar

Shutdown
The icon of the current submenu is marked in light green.

To exit from the main menu bar, right-click on the screen and you will go back to the live view interface.
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3.1 Introduction of Live View

Live view shows you the video image getting from each camera in real time. The device automatically enters Live View mode when
powered on. It is also at the very top of the menu hierarchy, thus pressing the ESC many times (depending on which menu you're
on) brings you to the Live View mode.

Live View Icons
In the live view mode, there are icons at the right top of the screen for each channel, showing the status of the record and alarm in
the channel, so that you can know whether the channel is recorded, or whether there are alarms occur as soon as possible.

Table 3.1 Description of Live View Icons

s _ ] _Description
Alarm (video loss, tampering, motion detection alarm or sensor alarm)

Record (manual record, schedule record , motion detection record or alarm triggered

record)
Alarm & Record

22
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3.2 Operations in Live View Mode

In live view mode, the following functions can be realized:

. Single Screen: showing only one screen on the monitor.

. Multi-screen: showing multiple screens on the monitor simultaneously.

. Auto-switch: the screen is auto switched to the next one. And you must set the dwell time for each screen on the configura-
tion menu before enabling the auto-switch.

Menu>Configuration>Live View>Dwell Time.

. All-day Playback: play back the recorded videos for current day.

. Start Recording: start all-day normal recording or motion detection recording for all channels.

. Aux/Main Monitor switch: the DVR will check the connection of the output interfaces to define the main and auxiliary output
interfaces. When both HDMI and VGA are connected, , or either one is connected, the CVBS is used as the auxiliary video
output for live view, recording and PTZ controls; When both HDMI and VGA are not connected, the CVBS is used as the
main video output for live view playback, recording, PTZ control and menu operations.

When the aux output is enabled, you can do some basic operation on the live view mode for the Aux output, while no operation

is allowed for the main output.

3.2.1 Using the Mouse in Live View
In the live view mode, right click on the screen or move the mouse to the bottom of the screen, the main menu button and the
live view toolbar appears: KLl 0 8 & &d @B ®&fi 0 ¢ 30 04-09-2013 Wod 15:31

Figure 3.1 Menu under Live View Mode

Table 3.2 Mouse Operation in Live View

Name LDescription
Main Menu Enter the main menu of the system.
Single Screen Switch to the single full screen live view mode.

Switch to multi-screen live view mode.

Multi-screen . - . . .
The multi-screen icon varies according to the device models.

Normal Record Start all-day normal recording for all channels.

Motion Detection . . .
Record Start motion detection recording for all channels.

All-day Playback | Play back the record video.

Switch to the auxiliary output mode and the operation for the main
output is disabled.

Aux Monitor If you enter Aux monitor mode and the Aux monitor is not connected,
the mouse operation is disabled. You can use the mouse wheel to dou-
ble-click for three times to switch back to the main video output

Output Mode Set the video output mode to Standard, Bright, Gentle or Vivid.
Previous Screen Switch to the previous screen.

Next Screen Switch to the next screen.

Start/Stop Au- Enable/disable the auto-switch of the screens.

The dwell time of the live view configuration must be set before using
Start Auto-switch

Lock/Unlock Lock/unlock the toolbar.

to-switch

d%lﬂdﬁﬁﬂﬂﬁllﬂﬂg
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If the corresponding camera supports intelligent function, the Reboot Intelligence option is included when right-clicking mouse
on this camera.

3.2.2 Using an Auxiliary Monitor
Certain features of the Live View are also available while in an Aux monitor. These features include:
¢ Single Screen: Switch to the single full screen by choosing channel number from the dropdown list.
* Multi-screen: Adjust the screen layout by choosing from the dropdown list.
® Previous Screen: Switch to the previous screen.
* Next Screen: Switch to the next screen.
* Menu Output Mode: Set the video output mode to Standard, Bright, Gentle or Vivid.
* Main Monitor: Switch to the Main Output mode and the operation for the auxiliary output is disabled.

b
[nore
In the live view mode of the main output monitor, the menu operation is not available while Aux output mode is enabled.

3.2.3 Main/Aux Output Switching
When the HDMI/VGA output is configured as the main output, you can select Aux Monitor option from the right-click menu or per-
form the following way to switch to CVBS output as the main output.

Steps:
1. Use the mouse wheel to double-click on the HDMI/VGA output screen, and the following message box pops up:
Tip
Double-click the mouse again to
switch the auxiliary and main output?
Figure 3.2 Switch Main and Aux Output

2. Use the mouse wheel to double-click on the screen again to switch to the Aux output, or click Cancel to cancel the operation.
3. On the aux output monitor, you can do some basic operation on the live view mode for the Aux output, including recording, live

view, image settings, switch to main monitor, and no operation is allowed for the main output.
4. To switch to the main vide output, click the Main Monitor icon on the toolbar or use the mouse wheel to double-click on the
screen and then click Yes on the pop-up message box.

=
J
You can select the Menu Output Mode under Menu > Configuration > General > More Settings to Auto or HDMI/VGA and then
restart the device to switch the main output back to VGA output.

3.2.4 Quick Setting Toolbar in Live View Mode

On the screen of each channel, there is a quick setting toolbar which shows when you left-click mouse on the camera.

Figure 3.3 Quick Settings Toolbar
Table 3.3 Description of Quick Setting Toolbar Icons

Icons Description Icons Description Icons Description
— Enable Manual n N .
| = Record E-ﬂ Instant Playback ) *._.. Mute/Audio on

iﬁ PTZ Control E Digital Zoom m Image Settings
E Close
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Instant Playback

Instant Playback only shows the record in last five minutes. If no record is found, it means there is no record during the last
five minutes.

Difital Zoom
Digital Zoom can zoom in the selected area to the full screen. You can left-click and draw to select the area for zooming in, as
shown in Figure 3.4.

Figure 3.4 Digital Zoom

Image Settings

Image Settings icon can be selected to enter the Image Settings menu.

Steps:

1. Set the period of a day for configuring independent image parameters so as to satisfy different light conditions, e.g., dayli-
ght and night time. Two periods can be configured. When you have configured Period 1, the Period 2 is remained as the
Other Time.

2. Select the mode from the drop-down menu according to different light conditions.

Four modes are selectable:

® Standard: in general lighting conditions (default).

® [ndoor: the image is relatively smoother.

® Dim Light: the image is smoother than the other three modes.

® Outdoor: the image is relatively clearer and sharper. The degree of contrast and saturation is high.

Image Setlings x Image Settings X

Penod 1 06:00-138:00 L Period 2 Other Time

Mode Standard Mode Dim Light

- 128 - % & 144 =
0] 1282 O 123 =
@ & 136 @ 112 2
-] 128 2 @ & 128 ¢
a = 1 ol | PY 0o =
= 2 | = 4 =

Figure 3.5 Image Settings

3. Adjust the image parameters including the brightness, contrast, saturation, hue, sharpness level and denoising level by
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moving the sliding bar or increasing/decreasing the value.
=
J
The adjustable value range is 0~255 for the brightness, contrast, saturation and hue, 0~15 for the sharpness level and 0~5

for the denoising level.
4. Copy image parameters.
1)  If you want to copy the image parameters of the current camera to other camera (s), click the Copy button to enter the

Copy to interface:

[“lAnalog A1 v A2 VA3 (/A4
vias (VA [V AT (/A8

Figure 3.6 Copy Image Settings to Other Camera (s)
2)  Select the camera (s) to be configured with the image settings. You can also click the checkbox of Analog to select all
cameras.
3) Click the OK button to finish the Copy settings.

You can click the Restore button to restore the current image settings to default parameters.
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3.3 Adjusting Live View Settings
Purpose:
Live View settings can be customized according to different needs. You can configure the output interface, dwell time for screen
to be shown, mute or turning on the audio, the screen number for each channel, etc.
Steps:
1. Enter the Live View Settings interface.
Menu> Configuration> Live View
General View Channel-Zero Encoding

Video Output Interface VGAHDMI
Live View Mode 1+7
Dwell Time No Switch

Enable Audio Output
Event Output VGAMHDMI

Full Screen Monitoring Dwell Time | 105

Figure 3.7 Live View-General

The settings available in this menu include:
® Video Output Interface: Select the output to configure the settings for. Two output interfaces are selectable:
VGA/HDMI and Main CVBS.
® Live View Mode: Select different window-division mode from the drop-down list.
® Dwell Time: The time in seconds to dwell between switching of channels when enabling auto-switch in Live
View.
® Enable Audio Output: Enable/disable audio output for the selected video output.
i
e  When the HDMI/VGA output interface is used as the main video output and the Audio Output for the HDMI/
VGA output interface is enabled, the VGA audio and AUDIO OUT can be used for live view, playback and
two-way audio.
e  When the HDMI/VGA output is used as the main video output and the Audio Output for the HDMI/VGA ou-
tput interface is disabled, the VGA output provides no audio and the AUDIO OUT is used for two-way audio.
e  When the CVBS output is used as the main video output, the HDMI/VGA audio is provided for Aux video
output in live view, and the AUDIO OUT is used as the main video output (for live view, playback or two-way
audio).
° Event Output: Select the output to show event video.

®  Full Screen Monitoring Dwell Time: The time in seconds to show alarm event screen.
2. Setting Camera Order

ceneral

View Channel-Zero

Video Oultpul Interface VGA
Camers., CameraName |
= A1 Camera 01

o A2 Camera 02 A2 3]
q A3 Camera 03
= A4 Camera 04
o A5 Camera 05

Al [x] A3 [x]
q Ab Camera 06
9 AT Camera 07
a A8 Camera 08 .
Ad [x]
E
A5 [x] A [x] AT [x] A8 [x]

Figure 3.8 Live View- Camera Order

To set the camera order:
1)  Click the View tab to enter the camera order settings interface.
2)  Select an output interface and select a screen layout.
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3) Click to select a screen in the right region and double-click to select a channel in the left region. Thus the selected chan-
nel will be displayed in the corresponding screen.

4)  You can click - to start live view of all channels and click - to stop live view of all channels. Click or to go to
the previous or next page.
5)  Click the Apply button to save the setting.
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3.4 Channel-zero Encoding

Purpose:
Sometimes you need to get a remote view of many channels in real time from web browser or CMS (Client Management System)
software, in order to decrease the bandwidth requirement without affecting the image quality, channel-zero encoding is suppor-
ted as an option for you.
Steps:

1. Enter the Live View Settings interface.

Menu> Configuration> Live View
2. Select the Channel-Zero Encoding tab.
General View Channel-Zero Encodin

Enable Channel-Zero Encoding

Frame Rate 12fps
Max. Bitrate Mode General
Max._ Bitrate{Kbps) 1024

Figure 3.9 Live View- Channel-Zero Encoding

3. Check the checkbox after Enable Channel-Zero Encoding.
4.  Configure the Frame Rate, Max. Bitrate Mode and Max. Bitrate.
After you set the Channel-Zero encoding, you can get a view in the remote client or Web browser of all the channels in one

screen.
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3.5 User Logout

Purpose:

After logging out, the monitor turns to the live view mode and if you want to do some operation, you need to enter user name and
password to log in again.

Steps:
1. Enter the menu.
Menu>Shutdown
a g Logout
Logout Shutdown Reboot

Shutdown

= Reboot
—

Figure 3.10 Shutdown

2. Click Logout.

=
J
After you have logged out the system, menu operation on the screen is invalid. It is required a user name and password to
login the system.
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5.1 Configuring Encoding Parameters
Purpose:
By configuring the encoding parameters you can define the transmission stream type, the reso-

lution and so on.
Before you start:

1. Make sure that the HDD has already been installed. If not, please install a HDD and initialize it. (Menu>HDD>General)
HDD Information

931.51GB Normal Local 897GB

Figure 5.1 HDD- General

. Check the storage mode of the HDD
1) Click Advanced to check the storage mode of the HDD.
2) For Quota storage mode, please set the maximum record capacity. For detailed informa-
tion, see Chapter 10.2 Configuring Quota Mode.

Storage Mode

Mode Quota
Camera Analog 1
Used Record Capacity I 168MB
HDD Capacity (GB) 931

Max. Record Capacity (GB) 0

... Free Quota Space 931 GB

Figure 5.2 HDD- Advanced

Steps:
1. Enter the Record settings interface to configure the encoding parameters:
Menu>Record>Encoding

Camera Analog 1
Encoding Parameters Main Stream({Normal) Main Stream({Event)
Stream Type Video & Audio Video & Audio
Resolution ACIF 4CIF
Bilrate Type WVariable Variable
Video Quality Medium Medium
Frame Rate Full Frame Full Frame
Max. Bitrate Mode General General
5 17192 1792
Max. Bitrate Range Recommended | 1344~2240({Kbps) 1344~2240(Kbps)
Pre-record 5s
Post-record 55
Expired Time (day) 0
Record Audio )
Enable 960Mode v

Figure 5.3 Encoding Parameters-Main Stream

2. Set encoding parameters for main stream
1)  Select Record to enter the main stream settings interface.
2)  Select the camera for configuration.
3) Configure the following parameters for the Main Stream (Normal) and the Main Stream (Event):

« Stream Type: Set the stream type to be Video or Video & Audio.
« Resolution: Set recording at resolution of WD1, 4CIF, 2CIF, CIF or QCIF.
 Bitrate Type: Set the bitrate type to be Variable or Constant.
« Video Quality: Set the video quality of recording, with 6 levels configurable.
« Frame Rate: Set the frame rate of recording.
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+ Max. Bitrate Mode: Set the mode to General or Customize (32-3072Kbps).
« Max Bitrate (Kbps): Select or customize the maximum bitrate for recording.

+ Max. Bitrate Range Recommended: A recommended Max. bitrate range is provided for

reference.
4)  Configure the pre-record, post-record time and expired time.

* Pre-record: The time you set to record before the scheduled time or event. For example, when an alarm triggered the
recording at 10:00, if you set the pre-record time as 5 seconds, the camera records it at 9:59:55.

* Post-record: The time you set to record after the event or the scheduled time. For example, when an alarm triggered
the recording ends at 11:00, if you set the post-record time as 5 seconds, it records till 11:00:05.

* Expired Time (day): The expired time is the longest time for a record file to be kept in the HDD, if the deadline is
reached, the file will be deleted. You can set the expired time to 0, and then the file will not be deleted. The actual
keeping time for the file should be determined by the capacity of the HDD.

* Record Audio: Check the checkbox to record the sound, or uncheck to record the image without sound.

¢ Enable 960 Mode: Enable the encoding at WD1 (PAL: 960x576, NTSC: 960x480) resolution. You can also uncheck
the checkbox to disable it.

5) If you want to copy the current main stream settings to other camera (s), click Copy to enter the Copy Camera interface.

Select the camera (s) and click OK to finish the copy settings.

Copy to
[«| Analog Va2 VA3 Vaga [V AS  [VIAB
VAT VA8

Figure 5.4 Copy Camera Settings

6) On the Record settings interface, click Apply to save the settings.

b
[Nore
You can click the Restore button to restore the current main stream settings to the default parameters.

3. Set encoding parameters for sub-stream
1)  Click the Substream tab to enter the Substream settings interface.

Record  Substream

Camera Analog 1
Stream Type Video & Audio
Resolution QCIF

Bitrate Type Variable
Video Quality Medium
Frame Rate Full Frame
Max. Bitrate Mode General

Max. Bitrate(Kbps) 128

Max_Bitrate Range Recommended | 192~320(Kbps)

Figure 5.5 Encoding Parameters-Sub-stream

2)  Configure the parameters for the sub-stream. Refer to the steps of main stream settings.
3) Click Apply to save the settings.

b
J
You can click the Restore button to restore the current sub-stream settings to the default parameters.

4)  If you want to copy the current sub-stream settings to other camera (s), click Copy to enter the Copy Camera interface.
Select the camera (s) and click OK to finish the copy settings.

5.2 Configuring Record Schedule
Purpose:
Set the record schedule, and then the camera automatically starts/stops recording according to the configured schedule.
Steps:
1. Enter the Record Schedule interface.
Menu>Record>Schedule
2. Configure Record Schedule
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1)  Click Schedule to enter the record schedule settings interface.

Record

Camera Analog 1
Enable Schedule v
0 2 a4 B 8 0 12 14 16 18 20 22 24 ﬁ
Mon 1 B Normal
Tue 2 Event
Wed 3 . Molion
Alarm
Thu 4
WM
Fri 5
" M& A
Sat 4]
None
Sun T

Figure 5.6 Record Schedule

2) Choose the camera you want to configure.

3) Check the check box after the Enable Schedule item.

There are two ways to configure the record schedule.

Task 1: Edit the Schedule

Steps:

1)  Click Edit.

2) Inthe message box, you can choose the day which you want to set schedule.

3) To schedule an all-day recording, check Bl checkbox to enable all-day recording.
4) Set the Type in the dropdown list. Different recording types are available for different models.

S Series: Normal and Motion.
=
J

To enable Motion triggered recording, you must configure the motion detection settings as well. For detailed information,
refer to Chapter 8.1 and Chapter 8.2.

Schedule Mon

All Day M Type Normal
Stari/End Time 06:00-14:00 & Type Normal
Start/End Time 16:00-18:00 & Type Motion
Start/End Time 00:00-00:00 & Type Normal
Start/End Time 00:00-00:00 & Type Normal
Start/End Time 00:00-00:00 & Type Normal
Start/End Time 00:00-00:00 & Type Normal
Start/End Time 00:00-00:00 & Type Normal
Start/End Time 00:00-00:00 & Type Normal

Figure 5.7 Edit Schedule

5) To arrange other schedule, leave the All Day checkbox blank and set the Start/End time and Type.

=
J
Up to 8 periods can be configured for each day. And the time periods can’t be overlapped each other.
Repeat the above steps 2)-5) to schedule recording for other days in the week. If the schedule can also be set to other days,
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click Copy.

Al 1 2 3 4 5 6
17 [Holiday

Figure 5.8 Copy Schedule to Other Days
=
J

The Holiday option is available in the Schedule dropdown list when you have enabled holiday schedule in Holiday Settings.
Refer to Chapter 5.5 Configuring Holiday Record.

Edit
Holiday Name Holiday1
Enable v
Mode By Month
Start Date Jun 1
End Date Aug 1

Figure 5.9 Holiday Settings

6) Click OK to save setting and back to upper level menu.
Task 2: Draw the Schedule
Steps:
1) Click the icon on the right to select a record type. Set the Type in the dropdown list. Different recording types are availa-
ble for different models.
To enable Motion triggered recording, you must configure the motion detection settings. For detailed information, refer
to Chapter 8.1 and Chapter 8.2.
2) Use the mouse to drag and draw time periods.

Up to 8 periods can be configured for each day.
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Camera Analog 1

Enable Schedule

10 12 14 16 18 20 22 24 ﬁ
L]

I T I T

e et T Mtoma
vs_ mjojefete|etmi o | g
Alarm
A
Fri w 5 M&A

Sat 5]
None

Sun T

“Mote: Operalion is invalid when the number of ime segmenis exceeds the |...

Figure 5.10 Draw the Schedule

3) You can repeat the above steps to set schedule for other channels. If the settings can also be used to other channels,
click Copy to enter the Copy Camera interface and then choose the channel to which you want to copy.

Copy to

[« Analog A1 VA2 VAR (VA4 [FAS  [VIAB

Figure 5.11 Copy Schedule to Other Channels

4) Click Apply in the Record Schedule interface to save the settings.
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5.3 Configuring Motion Detection Record

Purpose:

Follow the steps to set the motion detection parameters. In the live view mode, once a motion detection event takes place, the de-
vice can analyze it and perform some response actions to handle it. Enabling motion detection function can trigger certain channels
to start recording, or trigger full screen monitoring, audio warning, notify the surveillance center and so on. In this chapter, you can

follow the steps to schedule a record which triggered by the detected motion.
Steps:
1. Enter the Motion Detection interface.
Menu>Camera>Motion

Motion Detection

Camera Analog 1

Enable Motion Detection

Handling
Sensitivity

Figure 5.12 Motion Detection

2. Configure Motion Detection:

1) Choose camera you want to configure.

2) Check the checkbox after Enable Motion Detection.

3) Drag and draw the area for motion detection by mouse. If you want to set the motion detection for all the area shot by

the camera, click Full Screen. To clear the motion detection area, click Clear.
i
By default, the motion detection is configured in full screen.
Moion Detection
Camera Analog 1

Enable Motion Detection |+

Handling
Sensilivity

Figure 5.13 Motion Detection- Area Settings

4) Click Handling, and the message box for channel information will pop up.
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Handling
Trigger Channel  Arming Schedule  Handling

—_ - ] —

" Analog a1 A2 A3 Al A5 AB

AT Ag

Figure 5.14 Motion Detection Handling

5) Select the channels which you want the motion detection event to trigger recording.
6) Click Apply to save the settings.
7) Click OK to back to the upper level menu.
8) Exit the Motion Detection menu.
3. Enter Schedule settings interface.
4. Menu> Record> Schedule>Record Schedule

oo

Camera Analog 1
Enable Schedule =2
0 2 4 6 & 10 12 14 16 18 20 22 24 ﬁ
Mon 1 B Normal
Tue 5 Event
T 2 - Motion
Alarm
Thu 4
BwMia
Fri 5
n ME A
Sat 6
None
Sun 7

Figure 5.15 Record Schedule

1) Check the checkbox after the Enable Schedule item.

2) Click Edit.

3) In the message box, you can choose the day to which you want to set schedule.

4) Set the Type as Motion.

5) To schedule an all-day recording, check the checkbox after the All Day item.
Schedule Mon
All Day M Type Normal
Start/End Time 06:00-14:00 & Type Normal
Start/End Time 16:00-18:00 &l Type Motion
Start/End Time 00:00-00:00 &) Type Normal
Start/End Time 00:00-00:00 &l Type Normal
Start/End Time 00:00-00:00 &l Type Normal
Start/End Time 00:00-00:00 &) Type Normal
Start/End Time 00:00-00:00 & Type Normal
Start/End Time 00:00-00:00 & Type Normal

| oY | BB | O o Cancl.
Figure 5.16 Edit Schedule

To arrange other schedule, leave the All Day checkbox blank and set the Start/End time.

Up to 8 periods can be configured for each day. And the time periods can’t be overlapped each other.
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Repeat the above steps3)-6) to schedule motion detection triggered recording for all the week. If the schedule can also
be set to other days, click Copy.

Copy to

v Al 1 72 73 7 4 75 '

v T

Figure 5.17 Copy Schedule to Other Days

6) Click OK to back to upper level menu.

If you can to copy the same schedule settings to other camera (s), click Copy to enter the Copy Camera interface, and then
select the camera (s) you want to copy.

Copy to
v Analog Al VA2 A3 VA1 YA [VIAG
VAl VA8

Figure 5.18 Copy Schedule to Other Channels

5.5 Configuring Manual Record

Purpose:

Follow the steps to set parameters for the manual record. When using manual record, you need to manually cancel the record. The
manual recording is prior to the scheduled recording.
Steps:
1. Enter the Manual settings interface.
Menu> Manual

Rog

N Recording by schedule

24 Recording by manual operation

Normal
Motion Detection

Figure 5.24 Manual Record

2. Enable recording for camera (s).

=
Click the status button beside each camera number/t:g change tol™), or you can enable recording for all cameras by
clicking the status bar before Analog to change it tol™),
3. Set recording mode to manual.
= (=
By default, the camera is enabled w/i:t\h recording by schedule (L”“)) Click the \* status bar to change it to =~ and click again
to enable the recording to manual (Lﬂ)
ON: Recording by schedule.

Oonl .

% recording by manual operation.

After rebooting, all the manual records enabled are canceled.
4.  Start all-day normal recording or all-day motion detection recording of all channels.

1)  Click &3 for Normal or Motion Detection.
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2 Start all-day normal recording of all Start all-day motion detection recording
channels? of all channels?

Figure 5.25 Start Normal or Motion Detection Recording

2)  Click YES to enable all-day normal recording or all-day motion detection recording of all channels.

5.6 Configuring Holiday Record
Purpose:
You may want to have different plan for recording on holiday. Follow the steps to configure the record schedule on holiday.
Steps:
1. Enter the Record setting interface.
Menu>Record
2. Choose Holiday on the left bar.

Holiday Settings

2 Holiday2 Disabled 1.Jan 1.Jan &
3 Holiday3 Disabled 1.Jan 1.Jan 4
4 Holiday4 Disabled 1.Jan 1.Jan #
5 Holiday5 Disabled 1.Jan 1.Jan #
6 Holidayé Disabled 1.Jan 1.Jan #
7 Holiday7 Disabled 1.Jan 1.Jan 4
8 Holiday8 Disabled 1.Jan 1.Jan #
9 Holiday9 Disabled 1.Jan 1.Jan #
10 Holiday10 Disabled 1.Jan 1.Jan #
11 Holiday11 Disabled 1.Jan 1.Jan &

Figure 5.26 Holiday Settings

3. Enable Edit Holiday schedule.
1) Click [ to enter the Edit interface.

Holiday Name Holiday1

Enable v

Mode By Date

Start Date 2013-08-15 ]
End Date 2013-08-15

Figure 5.27 Edit Holiday Settings

2) Check the checkbox after Enable.
3) Select Mode from the dropdown list.
There are three different modes for the date format to configure holiday schedule.
4) Set the start and end date.
5) Click Apply to save settings.
6) Click OK to exit the Edit interface.
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4.  Enter Record Schedule settings interface.
Menu> Record> Schedule
1) Select Record.
2) Check the checkbox after Enable Schedule.
3) Click Edit.
4) Select Holiday from the Schedule dropdown list.

Edit

Schedule Holiday

All Day (v Type Motion
Start/fEnd Time 00:00-00:00 Type Normal
Start/fEnd Time 00-00-00-00 Type Normal
Start/fEnd Time 00:00-00:00 Type Normal
Start/End Time 00:00-00:00 Type Normal
StartyEnd Time 00:00-00:00 Type Normal
Start/End Time 00:00-00:00 Type Normal
Start/End Time 00:00-00:00 Type Normal
Start/fEnd Time 00:00-00:00 Type Normal

Figure 5.28 Edit Schedule- Holiday
5) Select Motion or Normal from the Type dropdown list.
6) If you need all day recording, check the All Day checkbox. Otherwise leave it blank.
7) Set start/end time for holiday schedule.

5=
Up to 8 periods can be configured for each day. And the time periods can’t be overlapped each other.
In the time table of the channel, both holiday schedule and normal day schedule are displayed.

Repeat the above steps4)-7) to set Holiday schedule for other channel. If the holiday schedule can also be used to other channels,
click Copy and choose the channel you want to apply the settings.
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5.7 Files Protection
Purpose:
You can lock the recorded files or set the HDD property to Read-only to protect the record files from being overwritten.
Protect file by locking the record files:
Steps:
1. Enter Playback setting interface.
Menu> Playback

[vAnalog Vial VA2 VA3 Va4 Vas  Vae (VIAT (VA8
vViag VA0 VA11 VIA12 VA3 VA4 VA5 VA6

Start/End time of record 2013-08-14 09:36:22 -- 2013-08-16 14:21:50

Record Type All
File Type All
Start Time 2013-08-16 [5 00:00:00 W&
End Time 2013-08-16 [E 23:59:59 =

Figure 5.29 Playback

2. Select the channels by checking the checkbox to*'.
3. Configure the record type, file type and start/end time.
4. Click Search to show the results.

Search result

vCa..Stai/End Time . SizePlay Lock

VA1 2013-08-16 11:14:19--12:52:18  69.233KB@ (P

VA1 2013-08-16 13:44:54--13:45:28 474B@® 7

A1 2013-08-16 13:46:58--14:21:38 24 497KBE@ g

VA1 2013-08-16 14:21:39--14:21:50 158kB@ ¢

TA2  2013-08-16 11:14:20-12:52:18  69,634KBE@ ¢

VA2 2013-08-16 13:44:54--13:45:28 47TKE@® T

VA2 2013-08-16 13:46:58--14:21:38 24 642KB@ g

VA2 2013-08-16 14:21:41--14:21:50 158KB@® ¢

VA3 20130816 11:14:21-12:52:18 63.361KB@ & | | oo

VA3 2013-08-16 13:44:54--13:45:28 476KB@® 7 '

TA3  2013-08-16 1346:58--14:2138 24,545KB@ pp ~ Stantime:

= 2013-08-16 11:14:19
VA3 2013-08-16 14:21:39--14:21:50 149KB@ ¢f

VA4 2013-08-16 11:14:21-12:52:18  69,172KB@ P | Endlime:

= 2013-08-16 12:52:18
VA4 2013-08-16 13:44:54--13:45:28 475KB@ o7

Figure 5.30 Playback- Search Result

5. Protect the record files.

1)  Find the record files you want to protect, and then click the !2531 icon which will turn toﬁl, indicating that the file is
locked.

)
The record files of which the recording is still not completed can’t be locked.
2) Click ﬁ to change it to !erﬂn to unlock the file and the file is not protected.
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Attention

@ Record file may be overwritten after
unlocking. Continue?

ves J|T

Figure 5.31 Unlocking Attention
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6.1 Playing Back Record Files

6.1.1 Playing Back by Channel

Purpose:
Play back the recorded video files of a specific channel in the live view mode. Channel switch is supported.

Instant playback by channel:

Steps:
Choose a channel in live view mode using the mouse and click the button in the quick setting toolbar.

Only record files recorded during the last five minutes on this channel will be played back.

All-day Playback by channel
1. Enter the All-day Playback interface.

Right-click on the live view window and the live view toolbar appears at the bottom of the screen. Then click the icon on
the live view toolbar to enter the Playback interface, as shown in Figure 6.2.
Under multi-screen live view, record files of the selected channel will be played back.
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Figure 6.2 All-day Playback Interface

Playback management.

The toolbar in the bottom part of Playback interface can be used to control playing progress, as shown in Figure 6.4.

The channel and time selection menu displays by moving the mouse to the right of the playback interface.

Click the channel(s) if you want to switch playback to another channel or execute simultaneous playback of multiple chan-

nels, as shown in Figure 6.3.
@

v’ Camera 01
" Camera 02
" camera 03
" Camera 04
™ Camera 05
™ Camera 06

" camera 07

" Camera 08

TRl “ » o

Figure 6.3 All-day Playback Interface with Channel List

Dates marked in different colors:
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Figure 6.4 Toolbar of All-day Playback
Table 6.1 Detailed Explanation of All-day-playback Toolbar
Button Operation Button Operation Button Operation | Button Operation
= Audio on / 7 | [ Start/Stop 30s
n/ Mute / clipping n forward n 30s reverse
- Add default - Add customi- — Tag mana- Slow
2 tag = zed tag gement n forward
Pause reverse
play/ Pause play/
n /- Reverse play/ n /- Play/ Sin- - Stop n Fast forward
Single-frame gle-frame play
reverse play
Previous day Next day Hide Exit
Process bar Bromal Bemnt Bt | Video type bar =/= Scaling up/down time bar
=
® Playback progress bar: use the mouse to click any point of the progress bar or drag the progress bar to locate special frames.
®  About video type bar: B represents normal recording (manual or schedule); M represents event recording (motion); H repre-

sents smart search recording.

6.1.2 Playing Back by Time

Purpose:
Play back video files recorded in specified time duration. Multi-channel simultaneous playback and channel switch are supported.
Steps:

1. Enter playback interface.

Menu>Playback
2. Check the checkbox before the channel to select channel(s) and click the Detail button to view the record information of the

channel(s). You can click Previous or Next to select the day for viewing the record information.
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M Normal
Motion

Figure 6.5 Record Information

Click Back to return to the playback interface.
Set search conditions and click the Playback button to enter Playback interface.

MNormal
" Analog VA1 v A2 VA3 VA4 VA5 v AB
Start/End time of record 08-14-2013 17:17:06 09-02-2013 11:45:36
Record Type All
File Type All
Start Time 09-03-2013 [ 00:00:00
End Time 09-03-2013 M| 23:59:59

Figure 6.6 Video Search by Time

In the Playback interface:
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The toolbar in the bottom part of Playback interface can be used to control playing process, as shown in Figure 6.8.
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Figure 6.8 Toolbar of Playback by Time
Table 6.2 Detailed Explanation of Playback-by-time Toolbar
Button Operation Button Operation 1:::;- Operation Bty Operation
n / Au}\c/l[llcl)t:n/ N d Sif»il;/j:)gp n 30s forward n 30s reverse
~ Add default N Add custo- - Tag manage- Slow
© tag mized tag ment n forward
Pause reverse Pause play/
play/Re- Play/Sin- Fast
ol e BE O (B s | B
Single-frame a
reverse play pay
= . . . | Progress
= Video search Exit E Hide bar
Wrima Ween Wsran Video type
bar

H
!
® Playback progress bar: use the mouse to click any point of the progress bar or drag the progress bar to locate special frames.
®  About video type bar: B represents normal recording (manual or schedule); M represents event recording (motion); l repre-
sents smart search recording.

6.1.3 Playing Back by Normal Video Search
Purpose:
Play back video files searched out by restricting recording type and recording time. The video files in the result list are played back
sequentially and channel switch is supported. Recording types contain Normal, Motion and Manual.
Steps:
1. Enter Record File Search interface.
Menu>Playback
Set search condition and click Search button to enter the Search Result interface.

ot |

" Analog VAl v A2 v A3 v A4 VA5 v AB v AT v AB

Start/End time of record 08-14-2013 17:17:06 09-02-2013 11:45:36
Record Type All
File Type All
09-03-2013

09-03-2013

Figure 6.9 Normal Video Search

[ 00:00:00 L
[ 23:59:59 L

Start Time

End Time

2. Choose a record file you want to play back.

If there is only one channel in the search result, clicking button takes you to Full-screen Playback interface of this chan-
nel.

If more than one channel is optional, clicking button takes you to step 3 and step 4.
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A1 09-02-2013 08:39:37--09:02:08  23,256KB @ dq
A2 09-02-2013 08:39:37--09:51:36 38,693KB@

[5)
A3 09-02-2013 08:39:37--09:51:36  38616KB@ gf
A4 09-02-2013 08:39:37--09:51:36 38_585KB@ )
AS 09-02-2013 08:39:38--09:51:36 38_603KB© Uﬁ‘
A6 09-02-2013 08:39:37-09:51:36  38641KBQ gf
AT 09-02-2013 08:39:37--09:51:36 38,499KB@ )
A8 09-02-2013 08:39:37--09:51:35 38.649KB© &
HDD: 1
Start time:

09-02-2013 08:39:37

End time:
09-02-2013 09:02:08

Figure 6.10 Result of Normal Video Search

3. Choose channels for simultaneous playback.
Optional channels for simultaneous playback are the same as the channels chosen to search record files in step 1. And the

channel with the recorded file selected in step 2 is the main channel during multi-channel playback and it is displayed at the
upper left corner.

Synch Playback

"~ Analog VA1 T A2 [Ja3 [ a4 A5 A6 T AT T AB

Figure 6.11 Select Channels for Synchronous Playback

4. Synchronous Playback interface.
The toolbar in the bottom part of Playback interface can be used to control playing process.

Figure 6.12 4-ch Synchronous Playback Interface

The hidden list of recorded files displays by moving the mouse to the right of the playback interface.
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Figure 6.13 Toolbar of Normal Playback

Table 6.3 Detailed Explanation of Normal Playback Toolbar

Button (Kpﬁratim; Button (S)tper/astinn Button | Operation | Button Operation
: udio on, ) ) art/Sto
n/ ; é\/gﬂf l ) f d | Sllim)ingp H 30s forward n 30s ieverse
= Add default = Add customi- oy Tag manage- Slow
tag zed tag ment n forward
Pause reverse
play/Re- Pause play/Play/
n /- verse play/ n /- Single-frame - Stop n fofjxiatr d
Single-frame play
reverse play 5
[=l Video search Exit E Hide r%irress
e Video type
bar

)
J
® Playback progress bar: use the mouse to click any point of the progress bar or drag the progress bar to locate special frames.
® About video type bar: Ml represents normal recording (manual or schedule); M represents event recording (motion); E repre-
sents smart search recording.

6.1.4 Playing Back by Event Search
Purpose:
Play back record files on one or several channels searched out by restricting event type (motion detection or alarm input). Channel
switch is supported.
Steps:

1. Enter the playback interface.

Menu>Playback

2. Select Event tab to enter the Event Playback interface.

3. Select Motion or Alarm Input as the event type.

4. Set the start time and end time of the record files.

5. Select the camera (s) for searching.

een

Event Type Motion

Start Time 09-02-2013 [ 00:00:00 t
End Time 08-02-2013 1 23:59:59 .
v Analog v Al v AZ A3 v A4 v AS v AB v AT v AB

Figure 6.14 Video Search by Motion
6. Click Search button to enter the Search Result interface.
The Pre-play and post-play can be configured. The Pre-play refers to the time configured before the defined start time of event
search, and the Post-play refers to the time configured after the defined end time of event search. For example, when the start
time and end time of event search are set to 12:00:00 - 13:00:00, and the pre-play and post-play time is set to 30s and 20s
respectively, then the actual playback of event video file is 11:59:30 ~ 13:00:20.
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[ BAl 09-02-2013 14:51:04 09-02-2013 14:51:04

Pre-play i0s
Post-play 30s

Figure 6.15 Video Search Result by Motion
7. You can select an item from the list and click Details to view detailed information of the record file, e.g., start time, end time,
file size, etc.

09-02-2013 14:52:16--14:52:59 4.223'(8@
A1 A1 09-02-2013 14:54:42--14:58:20 14_966KB@
A1 A1 09-02-2013 14:58:21--14.58:43 1.516KB@
LY A1 09-02-2013 15:01:51--15:02:51 5_123KB®
A1l A1 09-02-2013 15:02:51--15:02:59 686KB@
A1 A1 09-02-2013 15:03:04--15.03.06 528KB®
A1 A1 09-02-2013 15:03:07--15:03:14 670KB@
A1 A1l 09-02-2013 15:03:18--15:03:21 597KB@
A1 A1 09-02-2013 15:03:21--15:03:34 1,363KB@
A1 A1 09-02-2013 15:03:41--15:06:12 11.036KB®
A1 A1 09-02-2013 15:06:14--15:08:46 14.733KB@

HDD: 1

Start time:
09-02-2013 14:52:16

End time:
09-02-2013 14:52:59

Figure 6.16 Event Details

8. Or you can directly click the button of each file item to enter its playback interface. The toolbar in the bottom part of
Playback interface can be used to control playing process.
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Figure 6.17 Interface of Playback by Event (1)
The hidden list of events will be displayed by moving the mouse to the right of the pIayback mterface

14:52:16
14:54:42
14:58:21
15:01:51
15:02:51
15:03:04
15:03:07
15:03:18
15:03:21
15.03:41
15:06:14

@@@@@@@@@@@.

100%
14:52:59

M Normal [l Event

Figure 6.18 Interface of Playback by Event (2)

100%

114:52:59
M normal [l Event [l Smant

Flgure 6.19 Toolbar of Playback by Event

Table 6.4 Detailed Explanation of Playback-by-event Toolbar

Operation Button : tp_e[/astm_n_ | Operation Button Operation
. art/Stop
n/. Audio on/Mute o / d o ((:jhnmng ;OS forward n 30sslieverse
= customi- ag manage- ow
\ Ve
Add default tag . zed tag ment n forward
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Pause re-
verse play/ Pause play/ Fast
n /- thverse play/ n /- Play/Sin- - Stop n forward
Single-frame gle-frame play
reverse play 5
= ) . . _ rogress
= Video search Exit E Hide ' bar
o e 5| Video type bar

[ m]

d NOTE

® Playback progress bar: use the mouse to click any point of the progress bar or drag the progress bar to locate special
frames.

® About video type bar: ll represents normal recording (manual or schedule); Ml represents event recording (motion); E repre-
sents smart search recording.

6.1.5 Playing Back by Tag

Purpose:
Video tag allows you to record related information like people and location of a certain time point during playback. You are also

allowed to use video tag(s) to search for record files and position time point.
Before playing back by tag:
1. Enter Playback interface.

r
1..
L
i
L

‘—

o w

100%
109:02:07
M Normai [ Event [ Smart

ket

Figure 6.20 Interface of Playback by Event

Click button to add default tag.
Click button to add customized tag and input tag name.

)
Max. 64 tags can be added to a single video file.
2. Tag management.

> button to check, edit and delete tag(s).
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Tag manage

Al TAG 2013-09-04 10:52:46

Edit Del...
7 m
s Mo
+ m
7 o

Al tag1 2013-09-04 10:52:48
Al TAG 2013-09-04 10:52:52
Al tag2 2013-09-04 10:52.54

Figure 6.21 Tag Management Interface
To play back by tag:
Steps:
1. Enter Playback interface.
Menu>Playback
Click Tag tab to enter Playback by Tag interface.
Choose channels, tag type and time, and click Search to enter Search Result interface.

[Note

Two tag types are selectable: All and Tag Keyword. Input keyword if you choose Tag Keyword.

v Analog VAl Va2 VA3 Va4 VA5 VB VAT VA8

Tag Type All

Tag Keyword

Start Time 01-08-2013 £ 00:00:00 &)
End Time 10-09-2013 ] 23:59:59

Figure 6.22 Video Search by Tag

2. Set playback conditions and tag management.
Choose the tag name of the recorded file you want to play back; it can be edited or deleted.
Pre-play and post-play time can be set according to actual needs.

Pre-play time and post-play time is added to the time point of the tag.
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1 2013-08-04 10:52:31
Al 1 1111111 2013-09-04 10:52:39
Al 1 TAG 2013-09-04 10:52:39 3
Al 1 TAG 2013-09-04 10:52:46 &
Al 1 tag1 2013-09-04 10:52:48 &
Al 1 tag1 2013-09-04 10:52:50 @
Al 1 TAG 2013-09-04 10:52:52
Al 1 TAG 2013-09-04 10:52:53 &
A 1 tag2 2013-09-04 10:52:54 3
Al 1 tag2 2013-09-04 10:52:56 &
Pre-play 30s
Post-play 305

Figure 6.23 Result of Video Search by Tag
Playback by tag.

Choose a tag and click button to play back the related record file.

" 100%
09:02:07

[ Normal [l Event [ Smart

Figure 6.24 Interface of Playback by Tag
The hidden list of tags will be displayed by moving the mouse to the right of the playback interface.
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TAG
111111
TaG
TAG
tag1
tag1
TAG
TAG
tag2
tag2

Figure 6.25 Interface of Playback by Tag with Video List

100
002:07
W torsas [ Evess [ St

Figure 6.26 Toolbar of Playback by Tag

Table 6.5 Detailed Explanation of Playback-by-tag Toolbar

Button (Iipgljatim/l Button (é)tper/asﬁon Button Operation Button [ Operation
- udio on, Y art/Stop
n / - évl(iltfe 1 / y fil(ifpinf% n ;Os forward n 30581ieverse
N efault N custo- = ag manage- ow
i —
> tag mized tag ment u forward
Pause reverse Pause play/
oE| oo (@ P B e | 3|
1 verse pay / gle-frame °p forward
Single-frame la
reverse play by 5
] Video search Exit E Hide r(;g;ess
Video type
Wromal et [ oot b_ar
H

sents smart search recording.

6.1.6 Playing Back by System Log

Purpose:

Play back record file(s) associated with channels after searching system logs.

Steps:

1. Enter Log Search interface.
Menu>Maintenance>Log Information
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Playback progress bar: use the mouse to click any point of the progress bar or drag the progress bar to locate special frames.
About video type bar: Bl represents normal recording (manual or schedule); M represents event recording (motion); l repre-
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2.

Log Search
Start Time
End Time
Major Type
Minor Type

2013-08-19
2013-08-19
All
All

Set search time and type and click Search button.

Log Search
Start Time
End Time
Major Type
Minor Type

I Operation

& Information
@ Information
@ Information
@ Information
& Information
@ Information
& Information

Wwim (e o e =

& Information

-
o

& Information

-
=

& Information

an PN

2013-08-19
2013-08-19
All

2013-08-19 09:56:04
2013-08-19 09:56:04
2013-08-19 09:56:12
2013-08-19 09:56:12
2013-08-19 09:56:12
2013-08-19 09:56:12
2013-08-19 09:56:12
2013-08-19 09:56:12
2013-08-19 09:56:12
2013-08-19 09:56:12
2013-08-19 09:56:12

AAAA AA AR AAERAA

00:00:00
E] 23:59:59

[Z1/ 00:00:00
[ 23:59:59

Power On
Local HDD Information
Start Recording
Start Recording
Start Recording
Start Recording
Start Recording
start Recording
Start Recording
Start Recording
Start Recording

e P ten

nin

)eeeeeeeee

U M AL A M < <

Figure 6.27 System Log Search Interface

Figure 6.28 Result of System Log Search

3. Choose a log with record file and click &= button to enter Playback interface.
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If there is no record file at the time point of the log, the message box “No result found” will pop up.
The toolbar in the bottom part of Playback interface can be used to control playing process.
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Playback 3]

Figure 6.29 Interface of Playback by Log
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6.2 Auxiliary Functions of Playback
6.2.1 Playing Back Frame by Frame

Purpose:
Play video files frame by frame, in order to check image details of the video when abnormal events happen.
Steps:

Go to Playback interface. If you choose playback of the record file: click button ﬂ and ﬂ until the speed changes to Single
frame and one click on trﬂalayback screen represents playback of one frame. If you choose adverse playback of the record

file: click button ﬂ and
playback of one frame. It is also feasible to use button n in toolbar.

6.2.2 Smart Search

Purpose:
In order to locate motion detection event easily and accurately in the playback progress bar, you are allowed to analyze a certain
area (scene) dynamically, and to get all of the related motion detection events that occurred in this area.
Steps:
1. Go to normal playback or all-day playback interface.
o

The smart search function is available for single-channel playback only.

until the speed changes to Single frame and one click on the playback screen represents adverse

100%
09:02:07

I Normal [ Event [ Smart

Figure 6.30 Playback Interface

2. Right-click mouse and select Smart Search to go to analysis area selection interface.

Video Search

Digital Zoom

Control Panel

Exit

Figure 6.31 Right-click Menu in All-day Playback and Normal Playback Interface

3. You can click button to set the full screen as target searching area. After drawing area(s), click button . to execute
smart search in this area.

Multi-area and full-screen searching modes are supported.
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Figure 6.32 Draw Area of Smart Search
Results of intelligent analysis:
Video type bar:
=== Normal record file;
=== Event record file;
=== Dynamic record file.
The hidden list of record files display when moving the mouse to the right of the playback interface.

14:58:21
15:01:51
15:02:51
15:03:04
15:03:07
15.03:18
15.03:21
15:03:41
15:06:14

@@@@@@@@@@@m

Figure 6.33 Smart Search Result with Video List

—— 1 14%

A5 A1
W tormal [l cvent [ cman

LI i e e R

Figure 6.34 Toolbar of Smart Search Playback
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Table 6.6 Detailed Explanation of Smart-search-playback Toolbar

Button Operation Button Operation ]:(l:_: Operation Button | Operation
n / Auls/[ll?tsn/ / Sz;rntsrtl(;p 30s forward n 30s reverse
Add default Add custo- Tag manage- Slow
\ \=
tag . mized tag ment n forward
Pause rever-
se play/Re- Pause play/
verse play/ Play/Sin- Fast
n/ - Single-fra- n/ - gle-frame - Stop n forward
me reverse play
Rl :
5 idéo . . rogress
o search Exit E Hide bar
Video type
Wremal Wt [ smar b_ar
5

® Playback progress bar: use the mouse to click any point of the progress bar or drag the progress bar to locate special

frames.

®  About video type bar: B represents normal recording (manual or schedule); M represents event recording (motion); l repre-

sents smart search recording.

6.2.3 Digital Zoom

Steps:

1. Right click the mouse on a channel under playback and choose Digital Zoom to enter Digital Zoom interface.
2. Use the mouse to draw a red rectangle and the image within it will be enlarged up to 16 times.
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Q. Video Search

Smart Search

Control Panel

Exit

Figure 6.36 Right-click Menu in Playback Mode
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Right-click menu:
=
J
This menu differs slightly from one playback interface to another.

Table 6.7 Detailed Explanation of Right-click Menu under Playback

Function
Return to Playback interface

Enter Digital Zoom interface

Smart Search against a specified area

Show & hide control interface

Exit the video playback interface
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7.1 Backing up Record Files

Before you start:
Please insert the backup device(s) into the device.
1.1.1  Backing up by Normal Video Search

Purpose:
The record files can be backed up to USB devices (USB flash drives, USB HDDs, USB writer).

Backup using USB flash drives, USB HDDs and USB writer.

Steps:
1. Enter Export interface.
Menu>Export>Normal
v Analog < A1 v A2 < A3 o A4 v A5 ' AB v AT VA8

start/End lime of record 08-14.2013 171706 - 09-03-2013 0949 36
Rocord Typ« All

File Type All

start Time 09-02-2013 3| 00.00:00
End Time 09-02-2013 0] 23:59:59

Figure 7.1 Normal Video Search for Backup

2. Set search conditions and click Search button to enter the search result interface.
3. Select record files you want to back up.

Click button to play the record file if you want to check it.

Check the checkbox before the record files you want to back up.

The size of the currently selected files is displayed in the lower-left corner of the window.
\“Ca. StabEndlme  SuePlay Lock

v A1 09-03-2013 09:02.48-09:03:09  1,718KB@ 7

HDD: 1

Start time:
09-03-2013 09:02:48

End time:
09-03-2013 09:03:09

e &
Figure 7.2 Result of Normal Video Search for Backup

4. Export the record files.
Click Export button and start backup.

=

If the inserted device is not recognized:
® Click the Refresh button.
* Reconnect device.

® Check for compatibility from vendor.
You can also format USB flash drives or USB HDDs via the device. USB writer and SATA writer cannot be formatted.
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Device Name usB1-1 _
ol | Folder 08-20-2013 19:40:36 o
_disk_id pod KB File 06-03-2013 20:51:54 T @
~$Eaal¥%d 7 ~vst 4KBFile 06-16-2013 17:59:02 o @
= ~$$nael%a T ~vix 4KBFile 06-16-2013 17:59:08 r @
~WRLO319 tmp GAG1IKB File 06-23-2013 22:20:22 m @
~WRL1315 tmp 4 112KBFile 06-23-2013 22:20:18 o @
~WRL2772 tmp 6 464KB File 06-24-2013 12:51:50 o @
Fres Space 3.5T9ME

Figure 7.3 Export by Normal Video Search using USB Flash Drive

Device Name USE CD/DVD RW _
Meme . swelwe  kdtbale . DoklsPlay

Free Space 3,579MEB

Figure 7.4 Export by Normal Video Search using USB Writer

Stay in the Exporting interface until all record files are exported with pop-up message box “Export finished”.

Export finished.

Figure 7.5 Export Finished
5. Check backup result.
Choose the record file in Export interface and click button to check it.
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Device Name

UsB1-1

=K Folder 08-29-2013 19:40:36 o
_disk_id pod OKBFile 06-03-2013 20:51:54 o @
a01_md_ch01_130__ 1,718KBFile 09-03-2013 09:55:23 o @
a01_md_ch01_130__ 1KBFile 09-03-2013 09:55:23 o @
~$$nemlled 7 ~vst AKBFile 06-16-2013 17:59:02 o (O]
~$$neiled T ~vix AKBFile 06-16-2013 17:59:08 o @
~WRL0319 tmp 6461KBFile 06-23-2013 22:20:22 o @
~WRL 1315 tmp 4,112KBFile 06-23-2013 22:20:18 o @
~WRL2772 tmp 6,464KB File 06-24-2013 12:51:50 jug ©

Free Space 3.5T8MB

Figure 7.6 Checkup of Export Result using USB Flash Drive

Device Name

Name  Suelye  EdtDate  Delelo Play
& a Folder 08-29-2013 19:40:36 o I
_disk_id pod OKB File 06-03-2013 20:51:54 o @
a01_md_chD1_130.. 1.718KBFile 09-03-2013 09:55:23 T ©
~ a01_md_ch01_130_. 1KBFile 09.03-2013 09:55:23 T @
~§$nemi¥d 7 ~vst AKBFile 06-16-2013 17:59:02 T @
~$$ 0017 ~vix 4KBFile 06-16-2013 17:59:08 T @
~ ~WRLO0319 tmp 6 461KE File 06-23-2013 22:20:22 T @
~WRL1315 tmp 4.112KBFile 06-23-2013 22:20:18 T @
~WRL2772 tmp 6 464KE File 06242013 12:51:50 T @

Free Space 3.57aMB

USE CD/IDVD RW

Figure 7.7 Checkup of Export Result using USB Writer

1.1.2 Backing up by Event Search

Purpose:
Back up event-related record files using USB devices (USB flash drives, USB HDDs, USB writer), or SATA writer.
Steps:

1. Enter Export interface.

Menu>Export>Event

2. Select Motion or Alarm Input as the event type.

3. Set the start time and end time of the record files.

4.  Select the camera (s) for searching.

b

Event Type Molion

Start Time 01-09-2013 [ 00:00:00 L
End Time 06-09-2013 B 23:59:59 L
v Analog v Al v A2 VA3 v A4 v A5 v AB VAT v AS

Figure 7.8 Event Search for Backup

5. Click Search button to enter the Search Result interface.
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09-02-2013 14:51:04 09-02-2013 15:08:16
A 09-02-2013 15:08:17 09-02-2013 15:08:17
M A1 09-03-2013 09:02:42 09-03-2013 09:02:42

B B}

Fre-play 30s
Post-play 30s

Figure 7.9 Result of Event Search

6. Select record files to export.
You can enter the Export interface by the following two ways:
® Select motion detection event (s) from the list and click Quick Export button to enter the Export interface, as shown in
Figure 7.9.
® (1) Click the Details button to enter the interface with detailed information of the record file, e.g., start time, end time, file
size, etc. The size of the currently selected files is displayed in the lower-left corner of the window.
(2) Select record file (s) from the list and click Export button to enter the Export interface, as shown in Figure 7.10.

Search result

)
v

A1 o@oa-zouonoue-ososog 1,118KBQ 7

HDD: 1

Start ime:
09-03-2013 09:02:48

End time:
09-03-2013 09:03.09

Figure 7.10 Event Details Interface

7. Export the selected record files.
Click the Export button and start backing up.

‘
If the inserted USB device is not recognized:
® Click the Refresh button.
* Reconnect device.
® Check for compatibility from vendor.
You can also format USB flash drive or USB HDDs via the device.
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Device Name uUsB1-1 _
= a Folder 08-29-2013 19:40:36 o
_disk_id pod OKBFile 06-03-2013 20:51:54 o @
~$$5ai1447 ~vst AKB File 06-16-2013 17:59:02 o @
= ~$Snad 447 ~vix 4KBFile 06-16-2013 17:59:08 o @
~WRL03189 tmp 6. 461KB File 06-23-2013 22:30:22 m @
~WRL1315.tmp 4 112KBFile 06-23-2013 22:20:18 o @
~WRL2772 imp 6,464KB File 06-24-2013 12:51:50 o @
Free Space 3.579MB

Figure 7.11 Export by Event Using USB Flash Drive
Stay in the Exporting interface until all record files are exported with pop-up message “Export finished”.
Export

Export finished.

Figure 7.12 Export Finished
8. Check backup result.
Choose the record file in Export interface and click bu‘_r_t_p_n___to check it.

Dewvice Name usB1-1 _
ﬁ————
=K Folder 08-29-2013 19:40:36 o I
_disk_id pod OKB File 06-03-2013 20:51:54 T @
al1_md_ch01_130_. 1.718KB File 09-03-2013 09:55:23 o @
a01_md_ch01_130.. 1KB File 09-03-2013 09:55:23 o @
~$$nemi%A 7 ~vst KB File 06-16-2013 17:59:02 T @
~$8nal¥%d T ~vix 4KB File 06-16-2013 17:59:08 o @
~WRL0319 tmp 6,461KB File 06-23-2013 22:20:22 o @
~WRL1315 tmp 4.112KBFile 06-23-2013 22:20:18 T @
~WRL2772 tmp 6.464KB File 06-24-2013 12:51:50 o @
Free Space 3,578MB

Figure 7.13 Checkup of Event Export Result Using USB Flash Drive
1.1.3 Backing up Video Clips

Purpose:
You may also select video clips to export directly during Playback, using USB devices (USB flash drives, USB HDDs, USB writer).
Steps:
1. Enter Playback interface.
Please refer to Chapter 6.

78. During playback, use buttons ﬂ and ﬂ in the playback toolbar to start or stop clipping record file(s).
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3. Exit Playback interface after finishing clipping and you will then be prompted to save the clips.
=

A maximum of 30 clips can be selected for each channel.

100%
109:02:07

M Normal [l Event [l Smant

Figure 7.14 Interface of Playback by Time

4. Click Yes to save video clips and enter Export interface, or click No to quit and do not save video clips.

Attention

@ There are some video clips to be saved.
Do you want to save them now?

ves I

Figure 7.15 Attention to Video Clip Saving
5. Export the video clips.
Click Export button and start backing up.

If the inserted USB device is not recognized:
* Click the Refresh button.
* Reconnect device.
® Check for compatibility from vendor.
You can also format USB flash drive or USB HDDs via the device.

71



epcom

POWERED BY

HIKVISION

Device Name UsB1-1 _
i a Folder 08-20-2013 19:40:36 o
_disk_id pod OKB File 06-03-2013 20,51.54 o @
~$$nani%d 7 ~vst 4KEB File 06-16-2013 17:59:02 i ©
= ~$Sneei¥%d 7 ~vix 4KBFile 06-16-2013 17:59:08 T &
~WRL0318 tmp G AG1KE File 06-23-2013 22.20:22 'm' @
~WRL1315 tmp 4,112KBFile 06-23-2013 22:20:18 T @
~WRL2772 tmp 6 464KB File 06-24-2013 12:51:50 T @
Free Space 3.579MB

Figure 7.16 Export Video Clips Using USB Flash Drive

Stay in the Exporting interface until all record files are exported with pop-up message “Export finished”.

Export finished.

OK

Figure 7.17 Export Finished

6. Check backup result.

Export

Device Name UsSB1-1 _
Name  suolwe  EdlDale  Dololo Play
& a Folder 08-20-2013 19:40:16 o I
_disk_id pod OKBFile 06-03-2013 20:51:54 o @
a01_md_ch01_130__ 1.718KBFile 09-03-2013 09:55:23 T ©
a01_md_ch01_130__ 1KBFile 09-03-2013 09:55:23 T @
~$$nal¥d 7 ~vst 4KBFile 06-16-2013 17:58:02 T @
~$$napied 7 ~vix AKBFile 06-16-2013 17:59:08 o @
~WRL0319 tmp 6,461KB File 06-23-2013 22:20:22 T @
~WRL1315 tmp 4.112KBFile 06-23-2013 22:20:18 T @
~WRL2772 tmp 6.464KE File 06-24-2013 12:51:50 T ©
Free Space 3.578MB

Figure 7.18 Checkup of Video Clips Export Result Using USB Flash Drive
7.2 Managing Backup Devices

Management of USB flash drives, and USB HDDs.
1. Enter Search Result interface of record files.
Menu>Export>Normal
Set search condition and click Search button to enter Search Result interface.
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At least one channel shall be selected.
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Racord Type Al

Fila Typa All
Start Time 08-02-2013
End Time 0o-02-2013
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Ly |  AS AR AT o AR

022013 49 36

[ 00:00:00
[ 23:59:50 .

Figure 7.19 Normal Video Search

Select record files you want to back up.
Click Export button to enter Export interface.

[Nor|

At least one record file shall be selected.

Search result

/Ca. SlaEndlme  SuePlay Lock

v A1 09-03-2013 09:02.48-09:03:08  1,718KB@®

HDD: 1

Start time:
09-03-2013 09:02:48

End time:
09-03-2013 09:03:09

Figure 7.20 Result of Normal Video Search for Backup

Backup device management.

Click New Folder button if you want to create a new folder in the backup device.

Select a record file or folder in the backup device and click button o if you want to delete it.
Select a record file in the backup device and click button to play it.

Click Format button to format the backup device.

[Noe

If the inserted USB device is not recognized:
¢ Click the Refresh button.
* Reconnect device.
® Check for compatibility from vendor.
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Dewvice Name

_disk_id pod
~$85a0i%A47 ~vst
~§§neei¥%d 7 ~vix
~WRLO319 tmp
~WRL1315.tmp
~WRL2772 tmp

Free Space

usB1-1

DKBE File
AKB File
4KB File
6 A61KBFile
4,112KBFile
6,464KB File

3.579MB

Folder

08-29-2013 19:40:36
06-03-2013 20:51:54
06-16-2013 17:59:02
06-16-2013 17:59.08
06-23-2013 22:20:22
06-23-2013 22:20:18
06-24-2013 12:51.50

Y= 1= =E ) al‘
(ol ol ol o) o) 7] I‘

Figure 7.21 USB Flash Drive Management

Management of USB writers

1. Enter Search Result interface of record files.

Menu>Export>Normal

Set search condition and click Search button to enter Search Result interface.

[Nor|

At least one channel shall be selected.

7hnalo-g - A1

SlartfEmd bime of recerd
Racord Ty

Fila Type

Start Time

End Time

a2 A3

0B-14-2013 171706 —

Al
All
0e.02-2013
08-02-2013

¥ A4 A5 o AR

FD2-2013 4936

[ 000000
[ 23.59:50

AT

Figure 7.22 Normal Video Search for Backup

2. Select record files you want to back up.

Click Export button to enter Export interface.

[Nore|

At least one record file shall be selected.
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Search result

Play Lock

v A1 09-03-201309:0248-09:03:09  1.118KB@ '

HDD: 1

Start time:
09-03-2013 09:02:48

End time:
09-03-2013 09:03:09

Figure 7.23 Result of Normal Video Search for Backup

Backup device management.
Click Erase button if you want to erase the files from a re-writable CD.

[Nore]

There must be a re-writable CD when you make this operation.
If the inserted USB writer is not recognized:
¢ Click the Refresh button.

* Reconnect device.
® Check for compatibility from vendor.

Free Space 3,579MB

Figure 7.24 USB Writer Management
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CHAPTER 8

Alarm Settings
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8.1 Setting Motion Detection
Steps:
1. Enter Motion Detection interface and choose a camera you want to set motion detection.
Menu> Camera> Motion

Motion Detection

Camera Analog 1

Enable Motion Detection

Handling
Sensitivily

Figure 8.1 Motion Detection Setup Interface

2. Set motion detection area and sensitivity.
1) Check the checkbox of Enable Motion Detection to enable motion detection, use the mouse to draw detection area(s)
and drag sensitivity bar to set sensitivity.

2) Click the icon of Handling to set alarm response actions.
MotonDetecion

Camera Analog 1

Enable Motion Detection v

Handling
Sensilivity

Figure 8.2 Set Detection Area and Sensitivity

3. Click Trigger Channel tab and select one or more channels which will start to record or become full-screen monitoring when
motion alarm is triggered.

Handling
Trigger Channel  Arming Schedule  Handling

] —_ ] ]

" Analog Va1 [ A2 A3 A4 A5 AB

AT AB

Figure 8.3 Set Trigger Camera of Motion Detection
4. Set up arming schedule of the channel.

1) Select Arming Schedule tab to set the channel’s arming schedule.
2) Choose one day of a week and up to eight time periods can be set within each day.

Time periods shall not be repeated or overlapped.
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Handling
Trigger Channel Arming Schedule Handling

Mon

]
)
o
=

00:00-18:00 ot
19:00-21:00 L
00:00-00:00 b
00:00-00:00 L
00:00-00:00 ok
00:00-00:00 i
00:00-00:00 et
00:00-00:00 <

@ =@ AW M=

Figure 8.4 Set Arming Schedule of Motion Detection

5. Click Handling tab to set up alarm response actions of motion alarm (please refer to Chapter 8.5).
Handling

Trigger Channel  Arming Schedule  Handling
T Full Screen Monitoring
7 Audible Warning
" IMotify Surveillance Center
[ 1Send Email

T Trigger Alarm Qutput

| hopy | ok Gancal |
Figure 8.5 Set Alarm Response Actions of Motion Detection
6. Click OK to complete the motion detection settings of the channel.

7. If you want to set up motion detection for another channel (s), repeat the above steps or copy the above settings to the
channel (s).

You are not allowed to copy the Trigger Channel action.
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" Analog A1 A2 A3 Ad A5 AB
Tlar Tlas [Tag TTA10 TTA1T T A12
Tla1s a4 A1 TATE

ook
Figure 8.6 Copy Settings of Motion Detection

8.3 Detecting Video Loss
Purpose:
Detect video loss of a channel and take alarm response action(s).
Steps:
1. Enter Video Loss interface of Camera Management.
Menu> Camera> Video Loss

Video Loz

Camera Analog 1

Enable Video Loss Alarm

Handling

Figure 8.12 Video Loss Setup Interface

Select a channel you want to detect.

Check the checkbox of Enable Video Loss Alarm.

Click the icon of Handling to enter the Handling interface.
Set the arming schedule and alarm response actions. Please refer to Step4 and Step5 of Chapter 8.1 Setting Motion Detec-
tion.

Ok N
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Handling

Arming Schedule  Handling
Week Mon
1 00:00-24:00 L
2 00:00-00:00 L
3 00:00-00:00 &
4 00:00-00:00 &
5 00:00-00:00 L
6 00:00-00:00 L
7 00:00-00:00 L
8 00:00-00:00 L

T AP ST S en——
Figure 8.13 Set Arming Schedule of Video Loss

6. Click Apply to save the video loss alarm settings.

8.4 Detecting Video Tampering
Purpose:
Trigger alarm when the lens is covered and take alarm response action(s).
Steps:
1. Enter Video Tampering interface of Camera Management.
Menu> Camera> Video Tampering Detection
Video Tampering Detection Seftings

Camera Analog 1

Enable Video Tampering Detecti_.. |

Handling
Sensitivily

Figure 8.14 Video Tampering Detection Setup Interface

2. Select a channel you want to detect video tampering.
3. Check the checkbox of Enable Video Tampering Detection.

i
[Nore
By default, the video tampering detection is configured in full screen.

4. Move the sensitivity bar and choose a proper sensitivity level.

5. Click the icon of Handling to enter the Handling interface.

6. Set the arming schedule and alarm response actions. Please refer to Step4 and Step5 of Chapter 8.1 Setting Motion Detec-
tion.

7. If you want to set video tampering detection handling method for another channel, repeat above steps or click Copy to copy
the above settings to it.
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" Analog Al A2 Al A4 AS AB

AT AR

Figure 8.15 Copy Settings of Video Tampering

8.5 Handling Exceptions
Purpose:
Exception settings refer to the handling method of various exceptions, including:
e HDD Full: The HDD is full.
e HDD Error: Writing HDD error, unformatted HDD, etc.
¢ Network Disconnected: Disconnected network cable.
¢ |P Conflicted: Duplicated IP address.
e |llegal Login: Incorrect user ID or password.
¢ Input / Output Video Standard Mismatch: 1/0 video standards do not match.
e Record Exception: No space for saving recorded file.
Steps:
Enter Exceptions interface of System Configuration and handle various exceptions.
Menu> Configuration> Exceptions
Please refer to Chapter 8.5 for detailed alarm response actions.

beopron

Exception Type HDD Full

Audible Warning
Notify Surveillance Center
Send Email

Figure 8.16 Exceptions Setup Interface
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8.6 Setting Alarm Response Actions

Purpose:

The alarm response actions will be activated when an exception occurs, including Full Screen Monitoring, Audible Warning, Notify
Surveillance Center, and Send Email.

Full Screen Monitoring

When an alarm event (motion detection/video tampering detection/video loss detection) is triggered, the local monitor (VGA or BNC
monitor) display in full screen the video image from the alarming channel configured for full screen monitoring.

If alarms are triggered simultaneously in several channels, their full-screen images will be switched at an interval of 10 seconds (de-
fault dwell time). A different dwell time can be set by going to Menu> Configuration>Live View>Full Screen Monitoring Dwell Time.
Auto-switch will terminate once the alarm stops and you will be taken back to the Live View interface.

55
For motion detection alarm, you must select the channel(s) you want to make full screen monitoring (Menu>Camera>Mo-
tion>Handling>Trigger Channel).

Audible Warning
Trigger an audible beep when an alarm is detected.

Notify Surveillance Center
Sends an exception or alarm signal to remote alarm host when an event occurs. The alarm host refers to the PC installed with Re-
mote Client.

Bl
J

The alarm signal will be transmitted automatically at detection mode when remote alarm host is configured. Please refer to Chap-
ter 9.2.5 for details of alarm host configuration.

Send Email
Send an email with alarm information to a user or users when an alarm event is detected.
Please refer to Chapter 9.2.9 for details of Email configuration.
Trigger Alarm Output
Trigger an alarm output when an alarm is triggered.
Steps:

1. Enter Alarm Output interface.

Menu> Configuration> Alarm> Alarm Output

Select an alarm output and set alarm name and dwell time.

5=
J
If “Manually Clear” is selected in the dropdown list of Dwell Time, you can clear it only by going to Menu> Manual> Alarm and
clicking Clear All.

Alarm Status  Alarm Input  Alarm Cutput

Alarm Output No. A<-1
Alarm Name

Dwell Time 58
Handling

Figure 8.17 Alarm Output Settings Interface

2. Set arming schedule of the alarm output.

Click to set the arming schedule of alarm output. Choose one day of a week and up to 8 time periods can be set within
each day.

Time periods shall not be repeated or overlapped.
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Week Mon

00:00-24:00

00:00-00:00 =
00:00-00:00 &
00:00-00:00

00:00-00:00

00:00-00:00

00:00-00:00 =
00:00-00:00 =

@~ ||| w =

Figure 8.18 Set Arming Schedule of Alarm Output

3. Repeat the above steps to set up arming schedule of other days of a week. You can also click Copy to copy an arming

schedule to other days. Click OKto complete the settings of the alarm output.
4. You can also click Copy in Alarm Output interface to copy the above settings to another channel.
Copy Alarm Output to

Local->1 alarm1
Local-»2
TLocal-»3
Local->4

Figure 8.19 Copy Settings of Alarm Output

8.7 Triggering or Clearing Alarm Output Manually

Purpose:

Sensor alarm can be triggered or cleared manually. If Manually Clear is selected in the dropdown list of dwell time of an alarm
output, the alarm can be cleared only by clicking Clear button in the following interface.

Steps:

Select the alarm output you want to trigger or clear and make related operations.

Menu> Manual> Alarm

Click Trigger / Clear button if you want to trigger or clear an alarm output.

Click Trigger All button if you want to trigger all alarm outputs.

Click Clear All button if you want to clear all alarm output.
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Figure 8.20 Clear or Trigger Alarm Output Manually

84



85

CHAPTER 9

Network Settings

epcom

POWERED BY

HIKVISION



CREOM SIED
HIKVISION

9.1 Configuring General Settings
Purpose:
Network settings must be properly configured before you operate device over network.
Steps:
1. Enter the Network Settings interface.
Menu > Configuration > Network

eral

NIC Type 10M/100M Selt-adaphive
Enable DHCP B

IPv4 Address 1712 6 21 "

IPv4 Subnet Mask 255 255 256 0

IPv4 Default Gateway 172 .6 21 1

IPvE Address 1 fe80:: 264641 fe19:7524/64
IPvE Address 2

IPvE Default Gateway

MAC Address 00:64:64:19:75:24
MTU({Bytes) 1500

Preferred DNS Server

Alternate DNS Server

Figure 9.1 General Network Settings Interface

2. Select the General tab.

3. Inthe General Settings interface:
You can configure the following settings: NIC Type, IPv4 Address, IPv4 Gateway, MTU and DNS Server.
If the DHCP server is available, you can click the checkbox of DHCP to automatically obtain an IP address and other network
settings from that server.

The valid value range of MTU is 1280 ~ 1500.
4. After having configured the general settings, click the Apply button to save the settings.
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9.2 Configuring Advanced Settings
9.2.1 Configuring PPPoE Settings

Purpose:
Your device also allows access by Point-to-Point Protocol over Ethernet (PPPOE).
Steps:
1. Enter the Network Settings interface.
Menu > Configuration > Network
2. Select the PPPOE tab to enter the PPPOE Settings interface.

General PPPOE DDNS NTP Email UPnP More Settings

Enable PPPOE
User Name

Password

Figure 9.2 PPPoE Settings Interface

3. Check the PPPoE checkbox to enable this feature.
4.  Enter User Name and Password for PPPoE access.

The User Name and Password should be assigned by your ISP.
General PPPOE DDNS NTP  Email SHMP  UPnP  More Settings

—

Enable PPPOE o
User Name test
Password |“““ 173

Figure 9.3 PPPoOE Settings Interface

5. Click the Apply button to save and exit the interface.

6. After successful settings, the system asks you to reboot the device to enable the new settings, and the PPPoE dial-up is
automatically connected after reboot.
You can go to Menu>Maintenance>System Info>Network interface to view the status of PPPoE connection. Please refer
to Chapter 11.1Viewing System Information for PPPoE status.

9.2.2 Configuring DDNS

Purpose:
If your device is set to use PPPoE as its default network connection, you may set Dynamic DNS (DDNS) to be used for network
access.
Prior registration with your ISP is required before configuring the system to use DDNS.
Steps:

1. Enter the Network Settings interface.

Menu > Configuration > Network
2. Select the DDNS tab to enter the DDNS Settings interface.
General PPPOE DDNS NIFP Email SNMP UPnP  More Settings

Enable DDNS v
DDNS Type IPServer
Server Address

Device Domain Name

User Name

Password

Figure 9.4 DDNS Settings Interface

3. Check the DDNS checkbox to enable this feature.
4.  Select DDNS Type. Five different DDNS types are selectable: IPServer, DynDNS, PeanutHull, NO-IP and HiDDNS.
® |PServer: Enter Server Address for IPServer.

5
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The Server Address should be the IP address of the PC that runs IPServer.

General PPPOE DDNS  NTP  Email SNMP UPnP More Sellings
Enable DDNS v
DDNS Type IPServer

Server Address 173,200,91,74
Device Domain Name
User Name

Password

Figure 9.5 IPServer Settings Interface

* DynDNS:
1) Enter Server Address for DynDNS (e.g. members.dyndns.org).
2) In the Device Domain Name text field, enter the domain obtained from the DynDNS website.
3) Enter the User Name and Password registered in the DynDNS website.

General PPPOE DDNS NTP  Email SNMP  UPnP  More Sellings
Enable DDNS [+
DDNS Type DynDNS

Server Address members,dyndns,org

Device Domain Name 123 dyndns,com

test

| TEETEE

User Name

Password

Figure 9.6 DynDNS Settings Interface

* PeanutHull: Enter User Name and Password obtained from the PeanutHull website.

General PPPOE DDNS NTP Email SNMP  UPnP  More Setlings
Enable DDNS [+
DDNS Type PeanutHull
Server Address
Device Domain Name
User Name 123 .gicp.net
Password el

Figure 9.7 Peanut Hull Settings Interface

* NO-IP:
Enter the account information in the corresponding fields. Refer to the DynDNS settings.
1) Enter Server Address for NO-IP.
2) In the Device Domain Name text field, enter the domain obtained from the NO-IP website (www.no-ip.com).
3) Enter the User Name and Password registered in the NO-IP website.

General PPPOE DDNS NTP Emaill SNMP  UPnP  More Setlings
Enable DDNS [+
DDNS Type NO-IP
Server Address ne-ip,org
Device Domain Name 123 no-ip.org
User Name test
Password i

Figure 9.8 NO-IP Settings Interface

* HiIDDNS: You need to enter the Server Address and Device Domain Name for HIDDNS, and other fields are read only.
1) Enter the Server Address of the HIDDNS server: www.hiddns.com.
2) Enter the Device Domain Name. You can register the alias of the device domain name in the HiDDNS server first
and then enter the alias to the Device Domain Name in the DVR; you can also enter the domain name directly on the
DVR to create a new one.
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If a new alias of the device domain name is defined in the DVR, it will replace the old one registered on the server.
General PPPOE DDNS NTP Email UPnP  More Settings

Enable DDNS ~
DDNS Type HiDDNS
Server Address www hiddns.com

Device Domain Name

Figure 9.9 HIDDNS Settings Interface

Register the device on the HiDDNS server.
1)  Go to the HIDDNS website: www.hiddns.com.

2) Click Regsternewuser 1 register a user account if you do not have one.
3)  After registration is successful, use the account and password to log in.

Figure 9.10 Register an Account

4)  Inthe DDNS Management System interface, click the Device Management tab on the left menu bar and
then click to register the device.

Add Device

Device Alias: dwrl
Device Serial No.: 0120514BBRR407966787WCVU
Http Port: a0

Figure 9.11 Register the Device

=
[Nore
Only lower-case English alphabet, numeric and ‘-’ can be used in the alias of the device and the alias must be started with

letters of the lower-case English alphabet.
5. Click the Apply button to save and exit the interface.

9.2.3 Configuring NTP Server

Purpose:
A Network Time Protocol (NTP) Server can be configured on your device to ensure the accuracy of system date/time.
Steps:
1. Enter the Network Settings interface.
Menu > Configuration > Network
2. Select the NTP tab to enter the NTP Settings interface.
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General PPPOE DDNS NITP  Email SNMP  UPnP  More Sellings

Enable NTP v

Interval {min) 60

NTP Server 210,712,145 44
NTP Port 123

Figure 9.12 NTP Settings Interface

3. Check the Enable NTP checkbox to enable this feature.

4. Configure the following NTP settings:
¢ Interval: Time interval between the two synchronizing actions with NTP server. The unit is minute.
® NTP Server: IP address of NTP server.
® NTP Port: Port of NTP server.

5. Click the Apply button to save and exit the interface.

)
J
The time synchronization interval can be set from 1 to 10080min, and the default value is 60min. If the device is connected to a
public network, you should use a NTP server that has a time synchronization function, such as the server at the National Time Cen-
ter (IP Address: 210.72.145.44). If the device is setup in a more customized network, NTP software can be used to establish a NTP

server used for time synchronization.

9.2.4 Configuring UPnP™

Purpose:
UPNnP™ can permits the device seamlessly discover the presence of other network devices on the network and establish functional
network services for data sharing, communications, etc. If you want to use the UPnP™ function to enable the fast connection of the
device to the WAN via a router, you should configure the UPnP™ parameters of the device.
Before you start:
If you want to enable the UPnP™ function of the device, you must enable the UPnP™ function of the router to which your device is
connected. When the network working mode of the device is set as multi-address, the Default Route of the device should be in the
same network segment as that of the LAN IP address of the router.
Steps:

1. Enter the Network Settings interface.

Menu > Configuration > Network
2. Select the UPnP tab to enter the UPnP™ interface.
General PPPOE DDNS NTP Email SNMP  UPnP  More Seltings

Enable UPnP

Mapping Type Auto

Server Port = 8000 0.00.0 8000 Inactive
HTTP Port 80 0000 80 Inactive
RTSP Port # 554 o000 554 Inactive

Figure 9.13 UPnP™ Settings Interface

3. Check %1 checkbox to enable UPnP™.

4. Select the mapped type to Auto or Manual.
When you select Auto, the mapping ports can be automatically assigned by the router. When you select Manual, you should
continue Step5 to edit the mapping ports.

5. Click E to open the External Port Settings dialog box. Configure the external port No. for server port, HTTP port and RTSP
port respectively.

b
[Nore
You can use the default port No., or change it according to actual requirements.

)
® External Port indicates the port No. for port mapping in the router.
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Port Type Server Port

External Port 8001

Figure 9.14 External Port Settings Dialog Box

6.  You can click Refresh to get the latest status of the port mapping.

Enable UPnP v

Mapping Type Manual

HTTP Port 7 81 172.6.23.114 80 Active
RTSP Port 2554 172.6.23.114 554 Active

Figure 9.15 UPnP™ Settings Finished
7.  Click the Apply button to save the settings.

9.2.5 Configuring Remote Alarm Host
Purpose:
With a remote alarm host configured, the device will send the alarm event or exception message to the host when an alarm is
triggered. The remote alarm host must have the CMS (Client Management System) software installed.
Steps:

1. Enter the Network Settings interface.

Menu > Configuration > Network
2. Select the More Settings tab to enter the More Settings interface.

More Setllings

Alarm Host [P

Alarm Host Port 0
Server Port 8000
HTTP Port 80
Multicast IP

RTSP Port 554

Figure 9.16 More Settings Interface

3. Enter Alarm Host IP and Alarm Host Port in the text fields.
The Alarm Host IP refers to the IP address of the remote PC on which the CMS (Client Management System) software

(e.g., iVMS-4200) is installed, and the Alarm Host Port must be the same as the alarm monitoring port configured in the
software (default port is 7200).
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General PPPOE DDNS NTP Email SNMP UPnP  More Sellings
Alarm Host IP 1726 2158
Alarm Host Port 7200
Server Port 8000
HTTP Port 80
Multicast IP
RTSP Port 554

Figure 9.17 Configure Alarm Host

4.  Click the Apply button to save and exit the interface.

9.2.6 Configuring Multicast

Purpose:
The multicast can be configured to realize live view for more than the maximum number of cameras through network.

A multicast address spans the Class-D IP range of 224.0.0.0 to 239.255.255.255. It is recommended to use the IP address ranging
from 239.252.0.0 to 239.255.255.255.
Steps:
1. Enter the Network Settings interface.
Menu > Configuration > Network
2. Select the More Settings tab to enter the More Settings interface.
3. Set Multicast IP. When adding a device to the CMS (Client Management System) software, the multicast address must be
the same as the device’s multicast IP.

General PPPOE DDNS NTP Emall SWNMP  UPnP  More Settings
Alarm Host IP 17262158
Alarm Host Port 1200
Server Port 8000
HTTP Port 80
Multicast IP 239.252.2.50
RTSP Port 554

Figure 9.18 Configure Multicast

4.  Click the Apply button to save and exit the interface.

9.2.7 Configuring RTSP

Purpose:
The RTSP (Real Time Streaming Protocol) is @ network control protocol designed for use in entertainment and communications
systems to control streaming media servers.
Steps:
1. Enter the Network Settings menu by clicking Menu > Configuration > Network.
2. Select the More Settings tab to enter the More Settings men.

General PPPOE DDNS NTP Emaill SWNMP  UPnP  More Setlings
Alarm Host IP 17262158
Alarm Host Port 1200
Server Port 8000
HTTP Port 80
Multicast IP 239.252.2.50
RTSP Port 554

Figure 9.19 RTSP Settings Interface

3. Enter the RTSP port in the text field of RTSP Service Port. The default RTSP port is 554, and you can change it according to

different requirements.

4.  Click the Apply button to save and exit the menu.
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9.2.8 Configuring Server and HTTP Ports

Purpose:
You can change the server and HTTP ports in the Network Settings menu. The default server port is 8000 and the default HTTP
port is 80.
Steps:

1. Enter the Network Settings interface.

Menu > Configuration > Network
2. Select the More Settings tab to enter the More Settings interface.
3. Enter new Server Port and HTTP Port.
General PPPOE DDNS NTP Email SMMP  UPnP  More Setiings

Alarm Host IP 172.6.21.58
Alarm Host Port 7200

Server Port 8000

HTTP Port 80

Multicast IP 239.252.2.50
RTSP Port 554

Figure 9.20 Host/Others Settings Menu

4. Enter the Server Port and HTTP Port in the text fields. The default Server Port is 8000 and the HTTP Port is 80, and you
can change them according to different requirements.
5. Click the Apply button to save and exit the interface.
=
The Server Port should be set to the range of 2000-65535 and it is used for remote client software access. The HTTP port is
used for remote |IE access.

9.2.9 Configuring Email
Purpose:
The system can be configured to send an Email notification to all designated users if an alarm event is detected, a motion detec-
tion event is detected, etc.
Before configuring the Email settings, the device must be connected to a local area network (LAN) that maintains an SMTP mail
server. The network must also be connected to either an intranet or the Internet depending on the location of the e-mail accounts
to which you want to send notification.
Steps:

1. Enter the Network Settings interface.

Menu > Configuration > Network
2.  Set the IPv4 Address, IPv4 Subnet Mask, IPv4 Gateway and the Preferred DNS Server in the Network Settings menu.

General *PPO TP mail UPnP  More Settings

NIC Type 10M/100M Selt-adaphive
Enable DHCP M

Pvd Address 1712 6 4 "

IPv4 Subnet Mask 255 255 256 0

Fv4 Defaull Gateway 172 .6 21 1

IPv Address 1 fe80:: 264641 fe19:7524/64
FPvE Address 2

Fvt Default Gateway

MAC Address 00:64:64:19:75:24
MTU(Bytes) 1500

Preferred DNS Server

Alternate DNS Server

Figure 9.21 Network Settings Interface

3. Click the Apply button to save the settings.
4. Select the Email tab to enter the Email Settings interface.
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General PPPOE DDNS NTP Emal SNMP UPnP  More Settings

Enable Server Authentica. . |[ ]
User Name
Password
SMTP Server
SMTP Port
Enable SSL

25

Sender

Sender's Address

Select Receivers Receiver 1

Receiver
Receiver's Address

Enable Attached Picture

Interrval 25

Figure 9.22 Email Settings Interface

Configure the following Email settings:

Enable Server Authentication (optional): Check the checkbox to enable the server authentication feature.
User Name: The user account of sender’s Email for SMTP server authentication.

Password: The password of sender’s Email for SMTP server authentication.

SMTP Server: The SMTP Server IP address or host name (e.g., smtp.263xmail.com).

SMTP Port: The SMTP port. The default TCP/IP port used for SMTP is 25.

Enable SSL (optional): Click the checkbox to enable SSL if required by the SMTP server.

Sender: The name of sender.

Sender’s Address: The Email address of sender.

Select Receivers: Select the receiver. Up to 3 receivers can be configured.

Receiver: The name of user to be notified.

Receiver’s Address: The Email address of user to be notified.

Enable Attached Pictures: Check the checkbox of Enable Attached Picture if you want to send email with attached alarm
images.

Interval: The interval refers to the time between two actions of sending attached pictures.

Enable Server Authentication

User Name

Password

SMTP Server 126.smtp.com
SMTP Port 25

Enable SSL 2

Sender test01

Sender's Address
Select Receivers
Receiver

Receiver's Address

test01@126.com
Receiver 1
test02
test02@163.com

Enable Attached Picture v

Interval

2s

Figure 9.23 Configure Email Settings

6.
7.

up.

Click the Apply button to save the Email settings.
You can click the Test button to test whether your Email settings work. The corresponding Attention message box will pop

A ‘) Email test succeeded.

94

Failed to send test email, please check
the parameters or network status.

Figure 9.24 Email Testing Attention
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9.3 Checking Network Traffic

Purpose:

You can check the network traffic to obtain real-time information of device such as linking status, MTU, sending/receiving rate,

etc.
Steps:
1. Enter the Network Traffi
Menu > Maintenance >

26K bps

c interface.
Net Detect

LAN1

LAM1

4 Sending: 124Kbps » Receiving: YKbps

Successiul Ethernat 00:21:8a:59: 23 8¢ 1200 100M Full-dup

Figure 9.25 Network Traffic Interface

2. You can view the sending rate and receiving rate information on the interface. The traffic data is refreshed every 1 se-

cond.
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9.4 Network Detection

Purpose:
You can obtain network connecting status of device through the network detection function, including network delay, packet loss,
etc.

9.4.1 Testing Network Delay and Packet Loss
Steps:
1. Enter the Network Traffic interface.
Menu > Maintenance > Net Detect
2. Click the Network Detection tab to enter the Network Detection menu.
Traffic  Metwork Detection  Metwork Stat.

MNetwork Delay, Packet Loss Test
Select NIC LAN1
Destination Address

MNebwork Packet Export

Device Name
LAN1 172.6.23.42 6Kbps

Figure 9.26 Network Detection Interface

3. Enter the destination address in the text field of Destination Address.
4.  Click the Test button to start testing network delay and packet loss. The testing result pops up on the window. If the testing
is failed, the error message box will pop up as well. .

i

g::kr?bgz?:t;rég ‘-i|) The destination i1s unreachable

Figure 9.27 Testing Result of Network Delay and Packet Loss

9.4.2 Exporting Network Packet
Purpose:
By connecting the device to network, the captured network data packet can be exported to USB-flash disk and other local backup
devices.
Steps:

1. Enter the Network Traffic interface.

Menu > Maintenance > Net Detect

2. Click the Network Detection tab to enter the Network Detection interface.
3. Select the backup device from the dropdown list of Device Name, as shown in Figure 9.28.

Click the Refresh button if the connected local backup device cannot be displayed. When it fails to detect the backup device,
please check whether it is compatible with the device. You can format the backup device if the format is incorrect.
Traffic  Nelwork Detection  Metwork Stat

Network Delay, Packet Loss Test

Select NIC LAN1
Destination Address |172.6,23,102

Network Packet Export

Device Name UsB1-1
LAN1 17262342 4Kbps

Figure 9.28 Export Network Packet
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4. Click the Export button to start exporting.

5. After the exporting is complete, click OK to finish the packet export.

Packet exporting

|
=

\_i) Packet export succeeded.
| Gencel —

Figure 9.29 Packet Export Attention

Up to 1M data can be exported each time.
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9.4.3 Checking Network Status

Purpose:

You can also check the network status and quick set the network parameters in this interface.

Steps:
Select NIC LAN1
Destination Address ﬁ
Metwork Packet Export
Device Name USB1-1 [ —
LAN1 172.6.21.11 11Kbps _

i — Mook B

Figure 9.30 Checking Network Status

If the network is normal, the following message box pops out.

NIC Type 10MAI100M Self-adaptive

Enable DHCP

IPv4 Address 172 .68 .29 .M
IPv4 Subnet Mask 255 .255 255 .0

IPv4 Default Gateway (172 6 21 1

Preferred DNS Server

Alternate DNS Server

1 1 Metwork status is normal.
3

Figure 9.31 Network Status Checking Result

If the message box pops out with other information instead of this one, you can click Network button to show the quick setting
interface of the network parameters.
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[Traic —Network Detecton Neworkstal,
Mpe o Eemwwn
Remote Live View
Remote Playback
Net Send Idle

2.048Kbps
Obps
238Mbps

. Refesn
Figure 9.32 Network Parameters Configuration

9.4.4 Checking Network Statistics

Purpose:

You can check the network statistics to obtain the real-time information of the device.
Steps:

1. Enter the Network Statistics interface.
Menu > Maintenance> Net Detect

Click the Network Stat. tab to enter the Network Statistics menu.
Network Stat.
fype .  Pemtwdn

Remote Live View

2.

2,048Kbps
Obps
238Mbps

Remote Playback
Net Send Idle

. Refresn
Figure 9.33 Network Stat. Interface

3. View the bandwidth of Remote Live View, bandwidth of Remote Playback, bandwidth of Net Total Idle information.
4.  Click Refresh button to get the latest bandwidth statistics.
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Initializing HDDs
Purpose:
A newly installed hard disk drive (HDD) must be initialized before it can be used with your device.
Steps:
1. Enter the HDD Information interface.
Menu > HDD>General

Network Stat.

Remote Live View 2,048Kbps
Remote Playback Obps
Net Send Idle 238Mbps

. Reffesn
Figure 10.1 HDD Information Interface

2. Select the HDD to be initialized.
3. Click the Init button.

Initialization will erase all data on the HDD.
~ - Continue?

Cancel

Figure 10.2 Confirm Initialization

4. Select the OK button to start initialization.
5. After the HDD has been initialized, the status of the HDD will change from Uninitialized to Normal.

1 931 5168 MNormal RAW Local 931GB

Figure 10.3 HDD Status Changes to Normal

Initializing the HDD will erase all data on it.
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10.2 Configuring Quota Mode

Purpose

Each camera can be configured with allocated quota for the storage of recorded files.
Steps

1. Enter the Storage Mode interface.

Menu > HDD > Advanced
2. Set the Mode to Quota.

The device must be rebooted to activate the settings.

Storage Mode

Mode Quota

Camera Analog 1
Used Record Capacity OME
HDD Capacity (GB) 931

Max. Record Capacily (GB) (1]

... Free Quota Space 931 GB

Figure 10.4 Storage Mode Settings Interface

3. Enter the storage capacity in the text field of Max. Record Capacity (GB).

Storage Mode

Quota
Camera Analog 1
Used Record Capacity OMB
HDD Capacity (GB) 931

Max. Record Capacity (GB) 920

Free Quota Space 11 GB

Figure 10.5 Configure Record Quota

4. You can copy the quota settings of the current camera to other cameras if required. Click the Copy button to enter the Copy
Camera menu, as shown below.
v Analog Al VA2 A3 VA1 YAs [VIAG
VAT  [VIAB
Figure 10.6 Copy Settings to Other Camera(s)
5. Select the camera (s) to be configured with the same quota settings. You can also click the checkbox of Analog to select all
cameras.
6. Click the OK button to finish the Copy settings and back to the Storage Mode interface.
7. Click the Apply button to apply the settings.
)
!

If the quota capacity is set to 0, then all cameras will use the total capacity of HDD for recording.
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10.3 Checking HDD Status

Purpose:
You may check the status of the installed HDD on device so as to take immediate check and maintenance in case of HDD failure.
Checking HDD Status in HDD Information Interface
Steps:

1. Enter the HDD Information interface.

Menu > HDD>General
2. Check the status of each HDD which is displayed on the list.
_labol Capadly  Slaws  Piopety  Twe  FreeSpaco  Delol |

1 931.51GB Mormal R Local 93168

Figure 10.7 View HDD Status (1)

If the status of HDD is Normal or Sleeping, it works normally. If the status is Uninitialized or Abnormal, please initialize the HDD
before use. And if the HDD initialization is failed, please replace it with a new one.
Checking HDD Status in HDD Information Interface
Steps:
1. Enter the System Information interface.
Menu > Maintenance > System Info
2. Click the HDD tab to view the status of HDD displayed on the list.

HDD

1 Mormal 931 51CB 93168 R Local
Total Capacity 931 5168
Free Space 931GB

Figure 10.8 View HDD Status (2)
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10.4 Checking S.M.A.R.T. Information

Purpose:
The S.M.A.R.T. (Self-Monitoring, Analysis and Reporting Technology) is a monitoring system for HDD to detect and report on va-
rious indicators of reliability in the hopes of anticipating failures.
Steps:
1. Enter the S.M.A.R.T. Settings interface.
Menu > HDD >HDD Detect >S.M.A.R.T. Settings
2. Select the HDD to view its S.M.A.R.T. information list.

[Note

If you want to use the HDD even when the S.M.A.R.T. checking is failed, you can check the checkbox before the Continue to
use this disk when self-evaluation is failed item.
3. Three self-tests of S.M.A.R.T are provided, including Short Test, Expanded Test and Conveyance Test. You can select a

self-test type and click to start self-test.
S.M.AR.T. Settings

" Continue to use this disk when self-evaluation is failed.

HDD 1

Self-test Status Not tested

Self-test Type Short Test

SMAR.T.

Temperature (°C) 38

Power On (days) 267

Self-evaluation Pass

All-evaluation Bad sectors

S MAR.T. Information

D AtbueNeme  Slaus Flags  Threshold Value  Worsi
O RawReadEmorRate  OK 2 51 20 200 48
0x3 Spin Up Time OK 27 21 150 107 5458

Ox4 Starl/Stop Count OK 32 0 100 100 737

0x5 Reallocated Sector Count OK 33 140 200 200 0

0x7 Seek Error Rate OK 2e 0 200 200 1]

0x9 Power-on Hours Count OK 32 0 92 92 6429

nua Chinm 1 In DAt S Favs 2n n 10n 1nn n [~

Figure 10.9 S.M.A.R.T. Settings Interface
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10.5 Detecting Bad Sector

Purpose:
The bad sectors of a HDD may cause the system to slow down when reading or writing data. You can detect the bad sectors of

the HDD and thus to take immediate measures to repair it.
Steps:
1. Enter the Bad Sector Detection interface.
Menu>HDD>HDD Detect>Bad Sector Detection

HDD Capacity 931.51GB
Block Capacity 232MB

Slatus Paused
Error Count 0

Figure 10.10 Bad Sector Detection

2. Click Detect to start detecting.

HDD Capacity 931 51GB
Block Capacity 232MB

Status Testing... 4%
Error Count 0

Figure 10.11 Bad Sector Detecting

3. You can click Pause to pause the detection and click Resume to resume the detection.
4. If there is any error information about the HDD, you can click Error info to view the information.
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10.6 Configuring HDD Error Alarms

Purpose:
You can configure the HDD error alarms when the HDD status is Uninitialized or Abnormal.
Steps:
1. Enter the Exception interface.
Menu > Configuration > Exceptions
2. Select the Exception Type to HDD Error from the dropdown list.
3. Click the checkbox(s) below to select the HDD error alarm type (s).

i
The alarm type can be selected to: Audio Warning, Notify Surveillance Center, and Send Email. Please refer to Chapter 8.5
Setting Alarm Response Actions.

Exception

HDD Error

Exceplion Type

Audible Warning

Motlify Surveillance Cenler |

L]l &) &)

Send Email

Figure 10.12 Configure HDD Error Alarm

4. Click the Apply button to save the settings.
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Configuring OSD Settings

Purpose:
You can configure the OSD (On-screen Display) settings for the camera, including date /time, camera name, etc.

Steps:
1.  Enter the OSD Configuration interface.
Menu > Camera > OSD
Select the camera to configure OSD settings.
Edit the Camera Name in the text field.
Configure the Display Name, Display Date and Display Week by clicking the checkbox.
Select the Date Format, Time Format and Display Mode.

0sD Configuration

Camera Analog 1

U S

Camera Name Camera 01

1 . —
08123-2013 Fri 09:18:30 Display Name ||+

Display Date |[+]

.|| Display Week |[~]

# | Date Format | MM-DD-YYYY

bl| Time Format | 24-hour

Display Mode Non-Transparent & Mot Flashing

Camera 01

Figure 11.1 OSD Configuration Interface

6. You can use the mouse to click and drag the text frame on the preview window to adjust the OSD position.

7.  Copy Camera Settings
1) If you want to copy the OSD settings of the current camera to other cameras, click the Copy button to enter the Copy

Camera interface.

Copy to

[+ Analog A1 A2 WAz Vad vIAD (VIAB

Figure 11.2 Copy Settings to Other Cameras

2) Select the camera (s) to be configured with the same OSD settings. You can also click the checkbox of Analog to select
all cameras.
3) Click the OK button to finish the Copy settings and back to the OSD Configuration interface.
8.  Click the Apply button to apply the settings.

o

You can also click the Restore to restore the current OSD settings to the default parameters.

Configuring Privacy Mask
Purpose:
You are allowed to configure the four-sided privacy mask zones that cannot be viewed by the operator.
Steps:
1. Enter the Privacy Mask Settings interface.
Menu > Camera > Privacy Mask
2. Select the camera to set privacy mask.
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3. Click the checkbox of Enable Privacy Mask to enable this feature.

Privacy Mask Settings

Camera Analog 1

Enable Privacy Mask 2

Figure 11.3 Privacy Mask Settings Interface

4. Use the mouse to draw a zone on the window. The zones will be marked with different frame colors.
b
Up to 4 privacy mask zones can be configured, and the size of each area can be adjusted.
5. The configured privacy mask zones on the window can be cleared by clicking the corresponding Clear Zone1-4 icons on
the right side of the window, or click Clear All to clear all zones.
Privacy Mask Settings

Camera Analog 1

Enable Privacy Mask v

L Crearai |
| Clear Zone2 |
(L Clear zone 3|
| ClearZone 4|

Figure 11.4 Set Privacy Mask Area

6. You can click the Copy button to copy the privacy mask settings of the current camera to other cameras. Please refer to
step 7 of Chapter 11.1 Configuring OSD Settings.
7. Click the Apply button to save the settings.

Configuring Video Parameters
Steps:
1.  Enter the Image Settings interface.
Menu > Camera > Image

2.  Select the camera to set image parameters.

3. Set the period of a day for configuring independent image parameters so as to satisfy different light conditions, e.g., dayli-
ght and night time. Two periods can be configured. When you have configured Period 1, the Period 2 is remained as the
Other Time.
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Image Settings

Camera Analog 1

Period 1 06:00-13:00 L,
Mode Standard
Brightness 128
Contrast 128
Saturation & 136
Hue 128 -
Sharpness | & 1
Denoising 2

Figure 11.5 Image Settings Interface

4.  Select the mode from the drop-down menu according to different light conditions.
Four modes are selectable:
®  Standard: in general lighting conditions (default).
® Indoor: the image is relatively smoother.
® Dim Light: the image is smoother than the other three modes.
®  Outdoor: the image is relatively clearer and sharper. The degree of contrast and saturation is high.
5. Adjust the image parameters including the brightness, contrast, saturation, hue, sharpness and denoising level by moving the
sliding bar or increasing/decreasing the value.
't
Nore
When you select different mode, corresponding default parameters are available. You can also adjust the value of the bright-
ness, contrast, saturation and hue to 0~ 255, the sharpness to 0~ 15 and the denoising level to 0~ 5.
6. You can click the Copy button to copy the image settings of the current camera to other cameras. Please refer to step 7 of

Chapter 11.1 Configuring OSD Settings.
7.  On the Image Settings interface, click the Apply button to save the settings.

You can click the Restore button to restore the current image settings to default parameters.
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Viewing System Information

Viewing Device Information
Steps:

1. Enter the System Information interface.
Menu > Maintenance > System Info

2. Click the Device Info tab to enter the Device Information menu to view the device name, model, serial No. , firmware version
and encoding version.

Device Name Embedded Net DVR

Model DS-T108HWI-SL

Senal Mo 0820130313AAWRET5623631WCVU
Firmware Version V2.2.9 Build 130813

Encoding Version V5.0, Build 130730

Figure 12.1 Device Information Interface

Viewing Camera Information
Steps:
1. Enter the System Information interface.
Menu > Maintenance > System Info
2. Click the Camera tab to enter the Camera Information menu to view the status of each camera.

Camera

Lo = - SR 1 N 5Tt R L R -
Mﬁ Camera 01 Enabled Used Not used Not used I
A2 Camera 02 Enabled Used Mot used Not used
A3 Camera 03 Enabled Used Not used Not used
Al Camera 04 Enabled Used Not used Not used
AS Camera 05 Enabled Used Not used Not used
Ab Camera 06 Enabled Used Not used Not used
AT Camera 07 Enabled Used Not used Not used
A8 Camera 08 Enabled Used Not used Not used

Figure 12.2 Camera Information Interface

Viewing Record Information
Steps:
1. Enter the System Information interface.
Menu > Maintenance > System Info
2. Click the Record tab to enter the Record Information menu to view the recording status and encoding parameters of each

camera.

A Notused Video & .. Full Frame 2531792 S607480(WD1) Event

A2 Not used  Video Full Frame T8/1792 960" 480{WD 1) Normal
A3 Not used Video Full Frame 7811792 G60*480(WD1) Normal
A4 Not used Video Full Frame Tr1792 960*130(WD1) Normal
AS Notused Video Full Frame 771792 960"480{WD1) Normal
AB Notused  Video Full Frame 78/11792 960*480{WD1) Normal
AT Notused  Video Full Frame 171792 980"480(WD1) Normal
AB Notused  Video Full Frame TTM792 S60*480(WD1) Normal

Figure 12.3 Record Information Interface

Viewing Alarm Information
Steps:
1. Enter the System Information interface.
Menu > Maintenance > System Info
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Click the Alarm tab to enter the Alarm Information interface to view the alarm information.

A<
A<-2
A<-3
A<g
A<B
A<-B
A<T
A<-8
A-x1
A2
A->3
A->4

Alarm

N.O Not used
N.O Not used
N.O Not used
N.O Not used
N.O Not used
N.O Not used
N.O Not used
N.O Not used
Not supported Used
Not supported Used
Not supported Used
Not supported Used

Figure 12.4 Alarm Information Interface

Viewing Network Information
Steps:

1.

2.

Enter the System Information interface.
Menu > Maintenance > System Info
Click the Network tab to enter the Network Information menu to view the network information.

Network

IPv4 Address 1726.23.72

IPv4 Subnet Mask 255.255.255.0

IPv4 Default Gateway 1726231

IPv6 Address 1 fe80::8ee 7 48ff-fe28:bb4/64

IPv6 Address 2
IPv6 Default Gateway

Preferred DNS Server 8888
Alternate DNS Server 0000
Enable DHGP Disabled
Enable PPPOE Disabled

PPPOE Address
PPPOE Subnet Mask
PPPOE Default Gateway

Figure 12.5 Network Information Interface

Viewing HDD Information
Steps:

1.

2.
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Enter the System Information interface.
Menu > Maintenance > System Info
Click the HDD tab to enter the HDD Information menu to view the HDD status, free space, property, etc.
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Lol St Capady  FeoSpaco  Popety  Twe

1 Mormal 93151GB 931GB RN Local

Total Capacity 931 .51GB
Free Space 9316B

Figure 12.6 HDD Information Interface
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Searching & Exporting Log Files
Purpose:
The operation, alarm, exception and information of the device can be stored in log files, which can be viewed and exported at
any time.
Steps:
1. Enter the Log Search interface.

Menu > Maintenance > Log Information
LO Search

Start Time 2013-08-23
End Time 2013-08-23
Major Type All
Minor Type All

[/ 00:00:00
] 23:59:59

AR R -

S (seai (ECTTT
Figure 12.7 Log Search Interface

2. Set the log search conditions to refine your search, including the Start Time, End Time, Major Type and Minor Type.
Click the Search button to start searching log files.

3.
4,

Up to 2000 log files can be displayed each time.

Log Search
Start Time
End Time
Major Type
Minor Type

‘@ Information
@ Information
@ Information
@ Information
@ Information
@ Information
@ Information
@ Information
@ Information
T Operation

T Operation

[=RE--RE = RS, BT

JEry ey
=

08-24-2013
08-24-2013
All
All

08-24-2013 14:57:27
08-24-2013 14:57:27
08-24-2013 14:57:27
08-24-2013 14:57:27
08-24-2013 14:57:27
08-24-2013 14:57:27
08-24-2013 14:57:27
08-24-2013 14:57:27
08-24-2013 14:57:27
08-24-2013 14:57:46
08-24-2013 14:57:48

The matched log files will be displayed on the list shown below.

nore

[l 00:00:00
[E] 23:59:59

Start Recording
Start Recording
Start Recording
Start Recording
Start Recording
Start Recording
Start Recording

HDD SMART.

Start Recording

Local Operation: .
Local Operation:...

N/A
N/A
N/A
N/A
N/A
N/A
N/A
N/A
NiA
NIA

Figure 12.8 Log Search Results

@00 ©00000@

000000000

5. You can click the V] button of each log or double click it to view its detailed information. And you can also click the
button to view the related video files if available.
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Log Information

Time 08-24-2013 15:33:04

Type Operation—-Local Operation: Playback By Time
Local User admin

Host IP Address N{A

Parameter Type N/A

Camera No. N/A

Description:

Playback mode: By log ~

Figure 12.9 Log Details

6. If you want to export the log files, click the Export button to enter the Export menu.
You can also export all the log files stored in the HDD.
(1)  Enter the Log Export interface.
Menu > Maintenance > Log Information>Log Export

1 931 5168 Mormal R Local 93168

Figure 12.10 Log Export Interface

(2) Check ¥ checkbox to select the HDD and click Export to enter the export interface.

Device Name UsB1-1 _

A Folder 08-20-2013 19:40:36 i §
_disk_id.pod OKB File 06-03-2013 20:51:54 T ©
~$$napl%A 7 ~vst 4KB File 06-16-2013 17:59:02 o @
~$§naeiad 7 ~vix 4KB File 06-16-2013 17:59:08 fun § @
~WRL0319 tmp 6AG1KB File 06-23-2013 22:20:22 m @
~WRL1315.tmp 4, 112KBFile 06-23-2013 22:20:18 i @
~WRL2772 tmp 6,464KB File 06-24-2013 12:51:50 i § @

Free Space 3.579MB

Figure 12.11 Export Log Files

7.  Select the backup device from the dropdown list of Device Name.
8. Click the Export to export the log files to the selected backup device.
You can click the New Folder button to create new folder in the backup device, or click the Format button to format the bac-
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kup device before log export.

[Noe]

® Please connect the backup device to device before operating log export.
® The log files exported to the backup device are named by exporting time, e.g., 2011051412484 1logBack.txt.

Importing/Exporting Configuration Files
Purpose:
The configuration files of the device can be exported to local device for backup; and the configuration files of one device can be
imported to multiple device devices if they are to be configured with the same parameters.
Steps:
1. Enter the Import/Export Configuration File interface.
Menu > Maintenance > Import/Export

Device Name usB1-1

Mame . . sealwe  bdlbate  elele by
=i a Folder 08-29-2013 19:40:36 o I
_disk_id.pod OKB File 06-03-2013 20:51:54 T @
~$$00%A47 ~vst AKB File 06-16-2013 17:59:02 g @
~§$ el T ~vix 4KBFile 06-16-2013 17:59:08 i | @
~WRLO319 tmp 6 AG1KB File 06-23-2013 22:20:22 o @
~WRL1315 tmp 4,112KBFile 06-23-2013 22:20:18 o @
~WRL2T72 imp 6 464KB File 06-24-2013 12.51.50 o @

Free Space 3.579MB

Figure 12.12 Import/Export Config File

2. Click the Export button to export configuration files to the selected local backup device.
3. To import a configuration file, select the file from the selected backup device and click the Import button. After the import
process is completed, you must reboot the device.

(Nore]

After having finished the import of configuration files, the device will reboot automatically.

1.3
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Upgrading System
Purpose:
The firmware on your device can be upgraded by local backup device or remote FTP server.

Upgrading by Local Backup Device
Steps:
1. Connect your device with a local backup device where the update firmware file is located.
2. Enter the Upgrade interface.
Menu > Maintenance > Upgrade
3. Click the Local Upgrade tab to enter the local upgrade menu.

Local Upgrade FTP

Device Name UsB1-1 _

= digicap.mav 22 395KE File 08-09-2013 14:46:52 o @

Figure 12.13 Local Upgrade Interface

4. Select the update file from the backup device.
5. Click the Upgrade button to start upgrading.
6.  After the upgrading is complete, reboot the device to activate the new firmware.

Upgrading by FTP

Before you start:

Ensure the network connection of the PC (running FTP server) and the device is valid and correct. Run the FTP server on the PC
and copy the firmware into the corresponding directory of your PC.

Refer to the user manual of the FTP server to set the FTP server on your PC and put the firmware file into the directory as requi-
red.

Steps:
1. Enter the Upgrade interface.
Menu > Maintenance > Upgrade
2. Click the FTP tab to enter the local upgrade interface.
Local Upgrade FTP

FTP Server Address [172.68 2 142 |

Figure 12.14 FTP Upgrade Interface

3. Enter the FTP Server Address in the text field.
4.  Click the Upgrade button to start upgrading.
5. After the upgrading is complete, reboot the device to activate the new firmware.

1.4
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Restoring Default Settings
Steps:
1. Enter the Default interface.
Menu > Maintenance > Default

System will reboot afier restoring the default settings. Continue?

Figure 12.15 Restore Factory Default

2. Click the OK button to restore the default settings.

Except the network parameters (including IP address, subnet mask, gateway, MTU and server port), all other parameters of
the device will be restored to factory default settings.
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Others
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Configuring General Settings
Purpose:
You can configure the BNC output standard, VGA output resolution, mouse pointer speed, etc.
Steps:
1. Enter the General Settings interface.
Menu > Configuration > General

2.  Select the General tab.
General DST Settings  More Settings

Language English

CVBS Output Standard PAL

Resolution 1024* 168/60HZ

Time Zone {GMT+08:00) Beijing. Urumqi, Singapore

Date Format MM-DD-YYYY

System Date 08-24-2013 B
System Time 12:59:91 L
Mouse Pointer Speed > : ; i
Enable Wizard v

Enable ID Authentication
Figure 13.1 General Settings Interface

3. Configure the following settings:
* Language: The default language used is English.
e (CVBS Output Standard: Select the CVBS output standard to NTSC or PAL, which must be the same with the video
input standard.
* Resolution: Select the HDMI/VGA output resolution, which must be the same with the resolution of the monitor
screen.
Time Zone: Select the time zone.
Date Format: Set the date format.
System Date: Select the system date.
System Time: Set the system time.
Mouse Pointer Speed: Set the speed of mouse pointer; 4 levels are configurable.
Enable Wizard: Enable/disable the Wizard when the device starts up.
Enable ID Authentication: Enable/disable the use of the login password.
4. Click the Apply button to save the settings.

1.2
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Configuring DST Settings
Steps:

1. Enter the General Settings interface.
Menu >Configuration>General
2. Choose DST Settings tab.

DST Settings

" Auto DST Adjustment

Enable DST

From Apr 1st Sun 2 100
To Qct last Sun 2 100
DST Bias 60 Minutes

Figure 13.2 DST Settings Interface

You can check the checkbox before the Auto DST Adjustment item.
Or you can manually check the Enable DST checkbox, and then set the date of the DST period.

1.3

122



SEIED CREOM
HIKVISION

Configuring More Settings
Steps:
1. Enter the General Settings interface.
Menu > Configuration > General
2. Click the More Settings tab to enter the More Settings interface.
General DST Seltings  More Sellings

Device Name Embedded Net DVR
Device No. 255

CVES Output Brightness

Auto Logout Never

Menu Output Mode Auto

Figure 13.3 More Settings Interface

3. Configure the following settings:

¢ Device Name: Edit the name of device.

¢ Device No.: Edit the serial number of device. The Device No. can be set in the range of 1~255, and the default No.
is 255.

* CVBS Output Brightness: Adjust the video output brightness.

* Operation Timeout: Set timeout time for menu inactivity. E.g., when the timeout time is set to 5 Minutes, the sys-
tem will exit from the current operation menu to live view screen after 5 minutes of menu inactivity.

* Menu Output Mode: Select the menu output mode to Auto, HDMI/VGA or Main CVBS.

b
[Nore
® When you select Auto, the device can automatically detect the HDMI/VGA output as the main output and the
CVBS output as the auxiliary output when it starts up.
®  After you have changed the output mode, you should restart the device to activate the new settings.
¢ Main CVBS Scaling: Enable/disable video output scaling for main CVBS video output.
4.  Click the Apply button to save the settings.

1.4
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Managing User Accounts

Purpose:
There is a default account in the device: Administrator. The Administrator user name is admin and the password is 12345. The Ad-
ministrator has the permission to add and delete user and configure user parameters.

Adding a User

Steps:

1.

2.

124

Enter the User Management interface.
Menu > Configuration > User

User Management

1 admin Admin 00:00:00:00:00:00
Guest 00:00:00:00:00:00 -] # o

(<]

Figure 13.4 User Management Interface

Click the Add button to enter the Add User interface.

Add User

Liser Name test
Password T
Confirm e
Level Guest

User's MAC Address (00 :00 :00 :00 :00 :00

Figure 13.5 Add User Menu

Enter the information for new user, including User Name, Password, Level and User’'s MAC Address.
Level: Set the user level to Operator or Guest. Different user levels have different operating permission.
* Operator: The Operator user level has permission of Local Log Search in Local Configuration, Remote Log Search and
Two-way Audio in Remote Configuration and all operating permission in Camera Configuration.
® Guest: The Guest user has permission of Local Log Search in Local Configuration, Remote Log Search in Remote Confi-
guration and only has the local/remote playback in the Camera Configuration.
User’'s MAC Address: The MAC address of the remote PC which logs onto the device. If it is configured and enabled, it only
allows the remote user with this MAC address to access the device.
Click the OK button to save the settings and go back to the User Management interface. The added new user will be displa-
yed on the list.

User Management

admin Admin 00:00:00:00:00:00
2 test1 Guest 00:00:00:00:00:00 (-] f o
3 test2 Operator 00:00:00:00:00:00 @ = o

Figure 13.6 Added User Listed in User Management Interface
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5. Select the user from the list and then click thebutton to enter the Permission settings interface.

Permission
Local Configuration = Remote Configuration  Camera Configuration

'v!Local Log Search

" Local Parameters Settings
" Local Advanced Operation
" Local Shutdown / Reboot

Figure 13.7 User Permission Settings Interface

6. Set the operating permission of Local Configuration, Remote Configuration and Camera Configuration for the user.
Local Configuration

Local Log Search: Searching and viewing logs and system information of device.

Local Parameters Settings: Configuring parameters, restoring factory default parameters and importing/exporting
configuration files.

Local Advanced Operation: Operating HDD management (initializing HDD, setting HDD property), upgrading
system firmware.

Local Shutdown /Reboot: Shutting down or rebooting the device.

Remote Configuration

Remote Log Search: Remotely viewing logs that are saved on the device.

Remote Parameters Settings: Remotely configuring parameters, restoring factory default parameters and impor-
ting/exporting configuration files.

Two-Way Audio: Realizing two-way radio between the remote client and the device.

Remote Alarm Control: Remotely arming (notify alarm and exception message to the remote client).

Remote Advanced Operation: Remotely operating HDD management (initializing HDD), upgrading system fir-
mware.

Remote Shutdown/Reboot: Remotely shutting down or rebooting the device.

Camera Configuration

i

NOT

!

Remote Live View: Remotely viewing live video of the selected camera (s).

Local Manual Operation: Locally starting/stopping manual recording of the selected camera (s).
Remote Manual Operation: Remotely starting/stopping manual recording of the selected camera (s).
Local Playback: Locally playing back recorded files of the selected camera (s).

Remote Playback: Remotely playing back recorded files of the selected camera (s).

Local Video Export: Locally exporting recorded files of the selected camera (s).

You should select the camera (s) on the Camera Configuration interface for the operation permission configured.
7. Click the OK button to save the settings and exit interface.

NOTE

ek

Only the admin user account has the permission of restoring factory default parameters.

1.1.1  Deleting a User
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Steps:
1. Enter the User Management interface.
Menu > Configuration > User
2. Select the user to be deleted from the list.
User Management

admin Admin 00:00:00:00:00:00 #
test1 Guest 00:00:00:00:00:00 Q@ #Z 1
v E [

N_\m
-_—

Figure 13.8 Delete a User

3. Click the o icon to delete the selected user.

Editing a User
Steps:
1. Enter the User Management interface.
Menu > Configuration > User
2. Select the user to be edited from the list.

User Management

admin Admin 00:00:00:00:00:00 &
test1 Guest 00:00:00:00:00:00 Q@ 7 1o
2 [T

N_\m
-_—

‘

Figure 13.9 Edit a User

3. Click the i icon to enter the Edit User interface.

Edit User

User Name test2

Change Password

Password

Confirm

Level Operator

User's MAC Address (00 :00 :00 :00 :00 :00

Figure 13.10 Edit User Interface

4. Edit the user information, including user name, password, level and MAC address.
5. Click the OK button to save the settings and exit the menu.
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Changing Password of Admin

Purpose:
The password of the admin user account can be changed in the User Management menu.
Steps:
1. Enter the User Management interface.
Menu > Configuration > User

User Management

2 test1 Guest 00:00:00:00:00:00 Q = 1M
3 test2 Operator 00:00:00:00:00:00 @ = o

Figure 13.11 Change Password

2. Select the admin user and click E to change the password.

Edit User

User Name admin

Old Password

Change Password

Password

Confirm

User's MAC Address |D0 :00 :00 :00 :00 :00

Figure 13.12 Change Password

3. Enter the old password, check [v] checkbox, enter new password and confirm password on the menu.
4. Click OK to save the settings and exit the menu.

1.5
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Logging out/Shutting down/Rebooting Device
Steps:
1. Enter the Shutdown interface.
Menu > Shutdown

Configuration » | Logout

Maintenance b

Reboot

Figure 13.13 Shutdown Menu

2. Click the Logout button to log out, or
Click the Shutdown button to shut down the device, or
Click the Reboot button to reboot the device.

After you have logged out the system, menu operation on the screen is invalid. It is required a user name and password to login
the system.
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Dual S’?r/eam: Dual stream is a technology used to record high resolution video locally while transmitting a lower resolution
stream over the network. The two streams are generated by the device, with the main stream having a maximum resolution
of 4CIF and the sub-stream having a maximum resolution of CIF.

DVR: Acronym for Digital Video Recorder. A DVR is device that is able to accept video signals from analog cameras, com-
press the signal and store it on its hard drives.

HDD: Acronym for Hard Disk Drive. A storage medium which stores digitally encoded data on platters with magnetic surfa-
ces.

DHCP: Dynamic Host Configuration Protocol (DHCP) is a network application protocol used by devices (DHCP clients) to
obtain configuration information for operation in an Internet Protocol network.

HTTP: Acronym for Hypertext Transfer Protocol. A protocol to transfer hypertext request and information between servers
and browsers over a network

PPPoE: PPPoE, Point-to-Point Protocol over Ethernet, is a network protocol for encapsulating Point-to-Point Protocol (PPP)
frames inside Ethernet frames. It is used mainly with ADSL services where individual users connect to the ADSL transceiver
(modem) over Ethernet and in plain Metro Ethernet networks.

DDNS: Dynamic DNS is a method, protocol, or network service that provides the capability for a networked device, such as
a router or computer system using the Internet Protocol Suite, to notify a domain name server to change, in real time (ad-
hoc) the active DNS configuration of its configured hostnames, addresses or other information stored in DNS.

Hybrid DVR: A hybrid DVR is a combination of a DVR and NVR.

NTP: Acronym for Network Time Protocol. A protocol designed to synchronize the clocks of computers over a network.
NTSC: Acronym for National Television System Committee. NTSC is an analog television standard used in such countries as
the United States and Japan. Each frame of an NTSC signal contains 525 scan lines at 60Hz.

NVR: Acronym for Network Video Recorder. An NVR can be a PC-based or embedded system used for centralized manage-
ment and storage for IP cameras, IP Domes and other DVRs.

PAL: Acronym for Phase Alternating Line. PAL is also another video standard used in broadcast televisions systems in large
parts of the world. PAL signal contains 625 scan lines at 50Hz.

USB: Acronym for Universal Serial Bus. USB is a plug-and-play serial bus standard to interface devices to a host computer.
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FAQ

* Why does my device make a beeping sound after booting?
The possible reasons for the warning beep on the device are as follows:
a) There is no HDD installed in the device.
b) The HDD is not initialized.
c) HDD error
To cancel the beeping sound and use the device without HDD, enter the Exception Settings interface. For detailed information,
see Chapter 8.4 Handling Exception.
* Why is there no video recorded after setting the motion detection?
If there are no recorded video after setting the motion detection, please check:
a) The recording schedule is set up correctly by following the steps listed in Chapter 5.2 Configuring Record Schedule.
b) The motion detection area is configured correctly (See Chapter 5.3 Configuring Motion Detection Record).
c) The channels are being triggered for motion detection (See Chapter 5.3 Configuring Motion Detection Record)).
* Why doesn’t the device detect my USB export device for exporting recorded files?
There’s a chance that the device and your USB device is not compatible. Please refer to our company’s website to view a list of
compatible devices.
* My device is in Live View mode and the menu does not show up. It does not respond to the mouse operation.
Your device may be in auxiliary mode. Please refer to Chapter 3.2.3 Main/Aux Output Switching for the operation of main/aux
output switching.
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